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ITU-T Study Group 17, Security, is pleased to inform you of two items regarding big data security. 

The attachments are the baseline text for ongoing work on draft Recommendation of ITU-T 

X.websec-7, Reference monitor for online analytics services, and the template of new work item 

X.srfb, Security requirements and framework for Big Data analytics in mobile Internet services that 

was established at our September 2016 meeting. 

We are looking forward to further collaboration with you on those items. 

Attachments: 2 

- X.websec-7: Draft Recommendation ITU-T X.websec-7, Reference monitor for online 

analytics services; 

- New work item template for X.srfb, Security requirements and framework for Big Data 

analytics in mobile Internet services. 
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