
Attention: Some or all of the material attached to this liaison statement may be subject to ITU copyright. In such a case this will be 

indicated in the individual document.  

Such a copyright does not prevent the use of the material for its intended purpose, but it prevents the reproduction of all or part of it in a 

publication without the authorization of ITU. 

 

 

INTERNATIONAL TELECOMMUNICATION UNION COM 17 – LS 020 Rev.1 – 

E 

TELECOMMUNICATION 

STANDARDIZATION SECTOR 

STUDY PERIOD 2013-2016 

 

English only 

Original: English 

Question(s): 2/17, (3/17) Geneva, 17-26 April 2013 

Ref. : TD 0323 Rev.1 

Source: ITU-T SG17 

Title: LS/o on the ITU-T Recommendation ITU-T X.1037, Technical security guideline on 

deploying IPv6 [to IETF Security Area] 

LIAISON STATEMENT 

For action to: - 

For comment to: - 

For information to: IETF Security Area 

Approval: Agreed to at ITU-T SG17 meeting (26 April 2013) 

Deadline: N/A 

Contact: Patrick Mwesigwa 

Rapporteur of ITU-T SG17 Question 

2/17 

Tel: +256414339004 

Fax: +256414348832 

E-mail: pmwesigwa@ucc.co.ug 

Contact: Masashi Eto 

Co-Editor of draft X.ipv6-secguide 

Tel: +81 42 327 5573 

E-mail: eto@nict.go.jp 

Contact: Koji Nakao 

Chairman of ITU-T SG17 WP1/17 

Tel: +81 3 3347 0077 

E-mail: ko-nakao@kddi.com 
 

ITU-T Study Group 17, in its Question 2/17, Security architecture and framework, is pleased to 

provide you the draft Recommendation ITU-T X.1037 (X.ipv6-secguide), Technical security 

guideline on deploying IPv6, which was consented at the ITU-T SG17 meeting on 26 April 2013, 

which is attached. 

In this draft Recommendation, we have carefully considered the latest work on IPv6 security issues 

as well as the IPv6 security activities of IETF Security Area. ITU-T SG17 would like to thank IETF 

Security Area for your support. 
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