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Context

There are several Editor’s Notes in P802.1aj/D1.1 
clause 22 requesting input on:
• Use cases (c22.3.1.1)
• Failure notification (c22.3.2)
• Daisy chain impact (c22.3.2)
• EFM OAM extensions (c22.5)
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Agenda

Uses Cases
Failure Notification
EFM OAM Extensions
Summary
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(some)
Use Cases
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Use Case 1
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Use Case 1 (cont’d)

Likely Extension Link types:
• 1000BASE-LX, LX10, ‘ZX’

Likely User Link types:
• 10/100BASE-T,
• 1000BASE-CX, T

Extension
Link 

TPMR
(CLE)
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Use Case 1 (cont’d)
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EFM OAM provides the CO bridge the ability to:
• Put the TPMR into an intrusive loopback for OOS testing (turn-up, troubleshooting) 
• Query the 802.3 MIB
• Be notified of critical events (Link Fault, Dying Gasp, Critical Event), and vice versa
• Be notified of link performance events (ESP, EFS, EFP, EFSS), and vice versa

Allows extensions (Organization Specific OAMPDU, Info TLV, Event TLV) we can 
leverage to manage the port facing the User Link/CPE, and typical Bridge-related objects
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Use Case 2
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The TPMRs are transparent to clause 43 Link Aggregation (802.3ad)
Each is managed separately by the CO bridge (as in Case 1)
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Use Case 3
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When used as a demarc device, commercial TPMRs power-up in EFM OAM 
Passive mode, waiting to hear from the Active mode CO master
A Passive-to-Passive EFM OAM session will never activate – would never make 
it through the Discovery process
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Use Case 3 (cont’d)
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Would require some EFM OAM relay mechanism on center TPMR to allow CO 
bridge to query the CLE TPMR and to be notified of Link B events detected by 
CLE TPMR
Would require different EFM OAM handling of loopback on center TPMR to 
allow CO bridge to test Links A+B with CLE TPMR in loopback
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Use Case 3 (cont’d)

What if more TPMRs were daisy chained?
Do we preclude such scenarios? 
Or do we add optional support for SNMP to cover daisy 
chained cases?
For non-802.3 media will need something other than EFM 
OAM
Needs discussion…
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Failure Notification
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Guiding Assumptions

Case 1 context: single TPMR, 802.3 media
TPMR leverages EFM OAM 
TPMR does not support P802.1ag CFM…
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Westbound User Link Fail
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P802.1aj Proposal
•TPMR sends EFM Critical Event flag with Organization Specific Info TLV with indication 
of Remote Link Fail, shuts down TX to CPE, if Auto-Negotiation enabled sends Remote 
Fault to CPE. 

•Edge PB sends ETH_AIS into network per P802.1ag.
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Westbound Extension Link Fail
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P802.1aj Proposal
•Edge PB sends EFM Link Fault flag towards TPMR. TPMR shuts down TX to CPE. 
TPMR ignores failures detected from CPE during TX shutdown.

•Edge PB sends ETH_AIS into network per P802.1ag.

Two Port MAC Relay
IEEE P802.1aj Task Group



16

Westbound Network Connection Fail
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P802.1aj Proposal
• Edge PB may receive ETH_RDI (depending on P802.1ag evolution), if notified it sends 

EFM Critical Event flag with Organization Specific Info TLV with indication of Network 
Connection Fail towards TPMR (E-Line services).

• TPMR shuts down TX to CPE. TPMR ignores failures detected from CPE during TX 
shutdown.
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Eastbound Network Connection Fail
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P802.1aj Proposal
• Edge PB detects fault directly or ETH_AIS per P802.1ag (and possibly sends ETH_RDI 

back into network depending on P802.1ag evolution), sends EFM Critical Event flag with 
Organization Specific Info TLV with indication of Network Connection Fail towards 
TPMR (E-Line services).

• TPMR shuts down TX to CPE. TPMR ignores failures detected from CPE during TX 
shutdown.
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Eastbound Extension Link Fail
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P802.1aj Proposal
•TPMR shuts down TX to CPE and sends EFM Link Fault flag towards Edge PB. TPMR 
ignores failures detected from CPE during TX shutdown.

•Edge PB possibly sends ETH_RDI (depending on P802.1ag evolution) towards network.
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Eastbound User Link Fail
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• If the CPE leaves its TX on, and if Auto-Negotiation is disabled, and assuming the CPE 
doesn’t support EFM OAM Link Fault, then no failure is detectable by the TPMR.

• If Auto-Negotiation is enabled, then…

P802.1aj Proposal
•TPMR detects Remote Fault and sends EFM Critical Event flag with Organization Specific 
Info TLV with indication of Remote Link Fail towards PB. 

•Edge PB sends ETH_AIS into network per P802.1ag.
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Conditioning Rules Summary

TPMR ingress User Link port detects:
• Input link failure,
Consequent action is:
• Sends EFM Critical Event flag with Organization Specific Info TLV with indication of 

Remote Link Fail towards the Edge PB, shuts down TX to CPE, or if Auto-Negotiation 
enabled sends Remote Fault (if sequence was initiated by AN then only does EFM piece).

TPMR ingress Extension Link port detects:
• Input link failure (sends EFM Link Fault flag towards Edge PB),
• EFM Link Fault flag, 
• EFM Critical Event flag with Organization Specific Info TLV with indication of Network 

Connection Fail,
Consequent action is:
• Shuts down TX to CPE and ignores failures detected from CPE during TX shutdown.
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Conditioning Rules Summary (cont’d)

Edge PB ingress Extension Link port detects:
• Input link failure (sends EFM Link Fault flag towards TPMR),
• EFM Critical Event flag with Organization Specific Info TLV with indication of Remote Link 

Fail,
Consequent action is:
• Send ETH_AIS per P802.1ag into the network.

Edge PB ingress Extension Link port detects:
• EFM Link Fault flag,
Consequent action is:
• Send ETH_RDI per P802.1ag (if defined) into the network.

Edge PB ingress Network  port detects:
• Input link failure (sends ETH_RDI per P802.1ag if defined into the network),
• ETH_AIS per P802.1ag (sends ETH_RDI per P802.1ag if defined into the network), 
• ETH_RDI per P802.1ag (if defined),
Consequent action is:
• Send EFM Critical Event flag with Organization Specific Info TLV with indication of 

Network Connection Fail towards TPMR (E-Line services).

Two Port MAC Relay
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EFM OAM Extensions
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Example EFM / TPMR Link

Managed objects which need to be accessed by the TPMR OAM Client:
TPMR Management Entity: TPMR Configuration, Port Configuration
Forwarding Process of the MAC Relay Entity: Port Counters
MAC Entities (oMACEntity, on CO and CPE sides)
PHY Entities (oPHYEntity, on CO and CPE sides)
OAM Sublayer Entity (oOAM, on CO side)

OAM (Clause 57)

CPE
facing 

ISSBridge Port
Connectivity

(8.5.1)

(null)

IS
S Bridge Port

Connectivity
(8.5.1)

MAC Relay Entity

802.3 LAN Segment 802.3 LAN Segment

Convergence (6.5.1)
ISS

Convergence (6.5.1)
ISS

Media  Access Method 
Specific Functions 
(IEEE Std. 802.3)

Media  Access Method 
Specific Functions 

(IEEE Std. 802.3)

MIBs

TPMR OAM 
Client

Clause
57.2.5

Interface

Convergence (6.5.1)

Media  Access Method 
Specific Functions 

(IEEE Std. 802.3)

OAM (Clause 57)

Clauses
8.5, 6.7
9.5(a)

ISS

EIS
S

Two Port MAC Relay
Provider 

(Edge) Bridge

CO
facing 
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EFM OAM Extensions: Mgmt
The following managed objects can be accessed by the currently defined EFM Variable 
Request / Response OAMPDUs (codes 02 / 03):

• oMACEntity, on CO side
• oPHYEntity, on CO side
• oOAM, on CO side

The remaining managed objects can be accessed by a new “802.1aj” Organization Specific 
OAMPDU (code FE), which will provide a similar Request / Response mechanism for 
indexed entities:

• TPMR Management Entity
• Forwarding Process of the MAC Relay Entity
• oMACEntity, on CPE side
• oPHYEntity, on CPE side

To accommodate Set commands, a new “802.1aj” Set OAMPDU could be defined

Two Port MAC Relay
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EFM OAM Extensions: Mgmt (cont’d)

802.1aj Subtype

Requested Entity
Variable Descriptors (c57.6.1)

FCS
Pad

TPMR Variable Request

802.1 OUI
Code = 0xFE

Flags
Subtype = 0x03

Length/Type = 88-09
Source Address

Destination Address = 01-80-c2-00-00-02

802.1aj Subtype

Requested Entity
Variable Descriptors (c57.6.1)

FCS
Pad

TPMR Variable Request

802.1 OUI
Code = 0xFE

Flags
Subtype = 0x03

Length/Type = 88-09
Source Address

Destination Address = 01-80-c2-00-00-02

802.1aj Subtype

Requested Entity
Variable Containers (c57.6.2)

FCS
Pad

TPMR Variable Response

802.1 OUI
Code = 0xFE

Flags
Subtype = 0x03

Length/Type = 88-09
Source Address

Destination Address = 01-80-c2-00-00-02

802.1aj Subtype

Requested Entity
Variable Containers (c57.6.2)

FCS
Pad

TPMR Variable Response

802.1 OUI
Code = 0xFE

Flags
Subtype = 0x03

Length/Type = 88-09
Source Address

Destination Address = 01-80-c2-00-00-026
6
2
1
2
1
3
1
1
1
y
z
4

6
6
2
1
2
1
3
1
1
1
x
z
4

Octets Octets

oPHYEntity on CPE sidex0011

oMACEntity on CPE sidex0010

Forwarding Process of MAC Relay Entityx0001

TPMR Management Entityx0000

Requested Entity

oPHYEntity on CPE sidex0011

oMACEntity on CPE sidex0010

Forwarding Process of MAC Relay Entityx0001

TPMR Management Entityx0000

Requested Entity
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EFM OAM Extensions: Mgmt (cont’d)

Two Port MAC Relay
IEEE P802.1aj Task Group

802.1aj Subtype

Requested Entity

Variable Containers *

FCS
Pad

TPMR Variable Set

802.1 OUI
Code = 0xFE

Flags
Subtype = 0x03

Length/Type = 88-09
Source Address

Destination Address = 01-80-c2-00-00-02

802.1aj Subtype

Requested Entity

Variable Containers *

FCS
Pad

TPMR Variable Set

802.1 OUI
Code = 0xFE

Flags
Subtype = 0x03

Length/Type = 88-09
Source Address

Destination Address = 01-80-c2-00-00-026
6
2
1
2
1
3
1
1
1
x
z
4

Octets

The Variable Container format for the Set OAMPDU is 
the same as c57.6.2 except the Variable Value field is 
the value to be Set, rather than returned. 

* The Variable Container format for the Set OAMPDU is 
the same as c57.6.2 except the Variable Value field is 
the value to be Set, rather than returned. 

*
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EFM OAM Extensions: Faults

Information TLV Type = 0xFE
Length

802.1aj Subtype

FCS
Pad

Remote Link Fail

802.1 OUI

Code = 0x00
Flags: Critical Event

Subtype = 0x03
Length/Type = 88-09

Source Address
Destination Address = 01-80-c2-00-00-02

Information TLV Type = 0xFE
Length

802.1aj Subtype

FCS
Pad

Remote Link Fail

802.1 OUI

Code = 0x00
Flags: Critical Event

Subtype = 0x03
Length/Type = 88-09

Source Address
Destination Address = 01-80-c2-00-00-026

6
2
1
2
1
1
1
3
1
1

35
4

Octets

Information TLV Type = 0xFE
Length

802.1aj Subtype

FCS
Pad

Network Connection Fail

802.1 OUI

Code = 0x00
Flags: Critical Event

Subtype = 0x03
Length/Type = 88-09

Source Address
Destination Address = 01-80-c2-00-00-02

Information TLV Type = 0xFE
Length

802.1aj Subtype

FCS
Pad

Network Connection Fail

802.1 OUI

Code = 0x00
Flags: Critical Event

Subtype = 0x03
Length/Type = 88-09

Source Address
Destination Address = 01-80-c2-00-00-026

6
2
1
2
1
1
1
3
1
1

35
4

Octets

Two Port MAC Relay
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Summary

For a single 802.3 link, EFM OAM with simple 
extensions can manage a TPMR
Daisy chained TPMRs or non-802.3 media will 
require another management approach
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REFERENCE
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TPMR w/ EFM OAM only
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TPMR w/ EFM OAM and CFM
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EFM OAM Sublayer Blocks

TPMR OAM 
Client

Clause
57.2.5

Interface

Control
Mux

Parser
State

OAMPDUs
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802.3 Link Aggregation Layering

802.3x Pause

MAC – Media Access Control

Reconciliation

MII

MDI

PCS

PMA

PMD

Medium

MAC Control (Optional)

802.3ah OAM(Optional)

802.3ad Link Aggregation(Optional)

LLC, ISSMAC Client

802.3x Pause

MAC – Media Access Control

Reconciliation

MII

MDI

PCS

PMA

PMD

802.3ah OAM

Medium
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TPMR 802.1 / .3 Protocols Handling
 

TPMR 802.1 Protocols Handling 
MAC Address Protocol TPMR Handling 

01-80-C2-00-00-00 STP, MSTP, RSTP 
01-80-C2-00-00-03 802.1X Port Authentication  
01-80-C2-00-00-04…0D, 0F reserved addresses  

01-80-C2-00-00-0E LLDP 
01-80-C2-00-00-10 Bridge management 
01-80-C2-00-00-20 GARP – GMRP address 
01-80-C2-00-00-21 GARP – GVRP address 
01-80-C2-00-00-22…2F GARP – reserved addresses 

pass 

 
 

TPMR 802.3 Protocols Handling1 
MAC Address Ethertype Subtype Protocol TPMR Handling 

01-80-C2-00-00-01 
or unicast 88-08 0x0001 

MAC Control 
(PAUSE) 

source to CPE or CO  
respond to a CO request 
ignore a CPE request 

01-80-C2-00-00-02 88-09  0x01, 
0x02 

LACP, LAMP pass 

01-80-C2-00-00-02 88-09  0x03 EFM OAM source / process on CO side 
don’t source / ignore on CPE side 

 

1For case when links are 802.3 media

Two Port MAC Relay
IEEE P802.1aj Task Group
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P802.1aj PAR Extract 

(Extracted from the P802.1aj PAR Form approval letter from the IEEE-SA Standards Board December 10, 2004)

Two Port MAC Relay
IEEE P802.1aj Task Group
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