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Use of this specification is your acknowledgement that you agree to and will comply with the following notices and 
disclaimers. You are advised to seek appropriate legal, engineering, and other professional advice regarding the use, 
interpretation, and effect of this specification.  

Use of Bluetooth specifications by members of Bluetooth SIG is governed by the membership and other related 
agreements between Bluetooth SIG and its members, including those agreements posted on Bluetooth SIG’s website 
located at www.bluetooth.com. Any use of this specification by a member that is not in compliance with the applicable 
membership and other related agreements is prohibited and, among other things, may result in (i) termination of the 
applicable agreements and (ii) liability for infringement of the intellectual property rights of Bluetooth SIG and its 
members. 

Use of this specification by anyone who is not a member of Bluetooth SIG is prohibited and is an infringement of the 
intellectual property rights of Bluetooth SIG and its members. The furnishing of this specification does not grant any 
license to any intellectual property of Bluetooth SIG or its members. THIS SPECIFICATION IS PROVIDED “AS IS” AND 
BLUETOOTH SIG, ITS MEMBERS AND THEIR AFFILIATES MAKE NO REPRESENTATIONS OR WARRANTIES AND 
DISCLAIM ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING ANY WARRANTIES OF MERCHANTABILITY, TITLE, 
NON-INFRINGEMENT, FITNESS FOR ANY PARTICULAR PURPOSE, OR THAT THE CONTENT OF THIS SPECIFICATION IS 
FREE OF ERRORS. For the avoidance of doubt, Bluetooth SIG has not made any search or investigation as to third parties 
that may claim rights in or to any specifications or any intellectual property that may be required to implement any 
specifications and it disclaims any obligation or duty to do so.  

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, BLUETOOTH SIG, ITS MEMBERS AND THEIR AFFILIATES 
DISCLAIM ALL LIABILITY ARISING OUT OF OR RELATING TO USE OF THIS SPECIFICATION AND ANY INFORMATION 
CONTAINED IN THIS SPECIFICATION, INCLUDING LOST REVENUE, PROFITS, DATA OR PROGRAMS, OR BUSINESS 
INTERRUPTION, OR FOR SPECIAL, INDIRECT, CONSEQUENTIAL, INCIDENTAL OR PUNITIVE DAMAGES, HOWEVER 
CAUSED AND REGARDLESS OF THE THEORY OF LIABILITY, AND EVEN IF BLUETOOTH SIG, ITS MEMBERS OR THEIR 
AFFILIATES HAVE BEEN ADVISED OF THE POSSIBILITY OF THE DAMAGES. 

If this specification is a prototyping specification, it is solely for the purpose of developing and using prototypes to verify 
the prototyping specifications at Bluetooth SIG sponsored IOP events. Prototyping Specifications cannot be used to 
develop products for sale or distribution and prototypes cannot be qualified for distribution. 

Products equipped with Bluetooth wireless technology ("Bluetooth Products") and their combination, operation, use, 
implementation, and distribution may be subject to regulatory controls under the laws and regulations of numerous 
countries that regulate products that use wireless non-licensed spectrum. Examples include airline regulations, 
telecommunications regulations, technology transfer controls and health and safety regulations. You are solely 
responsible for complying with all applicable laws and regulations and for obtaining any and all required authorizations, 
permits, or licenses in connection with your use of this specification and development, manufacture, and distribution of 
Bluetooth Products. Nothing in this specification provides any information or assistance in connection with complying 
with applicable laws or regulations or obtaining required authorizations, permits, or licenses.  

Bluetooth SIG is not required to adopt any specification or portion thereof. If this specification is not the final version 
adopted by Bluetooth SIG’s Board of Directors, it may not be adopted. Any specification adopted by Bluetooth SIG’s 
Board of Directors may be withdrawn, replaced, or modified at any time. Bluetooth SIG reserves the right to change or 
alter final specifications in accordance with its membership and operating agreements.  

Copyright © 2001–2017. All copyrights in the Bluetooth Specifications themselves are owned by Apple Inc., Ericsson AB, 
Intel Corporation, Lenovo (Singapore) Pte. Ltd., Microsoft Corporation, Nokia Corporation, and Toshiba Corporation. The 
Bluetooth word mark and logos are owned by Bluetooth SIG, Inc. Other third-party brands and names are the property of 
their respective owners. 
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1 Scope 
This Bluetooth document contains the Test Suite Structure (TSS) and Test Cases (TC) to test the File 
Transfer Profile (FTP). 

The objective of this test specification is to provide a basis for interoperability tests for Bluetooth devices 
giving a high probability of air interface interoperability between different manufacturers’ Bluetooth 
devices. 
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2 References, Definitions, and Abbreviations 
2.1 References 
This Bluetooth document incorporates, by dated or undated reference, provisions from other publications. 
These normative references are cited at the appropriate places in the text and the publications are listed 
hereafter. 

[1] Bluetooth Core Specification v2.0 or later 

[2] File Transfer Profile Specification 

[3] Implementation Conformance Statement for File Transfer Profile, FTP.ICS  

[4] Bluetooth Test Strategy and Terminology Overview 

[5] Bluetooth Profile Specification: Generic Object Exchange Profile 

[6] FTP Implementation eXtra Information for Testing (IXIT) 

2.2 Definitions 
For the purpose of this Bluetooth document, the definitions from [1], [2], and [4] apply. 

2.3 Abbreviations 
For the purpose of this Bluetooth document, the abbreviations from [1], [2], and [4] apply. 
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3 Test Suite Structure (TSS) 
3.1 Overview 
Each Bluetooth Profile defines a series of features and the way they should be implemented using the 
available protocol stack.  

Within the File Transfer Profile, the features are Folder Browsing, Object Transfer and Object 
Manipulation. Although certain features and formats may not be supported by an IUT, it must also be 
ensured that support can be handled properly by the applications (e.g. Pull non-support message). 

The File Transfer Profile is based on the Generic Object Exchange (OBEX) profile and uses pre-defined 
object formats.  

Application File Transfer 
Client

OBEX

L2CAP

Controller

SDP

GAP

RFCOMM

GOEP

Application File Transfer 
Server

OBEX

L2CAP

Controller

SDP

GAP

RFCOMM

GOEP

File Transfer Client side File Transfer Server side

 

Figure 3.1: File Transfer Profile Test Models 

3.2 Test Groups 
Figure 3.2 shows the File Transfer Profile Test Suite Structure (TSS) including its subgroups defined for 
interoperability testing. 
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Figure 3.2: TSS for the File Transfer Profile 

3.3 Test Groups 
The test groups are organized in 3 levels. The first level defines the protocol groups representing the 
protocol services. The second level, if the third level exists, separates the protocol services in functional 
modules. The last level in each branch contains the standard ISO subgroups BV and BI.  

3.3.1 Main Test Group 
The main test groups are the valid behavior group and the invalid behavior group. 

3.3.1.1 Valid Behavior (BV) Tests 
This sub group provides testing to verify that the IUT reacts in conformity with the Bluetooth standard, 
after receipt or exchange of a valid Protocol Data Units (PDUs). Valid PDUs means that the exchange of 
messages and the content of the exchanged messages are considered as valid. 

3.3.1.2 Invalid Behavior (BI) Tests 
This sub group provides testing to verify that the IUT reacts in conformity with the Bluetooth standard, 
after receipt of a syntactically or semantically invalid PDU. 

File Transfer Test Suite Structure 

Select Server 

Folder Browsing 

Object Transfer 

Object Manipulation 
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4 Test Cases (TC) 
4.1 Introduction 
4.1.1 Test Case Identification Conventions 
Test cases shall be assigned unique identifiers per the conventions in [4]. The convention used here is 
<spec abbreviation>/<IUT role>/<class>/<feat>/<func>/<subfunc>/<cap>/<xx>-<nn>-<y>. 

Bolded ID parts shall appear in the order prescribed. Non-bolded ID parts (if applicable) shall appear 
between the bolded parts. The order of the non-bolded parts may vary from test specification to test 
specification, but shall be consistent within each individual test specification. 

Testing of FTP funtionality includes a set of tests from the GOEP test specification the required GOEP 
tests are refered to in this TCMT per the following convention <spec abbreviation>/<IUT 
role>/GOEP/<GOEP TC Identification>. 

Identifier Abbreviation Spec Identifier <spec abbreviation> 

FTP File Transfer Profile 

Identifier Abbreviation Role Identifier <IUT role> 

SR Server Role 

CL Client Role 

Identifier Abbreviation Feature Identifier <feat> 

GOEP Generic Object Exchange Profile 

FBR Folder Browsing 

OMA Object Manipulation 

OTR Object Transfer  

SSR Select Server 

Table 4.1: FTP TC Feature Naming Conventions 

4.1.2 Conformance 
When conformance is claimed, all capabilities indicated as mandatory for this Specification shall be 
supported in the specified manner (process-mandatory).This also applies for all optional and conditional 
capabilities for which support is indicated. All mandatory capabilities, and optional and conditional 
capabilities for which support is indicated, are subject to verification as part of the Bluetooth Qualification 
Program. 

The Bluetooth Qualification Program may employ tests to verify implementation robustness. The level of 
implementation robustness that is verified varies from one Specification to another and may be revised for 
cause based on interoperability issues found in the market. 

Such tests may verify: 

• That claimed capabilities may be used in any order and any number of repetitions that is not excluded 
by the Specification, OR 
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• That capabilities enabled by the implementations are sustained over durations expected by the use 
case, OR 

• That the implementation gracefully handles any quantity of data expected by the use case, OR 

• That in cases where more than one valid interpretation of the Specification exist, the implementation 
complies with at least one interpretation and gracefully handles other interpretations OR 

• That the implementation is immune to attempted security exploits. 

A single execution of each of the required tests is required in order to constitute a pass verdict. However, 
it is noted that in order to provide a foundation for interoperability, it is necessary that a qualified 
implementation consistently and repeatedly pass any of the applicable tests. 

In any case, where a member finds an issue with the Test Plan Generator, the Test Case as described in 
the Test Specification, or with the Test System utilized, the Member is required to notify the responsible 
party via an errata request such that the issue may be addressed. 

4.1.3 Profile procedure groups 

4.1.3.1 Selecting Server 
In this section, the presented scenarios work as examples and variations in the actual implementations 
are possible and allowed. 

When the Client wants to select a Server the following user interaction can be followed: 

Client Server 

 The user sets the device into File Transfer 
mode. A Server typically does not need to provide 
any other user interaction. 

The user of the Client selects the File 
Transfer Application on the device. 

 

A list of Servers that may support the File Transfer 
service is displayed to the user. 

 

The user selects a Server in which to connect. 
The connection may require the user to enter a 
password for authentication. If both link level 
authentication and OBEX authentication is 
required then the user will need to be prompted 
for two passwords. 

If the Client requires authentication of the Server 
then the Server will need to prompt the user for a 
password. If both link level authentication and 
OBEX authentication are required then the user 
will need to be prompted for two passwords. 

After the connection is complete including any 
authentication the contents of the Server’s root 
folder are displayed. 

 

4.1.3.2 File Transfer 
The following user interaction shows how the user of the Client performs file transfer functions. The 
operations assume a Server has already been selected as described above. 
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Client Server 

The user is presented with the folder hierarchy of 
the Server. The first presentation has the root 
folder selected as the current folder. 

 

The user chooses a folder to be the current folder. 
The contents of this folder are displayed. 

 

To push a file from the Client to the Server the user 
selects a file on the Client and activates the Push 
Object function. The object is transferred to the 
current folder on the Server. 

 

To pull a file from the Server the user selects a file 
in the current folder of the Server and activates 
the Pull Object function. The user is notified of 
the result of the operation. 

 

To delete a file on the Server the user selects the 
file in the Server’s current folder and activates the 
Delete Object function. The user is notified of the 
result of the operation. 

 

To create a new folder on the Server the user 
activates the Create Folder function. This 
function requests a name from the user for the 
folder. When complete a new folder is created in 
the Server’s current folder. 

 

4.1.4 Pass/Fail Verdict Conventions 
Each test case has an Expected Outcome section, which outlines all the detailed pass criteria conditions 
that shall be met by the IUT to merit a Pass Verdict. 

The convention in this test specification is that, unless there are a specific set of fail conditions outlined in 
the test case, the IUT fails the test case as soon as one of the pass criteria conditions cannot be met. If 
this occurs the outcome of the test shall be the Fail Verdict. 

4.2 Select Server Test Cases 
Test Group Objectives: 

• The application in the client will find the server to start the Object Exchange mode. The server must 
be in communication range. If the client fails to find the server, it cannot pass the rest of the tests.  

4.2.1 List 
• Test Purpose 

Client: 

To verify the accuracy of the list of surrounding devices that support File Transfer provided by the 
client. 

Server: 

To verify that Object Exchange mode is entered and the server is discoverable and connectable. 
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• Test Case ID(s) 

FTP/SR/SSR/BV-01-I 

FTP/CL/SSR/BV-01-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client:  Standby mode. 

Server:  Standby mode. 

• Test Procedure 

Server:  Select Object Exchange mode. 

Client: 

- After setting the server into Object Exchange mode select the File Transfer Function on 
the client. 

- If possible, configure the client to look for the surrounding devices that support File 
Transfer service, otherwise look for all services. 

(Depending on the architecture of the application that is to use the File Transfer feature, the steps to 
trigger this inquiry may vary.) 

• Expected Outcome 

Pass verdict: 

Client:  The list of surrounding devices (server) that support File Transfer (if configured) or all 
services is correct. 

Server:  A notification that Object Exchange mode has been entered may be given. 

• Notes 

Server:  The Object Exchange mode should be set by user action, but automatic setting will also 
be tolerated. 

4.2.2 Server Selection 
• Test Purpose 

Client:  To verify that the server selected from the list of available servers is correct. 

Server: To verify that one particular server can be selected from a group of available servers. 

• Test Case ID(s) 
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FTP/SR/SSR/BV-02-I 

FTP/CL/SSR/BV-02-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client:  

- File Transfer application is activated. 

- The item to be pushed is prepared. 

Server:  Object Exchange mode is set. 

• Test Procedure 

Client:  Select the server to push the item to. 

Server: 

- Perform Bluetooth PIN exchange.  

- Perform OBEX authentication if used. 

- (Depending on the architecture that is to use the File Transfer feature, the steps how and 
when a Bluetooth PIN is requested may vary). 

• Expected Outcome 

Pass verdict: 

Client: The proper connect response message is received from the selected server. 

Server:  The selected server sends the proper connect response.  

4.2.3 PIN Check 
• Test Purpose 

Client:  To verify that, if requested, the PIN code is handled correctly and the next state of the 
application is reached. 

Server:  To verify that, if requested, the PIN code is handled correctly and the next state of the 
application is reached. 

• Test Case ID(s) 

FTP/SR/SSR/BV-03-I 

FTP/CL/SSR/BV-03-I 
• Reference 

[2] 4.2 

• Initial Condition 
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No bonding has to be performed before. 

Client: 

- File Transfer application is activated. 

- The item to be pushed is prepared. 

- A server to push the item to is selectable. 

Server:  Object Exchange mode is set. 

• Test Procedure 

Client: 

- Select the server to push the item to and activate the File Transfer function 

- If a Bluetooth PIN code is requested, enter the same PIN code as on the server. 

Server: 

- If a Bluetooth PIN code is requested, enter the same PIN code as on the client. 

- (Depending on the architecture that is to use the File Transfer feature, the steps how and 
when a Bluetooth PIN is requested may vary). 

• Expected Outcome 

Pass verdict: 

Client:  If the Bluetooth PIN code is requested from the user prior to the File Transfer function, the 
entered PIN code is treated correctly and the application steps to the next state. 

Server:  If the Bluetooth PIN code is requested from the user prior to the File Transfer function, the 
entered PIN code is treated correctly and the application steps to the next state. 

4.3 Folder Browsing Test Cases 
Test Group Objectives: 

• To verify the application supports both browsing and changing folder capabilities. 

4.3.1 Browse - Root Folder 
• Test Purpose 

Client:   To verify that the user can browse the contents of the root folder. 

Server:  To verify that the server can provide the contents of the root folder to the client. 

• Test Case ID(s) 

FTP/SR/FBR/BV-01-I 

FTP/CL/FBR/BV-01-I 
• Reference 
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[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set.  

- Create several files and folders.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used.  

- Start the File Transfer function. 

- Pull the contents of the Server’s root folder using GET. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:  The correct list of the files and the folders in the root folder is displayed. 

Server: The Server is able to provide the contents of the root folder to the client. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. 

4.3.2 Browse - Sub-Folder 
• Test Purpose 

Client:  To verify that the user can browse the contents of the sub-folder. 

Server:  To verify that the server can provide the contents of the sub-folder to the client.  
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• Test Case ID(s) 

FTP/SR/FBR/BV-02-I 

FTP/CL/FBR/BV-02-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Create the sub-folder and add files to the sub-folder. 

- Object Exchange mode is set.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the Browse Sub-folder File Transfer function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps how an 
item is pushed may vary). 

• Expected Outcome 

Pass verdict: 

Client:   The list of the contents of the sub-folder is displayed correctly. 

Server:  The Server is able to provide the contents of the sub-folder to the client. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The Client needs to browse the content of the root 
folder in order to move through the Server’s folder hierarchy to select a subfolder, but the 
Server can refuse to disclose the root folder. 
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4.3.3 Browse - Current Folder 
• Test Purpose 

Client:  To verify that the user can browse the current folder. 

Server:  To verify that the user can browse the current folder. 

• Test Case ID(s) 

FTP/SR/FBR/BV-03-I 

FTP/CL/FBR/BV-03-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Create some folders that include at least one sub-folder and files. 

- Object Exchange mode is set.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the Browse Sub-folder File Transfer function. 

- Perform a change to the sub-folder, and then change to the parent folder. 

- Perform the Browse Current Folder File Transfer function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Delete or rename some of the files in the sub-folder. 

(Depending on the architecture that is to use the File Transfer feature, the steps how an 
item is pushed may vary). 

• Expected Outcome 
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Pass verdict: 

Client:   The list of the newest contents of the current folder (not sub-folder) is displayed correctly. 

Server:  The Server is able to provide the newest contents of the current folder to the client. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The Client needs to browse the content of the root 
folder in order to moving through the Server’s folder hierarchy to select a subfolder, but 
the Server can refuse to disclose the root folder. 

4.3.4 Set Folder - Parent Folder 
• Test Purpose 

Client:  To verify that the user can change the current folder to its parent folder. 

Server:  To verify that the user is able to change the current folder to its parent folder. 

• Test Case ID(s) 

FTP/SR/FBR/BV-04-I 

FTP/CL/FBR/BV-04-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- Set the folder to the sub-folder. 

Server: 

- Object Exchange mode is set. 

- Create some folders that include sub-folders.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Move to one of the sub-folders of the sub-folders. 
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- Perform a move to the parent folder. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps how an 
item is pushed may vary). 

• Expected Outcome 

Pass verdict: 

Client:  The current folder is the parent folder of the previous one. 

Server:  The current folder is the parent folder of the previous one. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The Client needs to browse the content of the root 
folder in order to move through the Server’s folder hierarchy to select a subfolder, but the 
Server can refuse to disclose the root folder. 

4.3.5 Set folder - Sub-Folder 
• Test Purpose 

Client:  To verify that the user can move to the sub-folder. 

Server:  To verify that the user can move to the sub-folder. 

• Test Case ID(s) 

FTP/SR/FBR/BV-05-I 

FTP/CL/FBR/BV-05-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Create at least one sub-folder in the current folder.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 
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Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform a change to one of the sub-folders under the root folder. 

Server: 

- Perform Bluetooth PIN exchange.  

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps how an 
item is pushed may vary). 

• Expected Outcome 

Pass verdict: 

Client:  The current sub-folder is the sub-folder that was selected.  

Server:  The current sub-folder is the sub-folder that was selected. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The Client needs to browse the content of the root 
folder in order to move through the Server’s folder hierarchy to select a subfolder, but the 
Server can refuse to disclose the root folder. 

4.3.6 Set folder - Sub-Folder - Error Case 
• Test Purpose 

Client:  To verify that moving to a sub-folder that does not exist is not allowed. 

Server:  To verify that moving to a sub-folder that does not exist is not allowed. 

• Test Case ID(s) 

FTP/SR/FBR/BV-06-I 

FTP/CL/FBR/BV-06-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 
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Server: 

- Object Exchange mode is set. 

- If the server supports sub-folders, create a root folder with sub-folders.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- When the application shows a list of sub-folders in the root folder of the server, change to 
a sub-folder that is not in the list. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps how an 
item is pushed may vary). 

• Expected Outcome 

Pass verdict: 

Client:  An error message to notify that the selected folder does not exist in the server is 
generated, and the folder will not change, or the client does not allow a non-existing 
folder to be selected. 

Server:  Send the error code to notify that the selected folder does not exist in the server. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The Client needs to browse the content of the root 
folder in order to move through the Server’s folder hierarchy to select a subfolder, but the 
Server can refuse to disclose the root folder. 

4.3.7 Set Folder - Root Folder 
• Test Purpose 

Client:   To verify that the user can come back to the root folder from wherever the current folder 
is.  

Server:  To verify that the user can return to the root folder from wherever the current folder is.  

• Test Case ID(s) 
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FTP/SR/FBR/BV-07-I 

FTP/CL/FBR/BV-07-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client:  

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Create several sub-folders.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Move to a sub-folder within a sub-folder. 

- Perform a move back to the root folder. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The current folder is the root folder. 

Server:  The current folder is the root folder. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The Client needs to browse the content of the root 
folder in order to move through the Server’s folder hierarchy to select a subfolder, but the 
Server can refuse to disclose the root folder. 



File Transfer Profile (FTP)  /  Test Specification  

 Bluetooth SIG Proprietary and Confidential  Page 27 of 63 

4.3.8 Browse – Not permitted 
• Test Purpose 

Client:  To verify that moving to a sub-folder that does not permit folder browsing is not allowed.  

Server: To verify that moving to a sub-folder that does not permit folder browsing is not allowed. 

• Test Case ID(s) 

FTP/SR/FBR/BV-08-I 

FTP/CL/FBR/BV-08-I 
• Reference 

[2] 4.2 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Create several sub-folders. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange if used. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- When the application shows a list of sub-folders in the root folder of the server, change to 
a sub-folder that does not permit folder browsing.  

Server: 

- Perform Bluetooth PIN exchange if used. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:  An error message to notify that the selected folder does not permit folder browsing is 
generated, and the folder will not change, or the non-browsable folder is shown as empty. 
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Server:  Send the error code to notify that the selected folder does not permit folder browsing. 

• Notes 

The server has to send the error code when the selected folder does not permit folder browsing. The 
client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a subfolder, but the Server can refuse to disclose the root folder. 

4.4 Object Transfer Test Cases 
Test Group Objectives: 

• To verify the application supports Pushing and Pulling capabilities for files and folders. Note that not 
all the applications support the Pushing and Pulling capabilities for folders, but the server has to 
respond with an appropriate error code. 

4.4.1 Push - File 
• Test Purpose 

Client:  To verify that the file is copied to the server correctly.  

Server:  To verify that the file is copied to the server correctly. 

• Test Case ID(s) 

FTP/SR/OTR/BV-01-I 

FTP/CL/OTR/BV-01-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- Create the files to push. 

Server: 

- Object Exchange mode is set. 

- Make sure that the attribute is not set as “read only” mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 
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- Initiate a push file to a folder on the server. 

Server: 

- Perform Bluetooth PIN exchange, if requested. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   No error message is received from the server. 

Server:  The file is copied correctly. 

• Notes 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.2 Push - File- Abort 
• Test Purpose 

Client:  To verify that the file to be pushed is aborted normally. 

Server:  To verify that the pushed file is aborted normally. 

• Test Case ID(s) 

FTP/SR/OTR/BV-02-I 

FTP/CL/OTR/BV-02-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- Create a large file to push. 

Server: 

- Object Exchange mode is set. 

- Make sure that the attribute is not set as “read only” mode. 

• Test Procedure 
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Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate a push file to a folder on the server. 

- Initiate an abort the pushed file function. 

Server: 

- Perform Bluetooth PIN exchange, if requested. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:  The application stops pushing the file. 

Server:  The server recognizes that the file transfer is aborted. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.3 Push - File - Error case 
• Test Purpose 

Client:   To verify that copying a file to the read only server is not allowed.  

Server:  To verify that the server does not allow copying a file when set to read only mode. 

• Test Case ID(s) 

FTP/SR/OTR/BV-03-I 

FTP/CL/OTR/BV-03-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- Create some files to push. 
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Server: 

- Object Exchange mode is set. 

- Set the attribute of the server to “read only” mode. 

• Test Procedure 

Client: 

– Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate a push file to a folder on the server. 

Server: 

- Perform Bluetooth PIN exchange, if requested. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client: 

An error message is generated indicating that copying the folder is not allowed as the 
server is set to read only mode. 

The file is not shown in the client’s file-list. 

Server: 

Send the error code to notify that the server is set to read only mode. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.4 Push - Folder 
• Test Purpose 

Client:  To verify that the user can push a new folder on the server and that the folder contains 
files pushed from the client. 

Server:   To verify that a new folder can be created on the server and that the folder contains files 
pushed by the client. 

• Test Case ID(s) 
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FTP/SR/OTR/BV-04-I 

FTP/CL/OTR/BV-04-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- Create the non empty folder. 

Server: 

- Object Exchange mode is set. 

- Make sure that the attribute is not the “read only” mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with.  

- Perform Bluetooth PIN exchange.  

- Perform OBEX authentication if used.  

- Start the File Transfer function. 

- Initiate create the new folder and push folder operations. 

Server: 

- If a Bluetooth PIN code is requested, enter the same PIN code as on the client. 

(Depending on the architecture that is to use the File Transfer feature, the steps how and 
when a Bluetooth PIN is requested may vary). 

• Expected Outcome 

Pass verdict: 

Client: 

- The new folder and the files contained in the folder are on the server in the parent folder. 

- The current folder is the parent folder. 

Server:  The new sub-folder is created, and its contents are correct. 

• Notes 

The server must be able to respond with an appropriate error code even if it does not support the 
push folder capability.  
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The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

4.4.5 Push - Folder - Abort 
• Test Purpose 

Client:  To verify that the user can abort the push folder function normally. 

Server:  To verify that the push folder function is aborted normally. 

• Test Case ID(s) 

FTP/SR/OTR/BV-05-I 

FTP/CL/OTR/BV-05-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- Create the non empty folder. 

- To verify the "Abort", prepare large files in the folder. 

Server: 

- Object Exchange mode is set. 

- Make sure that the attribute is not the “read only” mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate create the new folder and push folder operations. 

- Initiate the abort the push folder function. 

Server: 

- If a Bluetooth PIN code is requested, enter the same PIN code as on the client. 
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(Depending on the architecture that is to use the File Transfer feature, the steps how and 
when a Bluetooth PIN is requested may vary). 

• Expected Outcome 

Pass verdict: 

Client:  The application stops pushing the folder. 

Server:  The server recognizes that the push folder function is aborted. 

• Notes 

The server must be able to respond with an appropriate error code even if it does not support the 
push folder capability.  

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.6 Push - Folder - Not Supported 
• Test Purpose 

Client:  To verify the server will respond with an appropriate error code if it does not support the 
push folder capability. 

Server:  To verify the server will respond with an appropriate error code if it does not support the 
push folder capability. 

• Test Case ID(s) 

FTP/SR/OTR/BV-06-I 

FTP/CL/OTR/BV-06-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- The server does not support the push folder feature. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 
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- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate create new folder and push file operations. 

Server: 

If a Bluetooth PIN code is requested, enter the same PIN code as on the client. 

(Depending on the architecture that is to use the File Transfer feature, the steps how and 
when a Bluetooth PIN is requested may vary). 

• Expected Outcome 

Pass verdict: 

Client:  The application notifies that the push folder function is not allowed, and the folder is not 
pushed. 

Server: 

- Send an error code to notify that the server does not support this feature. 

- The folder is not created on the server. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.7 Push - Folder - Error Case 
• Test Purpose 

Client:  To verify that creating a new folder and copying files to the new folder is not allowed 
when the server is set to read only mode.  

Server:  To verify that when the server is set to read only mode, that creating a new folder and 
copying files to the new folder is not allowed. 

• Test Case ID(s) 

FTP/SR/OTR/BV-07-I 

FTP/CL/OTR/BV-07-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 
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Server: 

- Object Exchange mode is set. 

- Set the attribute of the server as “read only” mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate create a new folder in the server operation. 

Server: 

- Perform Bluetooth PIN exchange, if requested. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client: 

- The application shows an error message to notify that creating the new folder is not 
allowed as the server is set to read only mode. 

- The folder is not shown in the client’s folder list. 

Server:  Send the error code to notify that the server is set to read only mode. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.8 Pull - Folder 
• Test Purpose 

Client:  To verify that the folder is copied from the server correctly.  

Server:  To verify that the server can supply the folder to be copied correctly.  

• Test Case ID(s) 

FTP/SR/OTR/BV-08-I 

FTP/CL/OTR/BV-08-I 
• Reference 
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[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Create a non empty folder.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate the pull folder function from the server. 

Server: 

- Perform Bluetooth PIN exchange, if requested. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client: 

- The folder in the server is copied correctly to the client. 

- The files in the folder are the correct files. 

Server:   The server supplies the folder to be copied correctly. 

The server must be able to respond with an appropriate error code even if it does not 
support this capability. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The client needs to browse the contents of the root 
folder in order to move through the Server’s folder hierarchy to select a folder, but the 
Server can refuse to disclose the root folder. 
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• Notes 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

4.4.9 Pull - Folder - Abort 
• Test Purpose 

Client:  To verify that the user can abort the pull folder function. 

Server:  To verify that the pull folder function can be aborted normally. 

• Test Case ID(s) 

FTP/SR/OTR/BV-09-I 

FTP/CL/OTR/BV-09-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Create a non empty folder. 

- To verify the "Abort", prepare large files in the folder. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate the pull folder function from the server. 

- Initiate the abort the pull folder function. 

Server: 

- Perform Bluetooth PIN exchange, if requested.  

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 
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• Expected Outcome 

Pass verdict: 

Client:  The application stops pulling the folder. 

Server:  The server recognizes that the pull folder function is aborted. 

• Notes 

The server must be able to respond with an appropriate error code even if it does not support this 
capability. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.10 Pull - Folder - Not Supported 
• Test Purpose 

Client:   The server must respond with an appropriate error code if it does not support the pull 
folder capability.  

Server:  The server must respond with an appropriate error code if it does not support the pull 
folder capability. 

• Test Case ID(s) 

FTP/SR/OTR/BV-10-I 

FTP/CL/OTR/BV-10-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Create the folder. 

- Assume the server does not support the Pull folder function. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 
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- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Initiate the pull folder function from the server. 

Server: 

- Perform Bluetooth PIN exchange, if requested. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The application notifies that accessing the folder is not allowed, and the folder is not 
pulled from the server.  

Server: 

- Send the error code to notify that the server does not support this feature. 

- The folder is not sent to the client. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.11 Pull - File 
• Test Purpose 

Client:  To verify that the file is copied correctly from the server. 

Server:  To verify that the server can supply the file correctly. 

• Test Case ID(s) 

FTP/SR/OTR/BV-11-I 

FTP/CL/OTR/BV-11-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 
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- Prepare the arbitrary file.  

- The IUT should make every effort to be in a state where it can disclose the contents of its 
root folder to the Lower Tester. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Pull the file from the server. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The selected file is copied correctly from the server. 

Server:   The server supplies the file to be copied correctly. 

Alternative: The Server refuses to disclose the root folder and replies with an 
Unauthorized or Forbidden response. The client needs to browse the contents of the root 
folder in order to move through the Server’s folder hierarchy to select a folder, but the 
Server can refuse to disclose the root folder. 

• Notes 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

4.4.12 Pull - File - Abort 
• Test Purpose 

Client:   To verify that the pull file function is aborted normally. 

Server:   To verify that the pull file function can be aborted normally. 

• Test Case ID(s) 
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FTP/SR/OTR/BV-12-I 

FTP/CL/OTR/BV-12-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- To verify the "Abort", prepare a large file. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Pull the file from the server. 

- Initiate the abort pull file function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The application stops pulling the file.  

Server:   The server recognizes that the pull file function is aborted. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 
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4.4.13 Pull – Large 2 MB File from the FTP Server 
• Test Purpose 

Client:   To verify that a large file can be correctly copied from the FTP server to the FTP client. 

Server:   To verify that the FTP server can correctly deliver a large file to the FTP client. 

• Test Case ID(s) 

FTP/SR/OTR/BV-13-I 

FTP/CL/OTR/BV-13-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- The client and server are paired. 

- Enough resources are free to accept a 2 MB file. 

Server: 

- Object Exchange mode is set. 

- The client and server are paired. 

- A 2MB file is on the server and ready to be sent via FTP. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Pull the 2 MB file from the server. 

Server:  Perform OBEX authentication if used. 

• Expected Outcome 

Pass verdict: 

Client:   The selected 2 MB file is copied correctly from the server. 

Server:   The 2 MB file on the server is not altered in any way. 

• Notes 
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The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

4.4.14 Push – Large 2 MB File from the FTP Client 
• Test Purpose 

Client:   To verify that a large file can be correctly copied from the FTP client to the FTP server. 

Server:   To verify that the FTP client can correctly deliver a large file to the FTP server. 

• Test Case ID(s) 

FTP/SR/OTR/BV-14-I 

FTP/CL/OTR/BV-14-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- The client and server are paired. 

- A 2 MB file is on the client and ready to be sent via FTP. 

Server: 

- Object Exchange mode is set. 

- The client and server are paired. 

- The attribute is not set as “read-only” mode. 

- Enough resources are free to accept a 2 MB file. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Push the 2 MB file to the root folder of the server. 

Server:   Perform OBEX authentication if used. 

• Expected Outcome 
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Pass verdict: 

Client: 

- No error message is received from the server. 

- The 2 MB file is not altered in any way. 

Server:   The 2 MB file is copied correctly. 

• Notes 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.15 Push – Different File Formats to the FTP Server 
• Test Purpose 

Client:   To verify that different file formats can be copied correctly from the FTP client to the FTP 
server. 

Server:   To verify that different file formats can be copied correctly from the FTP client to the FTP 
server. 

• Test Case ID(s) 

FTP/SR/OTR/BV-15-I 

FTP/CL/OTR/BV-15-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- The client and server are paired. 

- The client has the files indicated as supported in the IXIT ready to be sent via FTP. 

Server: 

- Object Exchange mode is set. 

- The client and server are paired. 

- The attribute is not set as “read-only” mode. 

• Test Procedure 

Client: 
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- Select the server to perform initial File Transfer with. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Push the supported files of different formats onto the server. This may be done by 
sending one file at a time, based on the implementation. 

Server:   Perform OBEX authentication if used. 

• Expected Outcome 

Pass verdict: 

Client: 

- No error message is received from the server. 

- The supported files of different formats are not altered in any way. 

Server:   The supported files of different formats are copied correctly. 

• Notes 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.4.16 Push/Pull – File to/from the FTP Server 
• Test Purpose 

Client:    To verify that the FTP Client can push the file to the FTP Server and pull the same file 
back to the FTP Client. 

Server:   To verify that the FTP Client can push the file to the FTP Server and pull the same file 
back to the FTP Client. 

• Test Case ID(s) 

FTP/SR/OTR/BV-16-I 

FTP/CL/OTR/BV-16-I 
• Reference 

[2] 4.3 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- The client and server are paired. 
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Server: 

- Object Exchange mode is set. 

- The client and server are paired. 

- The attribute is not set as “read-only” mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Push a file onto the server. 

- Pull the same file from the server. 

Server:   Perform OBEX authentication if used. 

• Expected Outcome 

Pass verdict: 

Client: 

- No error message is received from the server. 

- The file is pushed correctly to the server. 

- The same file is pulled correctly from the server. 

Server:   The file is received correctly and stored. 

• Notes 

Notice in the verdicts that the successful transfer of a file to the Server does not necessarily imply that 
file can be immediately retrieved due to the protection policies enforced by the Server. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server may refuse to disclose the root folder. 

4.5 Object Manipulation Test Cases 
Test Group Objectives: 

• To verify the application supports creating folders and deleting files and folders. Note that not all the 
applications support these capabilities, but the server has to respond with an appropriate error code. 

4.5.1 Create - Folder 
• Test Purpose 

Client: To verify that the user can create a new folder.  

Server:   To verify that a new folder has been created on the server. 
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• Test Case ID(s) 

FTP/SR/OMA/BV-01-I 

FTP/CL/OMA/BV-01-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- It has proper access privileges for the folder to create. 

Server: 

- Object Exchange mode is set. 

- Make sure that the attribute is not set to “read only” mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform the Create New Folder function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:    The current folder will be the new folder. 

Server:   The new folder is created in the current folder in the server. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 



File Transfer Profile (FTP)  /  Test Specification  

 Bluetooth SIG Proprietary and Confidential  Page 49 of 63 

4.5.2 Create - Folder - Error Case 
• Test Purpose 

Client:   To verify that the user cannot create a new folder when the server is set to read only.  

Server:   To verify that the server will not create a new folder when set to read only mode. 

• Test Case ID(s) 

FTP/SR/OMA/BV-02-I 

FTP/CL/OMA/BV-02-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- The folder in which the new folder is to be created is set to read only. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform the Create New Folder function. 

Server 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The application notifies that creating the folder is not allowed. The new folder is not 
created. 
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Server: 

- Send the Unauthorized error code (0xC1) to notify that the folder cannot be created. 

- The new folder is not created in the current folder in the server. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.5.3 Create - Folder - Not Supported 
• Test Purpose 

Client: The user application must receive an appropriate error code if the server does not 
support the Create Folder function. 

Server:  The server must respond with an appropriate error code if it does not support the Create 
Folder function. 

• Test Case ID(s) 

FTP/SR/OMA/BV-03-I 

FTP/CL/OMA/BV-03-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

Server: 

- Object Exchange mode is set. 

- Assume that the server does not support the Create Folder function. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used.  

- Start the File Transfer function. 

- Perform the Create New Folder function. 

Server: 

- Perform Bluetooth PIN exchange. 
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- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:  The application notifies that creating the folder is not allowed, and the folder is not 
created. 

Server: 

- Send the error code to notify that the server does not support this feature. 

- The folder is not created. 

• Notes 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.5.4 Delete - File 
• Test Purpose 

Client:   To verify that the file is deleted. 

Server:   To verify that the file is deleted. 

• Test Case ID(s) 

FTP/SR/OMA/BV-04-I 

FTP/CL/OMA/BV-04-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- It has proper access privileges for the file to delete. 

Server: 

- Object Exchange mode is set. 

- Prepare the arbitrary file. 

- Make sure that the attribute is not set to “read only” mode. 

• Test Procedure 



File Transfer Profile (FTP)  /  Test Specification  

 Bluetooth SIG Proprietary and Confidential  Page 52 of 63 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform the delete file function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The selected file is not shown in the application. 

Server:   The selected file is deleted. 

• Notes 

The server must be able to respond with an appropriate error code even if it does not support this 
capability.  

4.5.5 Delete - File - Error Case 
• Test Purpose 

Client:   To verify that the file will not be deleted when the server is set to read only mode.  

Server:   To verify that the server will not delete the file when set to read only mode. 

• Test Case ID(s) 

FTP/SR/OMA/BV-05-I 

FTP/CL/OMA/BV-05-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- It has proper access privileges for the empty folder to delete. 
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Server: 

- Object Exchange mode is set. 

- Create the arbitrary file. 

- Set the attribute of the server to "read only" mode. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform the delete file function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client: 

- The application shows the error message to notify that deleting the file is not allowed as 
the server is set to read only mode. 

- The file is still shown in the application. 

Server: 

- Send the error code to notify that the server is set to read only mode. 

- The selected file is not deleted. 

• Notes 

The server must be able to respond with an appropriate error code even if it does not support this 
capability. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.5.6 Delete - Empty Folder 
• Test Purpose 

Client:   To verify that an empty folder in the server is deleted.  
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Server:   To verify that an empty folder in the server can be deleted. 

• Test Case ID(s) 

FTP/SR/OMA/BV-06-I 

FTP/CL/OMA/BV-06-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- It has proper access privileges for the empty folder to delete. 

Server: 

- Object Exchange mode is set. 

- Create the empty folder. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform a delete folder function on the server. 

Server: 

- Perform Bluetooth PIN exchange.  

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The selected folder is not shown in the application. 

Server:   The selected folder is deleted.  

• Notes 
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The server must be able to respond with an appropriate error code even if it does not support this 
capability. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.5.7 Delete - Non-Empty Folder 
• Test Purpose 

Client:   To verify that deleting a non-empty folder on the server deletes the folder with all files and 
folders contained within the folder to be deleted. 

Server:   To verify that the server deletes the non-empty folder selected and all files and folders 
contained within the folder. 

• Test Case ID(s) 

FTP/SR/OMA/BV-07-I 

FTP/CL/OMA/BV-07-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- It has proper access privileges for the non-empty folder to delete. 

Server: 

- Object Exchange mode is set. 

- Create the non empty folder. 

• Test Procedure 

Client: 

- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform the delete folder function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 
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(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:   The application indicates that the selected folder and all files and folders contained within 
the selected folder are deleted. 

Server:   The non-empty folder is deleted. 

• Notes 

The server must be able to respond with an appropriate error code even if it does not support this 
capability. 

The client needs to browse the contents of the root folder in order to move through the Server’s folder 
hierarchy to select a folder, but the Server can refuse to disclose the root folder. 

4.5.8 Delete - Non-Empty Folder - Not Supported 
• Test Purpose 

Client:   After receiving the error code the client deletes the files and then the folder. 

Server:   The error code “Precondition Failed” (0xCC) is sent to notify that the server does not 
support this feature. 

• Test Case ID(s) 

FTP/SR/OMA/BV-08-I 

FTP/CL/OMA/BV-08-I 
• Reference 

[2] 4.4 

• Initial Condition 

Client: 

- The application for File Transfer is activated. 

- The server is selectable from a list. 

- The client has proper access privileges for the non-empty folder to delete. 

Server: 

- The application for File Transfer is activated. 

- A non-empty folder exists. 

- The server does not support deleting a non-empty folder. 

• Test Procedure 

Client: 
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- Select the server to perform initial File Transfer with. 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

- Start the File Transfer function. 

- Perform the delete folder function. 

Server: 

- Perform Bluetooth PIN exchange. 

- Perform OBEX authentication if used. 

(Depending on the architecture that is to use the File Transfer feature, the steps of the 
initial File Transfer procedure may vary.) 

• Expected Outcome 

Pass verdict: 

Client:  After receiving the error code the client deletes the files and then the folder.  

Server: 

- The error code “Precondition Failed” (0xCC) is sent to notify that the server does not 
support this feature. 

- The folder is not deleted. 

• Notes  

The client shall send the OBEX delete folder command as the first attempt for successful execution of 
this test. It may be necessary to use a Bluetooth air sniffer to verify correct OBEX operation 
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5 Test Case Mapping 
The Test Case Mapping Table (TCMT) maps test cases to specific requirements in the ICS. The product 
shall be tested in all roles for which support is declared in the ICS document. 

The columns for the TCMT are defined as follows: 

Item: Contains a y/x reference, where y corresponds to the table number and x corresponds to the 
feature number as defined in the ICS Proforma for File Transfer Profile (FTP) [3]. If the item is defined 
with Protocol, Profile or Service abbreviation before y/x, the table and feature number referenced are 
defined in the abbreviated ICS Proforma document. 

Feature: Recommended to be the primary feature defined in the ICS being tested or may be the test 
case name. 

Test Case(s): The applicable test case identifiers required for Bluetooth Qualification if the corresponding 
y/x references defined in the Item column are supported. 

Test Case Applicable: May be used to note if a test is required based on the supported features. 

For purpose and structure of the ICS/IXIT Proforma and instructions for completing the ICS/IXIT Proforma 
refer to the Bluetooth ICS and IXIT Proforma document. 

Item Feature Test Case(s) Test Case 
Applicable  

Discovery & Connection Setup 

FTP 2/1 Server Selection FTP/SR/SSR/BV-02-I  

FTP 3/2 Server Selection FTP/CL/SSR/BV-02-I  

FTP 2/1 AND FTP 2/2 Accept/Respond to List 
Server requests 

FTP/SR/SSR/BV-01-I  

FTP 3/1 Accept/Respond to List 
Server requests 

FTP/CL/SSR/BV-01-I  

FTP 2/1 AND FTP 2/2 Perform PIN Check FTP/SR/SSR/BV-03-I  

FTP 3/3 Perform PIN Check FTP/CL/SSR/BV-03-I  

Folder Browsing 

FTP 2/4 Accept/Respond to 
Browse folder requests 
(Root folder)  

FTP/SR/FBR/BV-01-I  

FTP 3/4 Accept/Respond to 
Browse folder requests 
(Root folder) 

FTP/CL/FBR/BV-01-I  

FTP 2/4a AND FTP 
2/6 

Accept/ Respond to 
browse folder requests 
(Sub folders) 

FTP/SR/FBR/BV-02-I 
FTP/SR/FBR/BV-03-I   

FTP 3/4 Accept/ Respond to 
browse folder requests 
(Sub folders) 

FTP/CL/FBR/BV-02-I 
FTP/CL/FBR/BV-03-I   
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Item Feature Test Case(s) Test Case 
Applicable  

FTP 2/4a AND FTP 
2/5 

Accept Set folder 
requests 

FTP/SR/FBR/BV-06-I  

FTP 3/5 Accept Set folder 
requests 

FTP/CL/FBR/BV-06-I  

FTP 2/4a AND FTP 
2/6 

Accept Set folder 
requests (Sub folder) 

FTP/SR/FBR/BV-04-I 
FTP/SR/FBR/BV-05-I 
FTP/SR/FBR/BV-07-I 

 

FTP 3/5 Accept Set folder 
requests (Sub folder) 

FTP/CL/FBR/BV-04-I 
FTP/CL/FBR/BV-05-I 
FTP/CL/FBR/BV-07-I 

 

FTP 2/5 AND FTP 2/6 
AND FTP 2/9 

Support non-browsable 
folder 

FTP/SR/FBR/BV-08-I  

FTP 3/5 Support non-browsable 
folder 

FTP/CL/FBR/BV-08-I  

Object Transfer 

FTP 2/10 Accept Push file 
requests 

FTP/SR/OTR/BV-01-I 
FTP/SR/OTR/BV-02-I 
FTP/SR/OTR/BV-14-I 

 

FTP 3/6 Accept Push file 
requests 

FTP/CL/OTR/BV-01-I 
FTP/CL/OTR/BV-02-I 
FTP/CL/OTR/BV-14-I 

 

FTP 2/10 Accept Push file 
requests 

FTP/SR/OTR/BV-15-I  

FTP 3/6 Accept Push file 
requests 

FTP/CL/OTR/BV-15-I  

FTP 2/8 AND FTP 
2/10 

Support read-only files FTP/SR/OTR/BV-03-I  

FTP 3/6 Support read-only files FTP/CL/OTR/BV-03-I  

FTP 2/11 Accept Push folder 
requests 

FTP/SR/OTR/BV-04-I 
FTP/SR/OTR/BV-05-I  

FTP 3/7 Accept Push folder 
requests 

FTP/CL/OTR/BV-04-I 
FTP/CL/OTR/BV-05-I  

FTP 1/1 AND NOT 
FTP 2/11 

Accept Push folder 
requests 

FTP/SR/OTR/BV-06-I  

FTP 3/7 Accept Push folder 
requests 

FTP/CL/OTR/BV-06-I  

FTP 2/8 AND FTP 
2/11 

Support read-only 
folders 

FTP/SR/OTR/BV-07-I  

FTP 3/7 Support read-only 
folders 

FTP/CL/OTR/BV-07-I  

FTP 2/12 Accept Pull folder 
requests 

FTP/SR/OTR/BV-08-I 
FTP/SR/OTR/BV-09-I  

FTP 3/8 Accept Pull folder 
requests 

FTP/CL/OTR/BV-08-I 
FTP/CL/OTR/BV-09-I  

FTP 2/4a AND NOT 
FTP 2/12 

Accept Pull folder 
requests 

FTP/SR/OTR/BV-10-I  

FTP 3/8 Accept Pull folder 
requests 

FTP/CL/OTR/BV-10-I  

FTP 2/13 Accept Pull file requests FTP/SR/OTR/BV-11-I 
FTP/SR/OTR/BV-12-I 
FTP/SR/OTR/BV-13-I 
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Item Feature Test Case(s) Test Case 
Applicable  

FTP 3/9 Accept Pull file requests FTP/CL/OTR/BV-11-I 
FTP/CL/OTR/BV-12-I 
FTP/CL/OTR/BV-13-I 

 

FTP 2/10 AND FTP 
2/13 

Accept Push file 
requests/Accept Pull file 
requests 

FTP/SR/OTR/BV-16-I  

FTP 3/6 AND FTP 3/9 Accept Push file 
requests/Accept Pull file 
requests 

FTP/CL/OTR/BV-16-I  

Object Manipulation 

FTP 2/14 Accept Create folder 
request 

FTP/SR/OMA/BV-01-I  

FTP 3/10 Accept Create folder 
request 

FTP/CL/OMA/BV-01-I  

FTP 2/8 AND FTP 
2/14 

Support read-only 
folders 

FTP/SR/OMA/BV-02-I  

FTP 3/10 Support read-only 
folders 

FTP/CL/OMA/BV-02-I  

FTP 2/14 Accept Create folder 
request 

FTP/SR/OMA/BV-03-I  

FTP 3/10 Accept Create folder 
request 

FTP/CL/OMA/BV-03-I  

FTP 2/15 Accept Delete file 
requests 

FTP/SR/OMA/BV-04-I  

FTP 3/11 Accept Delete file 
requests 

FTP/CL/OMA/BV-04-I  

FTP 2/7 AND FTP 
2/15 

Support read-only files FTP/SR/OMA/BV-05-I  

FTP 3/11 Support read-only files FTP/CL/OMA/BV-05-I  

FTP 2/16 Accept Delete folder 
requests 

FTP/SR/OMA/BV-06-I  

3/12a OR FTP 3/12b Accept Delete folder 
requests 

FTP/CL/OMA/BV-06-I  

FTP 2/17 Delete non-empty 
folders 

FTP/SR/OMA/BV-07-I  

3/12a OR FTP 3/12b Delete non-empty 
folders 

FTP/CL/OMA/BV-07-I  

FTP 2/16 AND NOT  
FTP 2/17 

Delete non-empty 
folders 

FTP/SR/OMA/BV-08-I  

FTP 3/12a Delete non-empty 
folders 

FTP/CL/OMA/BV-08-I  

GOEP 2.0 or later tests 

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/10 
AND FTP 2/27 

PUT response to a 
legacy device (OBEX 
over RFCOMM is used) 

FTP/SR/GOEP/BC/BV-01-I  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/6 
AND FTP 3/22 

PUT request to a legacy 
device (OBEX over 
RFCOMM is used) 

FTP/CL/GOEP/BC/BV-02-I  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/13 
AND FTP 2/27 

GET response to a 
legacy device (OBEX 
over RFCOMM is used) 

FTP/SR/GOEP/BC/BV-03-I  
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Item Feature Test Case(s) Test Case 
Applicable  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9  
AND FTP 3/22 

GET request to a legacy 
device (OBEX over 
RFCOMM is used) 

FTP/CL/GOEP/BC/BV-04-I  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/21 
AND FTP 3/23 

OBEX CONNECT 
request – OBEX over 
L2CAP 

FTP/CL/GOEP/CON/BV-01-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/26 
AND FTP 2/28 

OBEX CONNECT 
request – OBEX over 
L2CAP 

FTP/SR/GOEP/CON/BV-02-C 
FTP/SR/GOEP/SRM/BI-03-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/24 

Reliable OBEX Session FTP/CL/GOEP/RLS/BV-01-C 
FTP/CL/GOEP/RLS/BV-04-C 
FTP/CL/GOEP/RLS/BV-05-C 

 

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/6 
AND FTP 3/24 

Suspend/Resume a 
PUT operation when 
SRM is disabled 

FTP/CL/GOEP/RLS/BV-09-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9 
AND FTP 3/24 

Suspend/Resume a 
GET operation when 
SRM is disabled. 

FTP/CL/GOEP/RLS/BV-10-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/29 

Reliable OBEX session FTP/SR/GOEP/RLS/BV-02-C 
FTP/SR/GOEP/RLS/BV-03-C 
FTP/SR/GOEP/RLS/BV-06-C 
FTP/SR/GOEP/RLS/BV-08-C 

 

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/10 
AND FTP 2/29 

Suspend/Resume of 
PUT operation with 
SRM disabled 

FTP/SR/GOEP/RLS/BV-11-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/13 
AND FTP 2/29 

Suspend/Resume of 
GET operation with 
SRM disabled 

FTP/SR/GOEP/RLS/BV-12-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/6 
AND FTP 3/25 

PUT request – SRM 
enabled 

FTP/CL/GOEP/SRM/BV-01-C 
FTP/CL/GOEP/SRM/BV-03-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9 
AND FTP 3/25 

GET request – SRM 
enabled 

FTP/CL/GOEP/SRM/BV-05-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/10 
AND FTP 2/30 

PUT response – SRM 
enabled 

FTP/SR/GOEP/SRM/BV-04-C 
FTP/SR/GOEP/SRM/BI-02-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/13 
AND FTP 2/30 

GET response – SRM 
enabled 

FTP/SR/GOEP/SRM/BV-08-C 
FTP/SR/GOEP/SRM/BI-05-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9 
AND FTP 3/25 

GET request – SRM 
enabled 

FTP/CL/GOEP/SRM/BV-07-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/6 
AND FTP 3/25 AND 
FTP 3/27 

PUT request – SRM 
enabled and receive a 
SRMP wait header 

FTP/CL/GOEP/SRMP/BV-01-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/13 
AND FTP 2/30 AND 
FTP 2/32 

GET response – SRM 
enabled and receive a 
SRMP wait header 

FTP/SR/GOEP/SRMP/BV-02-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/10 
AND FTP 2/30 AND 
FTP 2/31 

PUT response – SRM 
enabled and send a 
SRMP wait header 

FTP/SR/GOEP/SRMP/BV-03-C  
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Item Feature Test Case(s) Test Case 
Applicable  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9 
AND FTP 3/25 AND 
FTP 3/26 

GET request – SRM 
enabled and send a 
SRMP wait header 

FTP/CL/GOEP/SRMP/BV-04-C  

(FTP 2b/2 OR FTP 
2b/3) AND (FTP 3/8 
OR FTP 3/9) AND 
FTP 3/25 AND FTP 
3/26 AND FTP 3/27 

GET request – SRM 
enabled and send and 
receive a SRMP wait 
header 

FTP/CL/GOEP/SRMP/BV-05-C  

(FTP 2b/2 OR FTP 
2b/3) AND (FTP 3/8 
OR FTP 3/9) AND 
FTP 3/25 AND FTP 
3/27 

GET request – SRM 
enabled and receive a 
SRMP wait header 

FTP/CL/GOEP/SRMP/BV-06-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9 
AND FTP 3/25 AND 
FTP 3/27 

GET request – SRM 
enabled and an invalid 
SRMP wait header 

FTP/CL/GOEP/SRMP/BI-01-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/13 
AND FTP 2/30 AND 
FTP 2/32 

GET response – SRM 
enabled and an invalid 
SRMP wait header 

FTP/SR/GOEP/SRMP/BI-02-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/6 
AND FTP 3/24 AND 
FTP 3/25 

Suspend/Resume a 
PUT operation when 
SRM is enabled 

FTP/CL/GOEP/SRS/BV-01-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/9 
AND FTP 3/24 AND 
FTP 3/25 

Suspend/Resume a 
GET operation when 
SRM is enabled 

FTP/CL/GOEP/SRS/BV-02-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/10 
AND FTP 2/29 AND 
FTP 2/30 

Accept a 
Suspend/Resume of 
PUT operation with 
SRM enabled 

FTP/SR/GOEP/SRS/BV-03-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/13 
AND FTP 2/29 AND 
FTP 2/30 

Accept a 
Suspend/Resume of 
PUT operation with 
SRM enabled 

FTP/SR/GOEP/SRS/BV-04-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/17 

COPY command FTP/CL/GOEP/ACT/BV-01-C  

(FTP 1b/2 OR 1b/3) 
AND FTP 2/22 

Process a COPY 
command 

FTP/SR/GOEP/ACT/BV-02-C  

(FTP 2b/2 OR FTP 
2b/3) AND (FTP 3/13 
OR FTP 3/15) 

MOVE/RENAME 
command 

FTP/CL/GOEP/ACT/BV-03-C  

(FTP 1b/2 OR FTP 
1b/3) AND (FTP 2/18 
OR FTP 2/20) 

Process a 
MOVE/RENAME 
command 

FTP/SR/GOEP/ACT/BV-04-C  

(FTP 2b/2 OR FTP 
2b/3) AND FTP 3/19 

SET PERMISSIONS 
command 

FTP/CL/GOEP/ACT/BV-05-C  

(FTP 1b/2 OR FTP 
1b/3) AND FTP 2/24 

Process a SET 
PERMISSIONS 
command 

FTP/SR/GOEP/ACT/BV-06-C  
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Item Feature Test Case(s) Test Case 
Applicable  

(FTP 1b/2 OR FTP 
1b/3) AND NOT (FTP 
2/18 OR FTP 2/19 OR 
FTP 2/20 OR FTP 
2/21 OR FTP 2/22 OR 
FTP 2/23 OR FTP 
2/24 OR FTP 2/25) 

Action commands not 
supported 

FTP/SR/GOEP/ROB/BV-01-C  

(FTP 1b/2 OR FTP 
1b/3) AND NOT FTP 
2/29 

Reliable Sessions not 
supported 

FTP/SR/GOEP/ROB/BV-02-C  

Table 5.1: Test Case Mapping  
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