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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.



1
Scope

This document specifies the stage 2 service description for providing IP connectivity using non-3GPP accesses to  the Evolved 3GPP Packet Switched domain.. In addition, for EUTRA and non-3GPP accesses, the specification describes the Evolved 3GPP PS Domain where the protocols between its Core Network elements are IETF based.
ITU-T Recommendation I.130 [2] describes a three-stage method for characterisation of telecommunication services, and ITU-T Recommendation Q.65 [3] defines stage 2 of the method.
The specification covers both roaming and non-roaming scenarios and covers all aspects, including mobility between 3GPP and non 3GPP accesses, policy control and charging, and authentication,   related to the usage of non-3GPP accesses.

TS 23.401 [4] covers architecture aspects common to the Evolved 3GPP Packet Switched domain. 



2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.





[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2] ITU‑T Recommendations I.130: "Method for the characterization of telecommunication services supported by an ISDN and network capabilities of an ISDN".
[3] 
ITU‑T Recommendation Q.65: "The unified functional methodology for the characterization of services and network capabilities".

[4] 
3GPP TS 23.401: "GPRS Enhancements for LTE Access".
[5] 3GPP TS 23.234: "3GPP System to Wireless Local Area Network (WLAN) Interworking; System Description".

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

Abbreviation format

<ACRONYM>
<Explanation>

4
Architecture Model and Concepts
<This section explains high-level architecture of SAE enhancements>

4.1 General Concepts

<This section explains high-level architecture of SAE enhancements>

4.2
Architecture Reference Model

4.2.1
Non-Roaming Architecture

[image: image3]
Figure 1. Non-Roaming Architecture for non-3GPP Accesses within SAE


4.2.2
Roaming Architecture

[image: image4]
Figure 2. Roaming Architecture for non-3GPP Accesses, Home Routed

Editor’s Note: SAE Gateway consists of 3GPP anchor and SAE anchor functionalities as described in TR 23.882. The additional functionality required in SAE Gateway for support of non-3GPP access, compared to definitions in [4], needs to be included in this specification. 

Editor’s Note: impacts from Direct Tunnel architecture need to be considered in the architecture diagrams.

Editor’s Note:  the Roaming architecture for the Visited Services scenario and bearer traffic local breakout for the Home Services scenario needs to be included in this specification. 

Editor’s Note: Following open issues exist for the above architecture diagram:

· Separation of MME from the User plane entities (SAE Gateway and MME/UPE shown as a combined entity above). As such, the S11 reference point between MME and UPE/SAE Gateway is FFS.


4.3
High Level Functions

<This section explains the high level functions (eg charging, encryption) used for SAE enhancements>
4.4
Network Elements

<This section explains network elements of SAE enhancements and functions allocated to each network element>

4.5
Reference Points

Editor’s Note:    Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1, S3, S4:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Gateway. 
S5:
The functionality and applicability of S5 is FFS (i.e. whether UPE is relocated alone or together with SAE Gateway).
S6a:
This interface is defined between MME/UPE and HSS for authentication and authorization. It is defined in [4].
S6c:
It is the reference point between SAE Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed.  

S6d:
It is the reference point between SAE Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed.  
S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF). The allocation of the PCEF is FFS. 
S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the SAE Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.  

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. 

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the  Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.

Usage of S6, S8 and S9 for providing visited network with static/dynamic policies is FFS.

It is FFS if the two depicted S7 interfaces are different or not.
S1 interface for LTE is the same for both the architectures.
Protocol assumption:
-
S2a interface between SAE Gateway and Trusted non-3GPP IP Access, and S2b between SAE Gateway and ePDG are based on current or future IETF RFCs.

-
The S5 interface between the MME/UPE and the SAE Gateway, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized.

-
S8b interface between SAE Gateways in the VPLMN and HPLMN is based on current or future IETF RFCs. 
Note that redundancy support on reference points S5 and S8b should be taken into account.


4.6
Aspects of QoS Concepts for non-3GPP accesses

<This section explains additions to QoS concepts in TS 23.401 that are relevant to non-3GPP accesses>

5
Functional description and Information Flows

<This section specifies key functions of the architecture enhancements for non-3GPP accesses>
5.1
Control and User Planes

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for non-3GPP access support.>

5.2
Identities

< This section gives additional identities used in SAE in relation to non-3GPP access support.>

5.3
Network Discovery and Selection

<This section describes network selection (between operators & RAT types) and discovery when both 3gpp and non-3gpp accesses are available. This section may refer to other specifications>
5.4
Authentication and Security

<This section describes the authentication and security functions applied when connecting non-3GPP accesses to the SAE core>

5.5
Session Management, QoS and interaction with PCC Functionality 
<This section describes the SM, QoS and interaction with PCC functionality when connecting non-3GPP accesses to the SAE core network>
5.5.1
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core as part of  Session Management. >
Editor’s note: Initial attach will be covered in this section.
5.6
Handover

<This section describes the information flows for handover between 3GPP and non-3GPP accesses>

5.7
Information Storage

<This section describes the context information that is stored in the different nodes for non-3GPP accesses support> 


5.8
Charging

< This section gives a high level overview of the charging capabilities in SAE for non-3GPP accesses.>

5.9
Interactions with Other Services

< This section describes the interactions with other services/features, eg location services, emergency/priority access, possibly terminal configuration, etc. when connecting non-3GPP accesses to the SAE core>

Annex A : Non-3GPP Access Specific Aspects


<This section is a placeholder and may be needed for specific non-3GPP accesses in case descriptions in the previous sections are not sufficient.>
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