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Errata below are for Protocol Document Version V10.0 – 2017/09/15. 

Errata Published* Description 

2018/07/16 In this document, several changes were made: 

 

●   In Section 4.1, Packet Flow and Connection Establishment, the second "Complete 
HTTPS handshake" interaction in the diagram was removed. 

 

●   In Section 4.2, Attack Scenarios, the sub-section titled "Unauthorized Client 
Connecting to an IP-HTTPS Server" (formerly section 4.2.1) was removed. 

 

●   In Section 4.2.1 (formerly section 4.2.2), Unauthorized Client Connecting to an 
IP-HTTPS Server (When Authentication Mode Is Set to Certificates), the "SSL 
negotiation" message in the diagram was updated to be "Begin SSL negotiation". 
The "HTTP request" message in the diagram was removed. 

 

For details on the changes, see the difference document in PDF format here. 

2018/07/16 In Section 4.2, Attack Scenarios, the sub-section titled "Man in the Middle" (formerly 
section 4.2.5) was removed. 

*Date format: YYYY/MM/DD 
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