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This topic lists the Errata found in the MS-CHAP document since it was last 
published. Since this topic is updated frequently, we recommend that you 
subscribe to these RSS or Atom feeds to receive update notifications. 

Errata are subject to the same terms as the Open Specifications documentation 
referenced. 
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Errata below are for Protocol Document Version V16.0 – 2015/06/30. 

Errata Published 
YYYY/MM/DD Description 

2015/10/12 In Section 3.3.1, Abstract Data Model, the description of the password ADM was 
corrected. 

 

Changed from: 

 

Password: A 0-256 Unicode string (generated using Normalization Form C 
[UNICODE5.0.0/2007]), used in the generation of NT Response ([RFC2759] section 4), 
Master Session Key (section 3.1.5.1), and AuthenticatorResponse ([RFC2759] section 5).  

 

Changed to: 

 

Password: A 0-256 Unicode string (generated using Normalization Form C 
[UNICODE5.0.0/2007]), used in the generation of NT Response ([RFC2759] section 4), 
Master Session Key (section 3.1.5.1), and AuthenticatorResponse ([RFC2759] section 5). 
The Password could belong to a user or a machine and it is obtained in an 
implementation-specific mechanism. 

*Date format: YYYY/MM/DD 
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