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Over the last few years, Internet of Medical Things (IoMT) has completely
transformed the healthcare industry. It is bringing out the most notable, and
unprecedented impacts on human health, and has totally changed the way we
look at the healthcare industry. The healthcare sector all around the globe are
leapfrogging, and adopting the technology, helping in transforming drastically in a
very short span of time. However, as more and more number of medical devices are
being connected to IoMT, security issues like ensuring authenticity and integrity
of the transmitted data are also on the rise. In view of the context, there is
a need of an efficient cryptographic primitive that can address these issues in a
viable manner. A signature scheme seems to be the natural choice to mitigate
the security concerns. But, traditional signature schemes, both PKI-based and
Identity-based have their own disadvantages which makes them unsuitable for
IoMT networks. Thus, to address the security issues and problems like certificate
management and key escrow, herein, we put forward the first multivariate based
certificateless signature scheme, namely Mul-CLS, which is built on top of the
intractability of multivariate-quadratic (MQ) problem. The fact that multivariate
public key cryptosystem (MPKC) provides fast, post-quantum safe, and efficient
primitives, makes it a front runner candidate among the other post-quantum
cryptography candidates. Our scheme Mul-CLS provides existential unforgeability
against chosen message and chosen identity Super Type I and Super Type II
adversary if solving the MQ problem is NP-hard. In addition to that, our proposed
Mul-CLS presents itself as a robust and cost-friendly cryptographic building block

for building IoMT networks.

Keywords: Internet of Medical Things; Certificateless signature; Multivariate public key
cryptography; Post-quantum cryptography

1. INTRODUCTION

The Internet of Medical Things (IoMT) is a subcategory
of Internet of Things (IoT). It can be thought of as
an ecosystem of wirelessly connected medical devices
and applications. IoMT technology offers myriads of
advantages. To name a few, it can help in reducing
the hospital visits as doctors, and other healthcare
providers can remotely monitor and assess the patients
health. It results in better overall healthcare, and ease
of access by enabling doctors to get more connected to

their clients. To sum up, with reducing costs, better and
easy access to healthcare facilities, remote monitoring of
patients, and other numerous benefits, IoMT is having
one of the most profound impacts on humankind.

A typical IoMT system comprises huge number of
medical devices like wearable biosensors, blood pressure
monitor, etc. Devices connected to IoMT are equipped
with sensors and electronic chips which enable them
to collect and transmit data. This data exchange
usually takes place over a public channel which
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means a malicious party can carryout several attacks
on the transmitted data. Thus, ensuring integrity,
authenticity, and undeniability of exchanged data in an
IoMT setting is of utmost importance. Designing an
efficient solution to address security issues mentioned
above becomes more challenging due to the fact that
computational and storage capabilities of a typical
IoMT device is limited. With each passing day, newer
devices are being added to IoMT systems, and these
advancements are slowly putting pressure and placing
new demands on the underlying network architecture
design. Therefore, there is a need for innovations to
handle the increasing demands of IoMT while providing
strong security guarantees. Given the context of the
situation, a signature scheme appears to be an efficient
cryptographic primitive that helps to address the
aforementioned security issues. Conventional signature
schemes can be broadly classified into two categories.
First is public-key infrastructure (PKI)-based [1], and
the second is Identity-based cryptosystem (IBC)-based
[2]. PKI-based protocols are very cumbersome in
nature. This is due to the fact that distribution and
management of certificates require a large overhead.
Hence, it is not a viable solution for a computationally
limited IoMT system. On the other hand, IBC-based
signature primitives circumvents the heavy task of
certificate management. In an IBC-based cryptographic
setting, public key of a signer is obtained directly
from signer’s public information (like IP address or
email address). IBC provides an alternative to
PKI-based cryptosystem, but they are prone to key
escrow problem. Key generation center (KGC) knows
the private key of the users, and thus can forge
signature without being detected. This makes IBC-
based signatures highly unsuitable for IoMT networks.
Given the situation at hand, certificateless signature
scheme (CLS) appears to be the most practical solution.

Concept of CLS was first put forwarded by Al-
Riami and Paterson in [3]. The novel idea in a
CLS scheme is that user generates his secret key by
himself. First, a partial private key is generated
by a semi-trusted intermediary, called key generation
center (KGC). Later, user outputs his secret key using
this partial private key, and some secret information
only known to him. To summarize, process of
generating secret key of a signer is split between KGC
and the signer. Thus, CLS overcomes the issue of
key escrow - as unlike identity based cryptosystem,
KGC is not in possession of final private key of
a signer. Over the last fifteen years, many CLS
schemes have emerged. Almost all of the currently
used CLS [4, 5, 6, 7, 8, 9, 10, 11, 12, 13] relies
on classical hard problems, but unfortunately, these
CLS will become obsolete once quantum computers
come into the market. In the groundbreaking work
[14], Shor pointed out that classical schemes built
on the intractability of the number-theoretic problems
[15, 16, 17] would fall under attacks by quantum

computers. Thus, once efficient quantum computers
come into the picture, the classical interpretation of
soundness and security of cryptographic primitives
may not encapsulate the right notion of security. In
an endeavor to ensure our privacy and security of
cryptographic applications, and to tackle the challenge
brought by quantum algorithms, efforts are being taken
to find an efficient and robust alternative which can
replace these classical schemes. Multivariate public-key
cryptosystem (MPKC) appears to be at the forefront
among the post-quantum cryptography [18] candidates
as a replacement of classical schemes. A system
of multivariate polynomials works as a public key
in MPKC. The security of MPKC is based on the
fact that finding a solution to a system of a random
quadratic multivariate polynomial is NP-hard [19].
Unlike number-theoretic problems, which form the base
of classical schemes, the MQ problem is conjectured
to withstand quantum attacks. There has been no
construction of multivariate CLS in the current state
of the art. This indicates the requirement of designing
a secure and efficient multivariate CLS.

1.1. Our Contribution

IoMT is shaping the health industry in a completely
different way. With reducing costs, better and easy
access to healthcare facilities, remote monitoring of
patients, and other numerous benefits, IoMT is having
one of the most profound impacts on humankind.
A generic IoMT system consists of large number
of medical devices and equipment (like wearable
biosensors, blood-pressure monitors, thermometers,
etc), each fitted with sensors and electronic chips.
These sensors and chips are responsible for collection
and transmission of medical data. The exchange of
data takes place over a public channel which leads to
multiple security threats. Out of all major threats,
ensuring authenticity, integrity, and undeniability of
the transmitted IoMT data is of utmost importance.
Given the context of the situation, a signature scheme
appears to be an efficient cryptographic primitive that
helps to address the aforementioned security issues.
Since traditional primitives like PKI-based signatures
and IBC-based signatures are highly unsuitable for large
scale IoMT networks, a CLS seems to be the natural
choice to mitigate the security concerns. Almost all of
the existing CLS relies upon the hardness assumption
of discrete logarithm or prime factorization. However,
these conventional schemes will become useless in the
future due to the advent of quantum computers. In
order to provide a smooth sailing into a world, where
large-scale quantum computers are a reality, we need to
transition to a CLS that offers post-quantum security.

Herein, we introduce the first multivariate
based CLS, namely Mul-CLS which provides se-
curity against the threat of quantum computers
since it hinges on the intractability assumption
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of MQ problem. The Mul-CLS consists of seven
different algorithms, namely (i) Mul-CLS.Setup,
(ii) Mul-CLS.Partial Private Key Extract,
(iii) Mul-CLS.Set Secret Value, (iv)
Mul-CLS.Set Secret Key, (v) Mul-CLS.Set Public Key,
(vi) Mul-CLS.Signature Generation, and (vii)
Mul-CLS.Signature Verification. In CLS, there is a
semi-trusted third party called key generation center
(KGC). The process of key generation is split between
KGC and the user. KGC generates the master se-
cret key (msk) and master public key (mpk) using
Mul-CLS.Setup. Note that KGC is not in the pos-
session of full secret key of the signers rather it only
produces the partial private key of a signer. Given
public parameter pp, msk, and user identity ID, KGC
produces the partial private key (sID) of the signer
using Mul-CLS.Partial Private Key Extract. In the next
step, the partial secret key is transferred to the signer
via a secure channel. Consequently, the signer makes
use of the public parameter pp to generate a secret
information wID by running Mul-CLS.Set Secret Value.
In the following, combining this secret information wID,
and his partial private key sID, signer generates his
full private key skID by using Mul-CLS.Set Secret Key.
Then the signer runs Mul-CLS.Set Public Key on in-
put (pp, skID) to generate the corresponding public
key pkID. Given secret key skID, public parameter
pp, and public key pkID as input, the signer out-
puts the signature χ on a message msg by running
Mul-CLS.Signature Generation. In the following, a
message-signature pair (msg, χ) is verified by a verifier
using Mul-CLS.Signature Verification by making use of
the public key of the signer pkID, public parameter pp,
and signer’s identity ID.

Our scheme is proven to be existentially unforgeable
against Super Type I and Super Type II adversary
in the random oracle model. Mul-CLS belongs to the
family of MPKCs and hence, it is naturally very efficient
and only requires computing field multiplications and
additions for its implementation. Sizes of master
public key, master secret key msk, secret key of user,

and signature are respectively m(n+2)(n+1)
2 field (Fq)

elements, n2 +m2 + c field (Fq) elements, 2n field (Fq)
elements, and 2δ · |Comm|+ δ · (m+ 4n)log2 q+ nlog2 q
bits. Here n,m, c, δ, |Comm|, and q denote respectively
the number of variables, number of equations, size of
the central map, number of rounds of the underlying
identification scheme, size of the commitment scheme,
and the cardinality of the underlying field. Moreover,
we analyze the applicability of Mul-CLS within the
confines of IoMT systems. Our scheme is optimally
suited for IoMT networks. It is very fast and
computationally inexpensive to implement on IoMT
devices. In addition, it addresses all the security issues
like authenticity, integrity, and non-repudiation in a
robust and efficient manner while also provides strong
post-quantum security guarantees.

2. PRELIMINARIES

Let Fq denotes the finite field of order q. A multivariate
quadratic polynomial in n variables z1, . . . , zn is of the
form

f(z) =
∑
i,j

aijzizj +
∑
i

bizi+c,

where z = (z1, . . . , zn) and the coefficients
aij , bi, and c ∈ Fq. The fundamental concept behind
the construction of multivariate based cryptosystem is
the following. In the first step, we take W : Fnq → Fmq ,
a system of m multivariate quadratic polynomial in
n variables with the property that finding preimage
under W is easy. In the second step, two affine invert-
ible transformations C1 : Fmq → Fmq and C2 : Fnq → Fnq
are picked with the aim of hiding the structure of W.
The public key is then defined to be the composition
X = C1 ◦W ◦C2 : Fnq → Fmq , while the private key is set
to be (C1,W, C2). List of notations and symbols used
in the article is given in Table 3.

2.1. Hardness Assumption

The mathematical problem which lies at the heart of
nearly all the multivariate public key cryptosystem is
the so called MQ problem. Succinctly speaking, it
says that solving a system of quadratic multivariate
polynomials is NP-hard [19]. So far there has been no
algorithm that can solve it in polynomial time. The
MQ problem is formulated mathematically as follows.

Definition 2.1. Given a system R =(
r(1)(∆, . . . ,∆n), . . . , r(k)(∆1, . . . ,∆n)

)
of k quadratic

polynomials with each r(i) ∈ Fq[∆1, . . . ,∆n], find values
(∆̄1, . . . , ∆̄n) ∈ Fnq such that

r(1)
(
∆̄1, . . . , ∆̄n

)
= · · · = r(k)

(
∆̄1, . . . , ∆̄n

)
= 0.

2.2. Multivariate signature scheme

A multivariate signature scheme consists of following
algorithms:

(PK,SK) ← Key Gen(κ): On input a security
parameter κ, Key Gen outputs the pair of public key
and private key as (PK,SK) = (X , {C1,W, C2}).

σ ← Sign(msg, SK): The signature σ for a given
message msg ∈ Fmq is generated by executing

recursively α = C−11 (msg), β = W−1(α) and σ =
C−12 (β).

0/1← Verify(σ, PK): On input the message-signature
pair msg, σ, a verifier calculates msg′ = X (σ) by
making use of the public key PK = X . If the
equality msg = msg′ holds, the verifier accepts the
signature and outputs 1; otherwise, outputs 0 and
the signature is rejected.
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FIGURE 1. 5-pass identification protocol

2.3. Multivariate Identification Scheme [20]

A multivariate identification scheme makes use of
a randomly chosen MQ system P : Fnq → Fmq .
The security of the protocol is contingent on the
presumption that MQ problem is hard. General idea of
the scheme is following. Suppose we are given public key
of the underlying MPKC as P : Fnq → Fmq . Prover who
wish to identify himself, chooses u ∈ Fnq as his secret
key and evaluates P at u to derive k = P(u), which
works as the public key or identity of the prover. To
prove his identity to a verifier, he is expected to satisfy
the verifier of his knowledge of the secret u without
revealing u. Polar form of P is formulated as

G(ι, τ) = P(ι+ τ)− P(ι)− P(τ), (1)

where G is a bilinear map. To construct the
identification, we split the secret into various parts by
using the bilinearity of G. Presuming the existence
of a computationally binding and statistically hiding
commitment scheme Comm, Sakumoto et al. [20]
constructed a 5-pass identification scheme (see Figure
1) for the knowledge of u that satisfies the relation
k = P(u).

2.4. General Construction of Certificateless
Signature (CLS)

The concept of CLS first appeared in the work
of Al-Riyami & Kenneth G. Paterson in Asiacrypt
2003 [3]. Later, the CLS and its security model
was discussed at length in [21]. The preliminary
definition and security model of CLS is taken from
[21]. A certificateless signature scheme consist of
seven algorithms: Setup, Partial Private Key Extract,
Set Secret Value, Set Secret Key, Set Public Key,
Signature Generation, and Signature Verification.

(pp,msk)← Setup(κ): On input a security parameter κ,
KGC runs Setup to produce public parameter pp
and master secret key msk.

sID ← Partial Private Key Extract(pp,msk, ID):
Given public parameter pp, master secret key
msk, and user identity ID, KGC generates
the partial secret key sID of the signer using
Partial Private Key Extract.

wID ← Set Secret Value(pp): On input pp, user runs
Set Secret Value to produce secret information wID.

skID ← Set Secret Key(sID,wID): Given wID and sID,
the signer with identity ID generates his full secret
key skID by running Set Secret Key.

pkID ← Set Public Key(pp, skID): On input pp, and
unique identity ID, the signer produces his
public key pkID by putting in use the algorithm
Set Public Key.

χ← Signature Generation(pp,msg, skID, pkID): Given
skID, pp, and pkID as input, the signer with iden-
tity ID outputs the signature χ on a message msg
by employing Signature Generation.

0 or 1← Signature Verification(pp, pkID,msg, ID, χ):
On input pp, pkID, and ID, a verifier checks the
validity of a message-signature pair (msg, χ) using
Signature Verification. It produces 1 as output if
the signature is correct; otherwise, discards and
outputs 0.

2.5. Security Model for CLS

In a generic setting, security model of CLS=
(Setup, Partial Private Key Extract, Set Secret Value,
Set Secret Key, Set Public Key, Signature Generation,
and Signature Verification) should consider two types of
adversaries: Type I and Type II.

Definition 2.2 (Type I). Type I adversary captures
an attacker who doesn’t have access to the master secret
key msk, but is granted the power to replace the public
key of any signer with a randomly chosen value of his
choice. In other words, it models an outside attacker
who is not in possession of msk of the KGC.

Definition 2.3 (Type II). A Type II adversary
models KGC who is in possession of msk but doesn’t
have the power to replace the public key of a signer.

Type I and Type II adversary can access the following
oracles:

Create User: Given the identity ID as input, nothing is
returned if the ID has been created before. Oth-
erwise, it will perform Partial Private Key Extract,
Set Secret Value, and Set Public Key for ID to
get the partial private key sID, the secret value
wID, and the public key pkID. Finally, it adds
〈ID, sID,wID, pkID〉 to list J , which is a list of tu-
ples (IDi, sIDi ,wIDi , pkIDi) that is empty in the be-
ginning, and returns pkID.

Public Key Replace: Given as input a query (ID, pkID),
this oracle replaces user ID’s public key with a ran-
domly chosen pk′ID and updates the corresponding
information in the list J where ID denotes the iden-
tity which has been created and pkID is a public key
value in the public key space.
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Secret Value Extract: Given as input a query ID, it
browses the list J , and returns the secret value wID

where ID is the identity which has been created.
Note that the secret value outputted by this oracle
is the one which is used to generate ID’s original
public key pkID.

These adversaries are further divided in three classes:
Normal, Strong, and Super (ordered by their attacking
powers). Using sign query, a Normal adversary can
only obtain a legitimate signature if the ID’s public
key has never been replaced. A Strong Type adversary
has more power than Normal Type adversary. If
the public key has been replaced, a Strong adversary
can still obtain the valid signature by providing the
corresponding secret value. On the other hand, a
Super Type adversary can get a valid signature no
matter whether the public key has been replaced or
not. Thus, security against Super Type I/II adversary
implies security against Normal and Strong Type I/II
adversaries

2.5.1. Security against Super Type I adversary
Existential unforgeability against a Super Type I chosen
message and chosen identity adversary can be defined
by the following game between a challenger CH and a
Super Type I forger FG1.

Setup: The CH runs Setup(1κ) to generate public
parameter pp and master secret key msk. CH sends
pp to FG1 and keeps msk with itself.

Query: FG1 is allowed to make query to CH for
the oracles (Create User, Public Key Replace,
Secret Value Extract) as defined in Section 2.5
polynomial number of times. Moreover, it can
also make polynomial times query to CH for the
Partial Private Key Extract and Super Sign oracles
as described:

Partial Private Key Extract: Given as input a query
ID, the oracle goes through the list J and
returns back the partial private key sID. Here
ID denotes the identity which has been created
before.

Super Sign: Given as input a query (ID,msg),
this oracle outputs a signature χ with 1 ←
Signature Verification(pp,PKID,msg, ID, χ),
where PKID represents the user ID’s current
public key in the list J . If this user’s public
key has not been replaced, PKID = pkID,
where pkID is the public key returned from the
oracle Create User. Otherwise, PKID = pk′ID,
where pk′ID is the latest public key value gen-
erated during the oracle Public Key Replace.

Forgery: After all the queries, FG1 outputs a forge
message-signature pair (msg∗, χ∗, ID∗). Let pkID∗

be the current public key of the user ID∗ in the list

J . We say that the Super Type I adversary FG1

wins the game if the forgery satisfies the following
requirements:

1. FG1 has not queried (ID∗,msg∗) to Super Sign
oracle before.

2. FG1 has not queried ID∗ to Partial Private Key
Extract oracle before.

3. 1← Signature Verification(pp, pkID∗ ,msg∗, ID∗, χ)

We denote the advantage or the success proba-

bility of FG1 by Adv
EXPcma-cida-super

CLS(1κ)

FG1
which is defined

as Adv
EXPcma-cida-super

CLS(1κ)

FG1
= Prob[EXPcma-cida-super

CLS(1κ) = 1]

= Prob[FG1 wins the game].

Definition 2.4. A CLS is said to be secure against
a chosen message and chosen identity Super Type I ad-

versary FG1 if Adv
EXPcma−cida−super

CLS(1κ)

FG1
is negligible in se-

curity parameter κ for any probabilistic polynomial time
(PPT) Type I forger FG1 who is allowed to make at
most Qcu (polynomial time) Create User, Qppk (poly-
nomial time) Partial Private Key Extract, Qpkr (poly-
nomial time) Public Key Replace, Qsve (polynomial
time) Secret Value Extract and Qs (polynomial time)
Super Sign queries.

2.5.2. Security against Super Type II adversary
Existential unforgeability against a Super Type II
chosen message and chosen identity adversary is an
attack game between a challenger CH and a Super Type
II forger FG2. This game is depicted below.

Setup: The CH generates public parameter pp and
master secret key msk by running Setup(1κ), and
sends pp,msk to FG2.

Query: FG2 is allowed to do query to CH for the oracles
(Create User, Public Key Replace, Secret Value
Extract) as defined in Section 2.5. In addition, it is
allowed to make query to CH for Super Sign oracle
of the following form.

Super Sign: This oracle takes as input a query
(ID,msg) (where ID denotes the identity
which has been created and msg denotes
the message to be signed). As output,
it produces a signature χ such that 1 ←
Signature Verification(pp,PKID,msg, ID, χ).
Here PKID denotes the user ID’s current pub-
lic key in the list J . If this user’s public key
has not been replaced, PKID = pkID where
pkID is the public key returned from the or-
acle Create User. Otherwise, PKID = pk′ID,
where pk′ID is the latest public key value
submitted to the oracle Public Key Replace.
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Forgery: On completion of all the queries, FG2 outputs
a message-signature pair (msg∗, χ∗, ID∗). One can
state that a Super Type II adversary FG2 wins the
game if the following conditions are satisfied by the
forgery:

1. FG2 has not queried (ID∗,msg∗) to the Super-
Sign oracle before.

2. FG1 has not queried ID∗ to the Secret-Value-
Extract oracle before.

3. 1← Signature Verification(pp, pkID∗ ,msg∗, ID∗, χ).
Here pkID∗ is the original public key returned
from the oracle Create-User.

The advantage or the success probability of FG2

is denoted by Adv
EXPcma-cida-super

CLS(1κ)

FG2
and defined by

Adv
EXPcma-cida-super

CLS(1κ)

FG2
= Prob[EXPcma-cida-super

CLS(1κ) = 1]

= Prob[FG2 wins the game].

Definition 2.5. A CLS is said to be secure against
a chosen message and chosen identity Super Type

II adversary FG2 if Adv
EXPcma−cida−super

CLS(1κ)

FG2
is negligible

in security parameter κ for any probabilistic polyno-
mial time (PPT) Type II forger FG2 who is allowed
to make at most Qcu (polynomial time) Create User,
Qpkr (polynomial time) Public Key Replace, Qsve (poly-
nomial time) Secret Value Extract and Qs (polynomial
time) Super Sign queries.

3. PROPOSED MULTIVARIATE CERTIFI-
CATELESS SIGNATURE (MUL-CLS)

A high level overview: The Mul-CLS consists
of seven algorithms, namely (i) Mul-CLS.Setup,
(ii) Mul-CLS.Partial Private Key Extract,
(iii) Mul-CLS.Set Secret Value, (iv)
Mul-CLS.Set Secret Key, (v) Mul-CLS.Set Public Key,
(vi) Mul-CLS.Signature Generation, and (vii)
Mul-CLS.Signature Verification. In CLS, there is a
semi-trusted third party called key generation center
(KGC) who generates the master secret key (msk) and
master public key (mpk) using Mul-CLS.Setup. It gener-
ates the partial private key sID for a signer with identity
ID by running Mul-CLS.Partial Private Key Extract on
(pp, msk, ID), pp being the public parameter. In the
following, the signer runs Mul-CLS.Set Secret Value on
input pp to produce a secret information wID. Then the
signer determines its full private key skID by combining
the secret information wID, and its partial private key
sID during Mul-CLS.Set Secret Key. Given pp, and skID,
the signer with identity ID obtains the corresponding
public key pkID by running Mul-CLS.Set Public Key.
The algorithm Mul-CLS.Signature Generation is run
by the signer on input (pp, skID, pkID), and a message
msg to produce a signature χ. In the following, a
message-signature pair (msg, χ) is verified by a verifier

by running Mul-CLS.Signature Verification on pkID, pp,
and ID. For illustration purpose, a workflow diagram
depicting communication flow of the proposed CLS
is given in Figure 2 and 3. We make use of a secure
multivariate-based signature and identification pro-
tocol of [20] as the underlying building blocks of our
construction. The reason for employing [20], instead
of other state of the art multivariate based identifi-
cation schemes [22, 20, 23, 24, 25, 26], is due to the
fact that 5-pass scheme of [20] is most efficient among
others and offers least round complexity.

We now give an explicit explanation of our proposed
construction technique. The proposed design gives a
generic method to extend any secure multivariate based
signature to CLS by using an identification scheme.
The KGC produces the MPKC private key for the user
U corresponding to the U ’s unique identity ID in a
different manner as follows. The goal of our design is
to generate the different parts of a user’s private key
through its ID. As a consequence its public key can
also be computed through its ID. In order to generate
the partial private key, KGC first computes the hash
of the identity ID as hID ∈ Fmq . It then uses master
public key to compute the partial private key by simply
evaluating P−1(hID) = sID. Note that KGC only
generates the partial private key for a user. Thus,
our construction solves the problem of key-escrow. For
generating the full secret key, a user first randomly
chooses wID from Fnq and then sets (sID,wID) as the
full private key. As we mentioned before, our proposed
design allows a user to compute its public key using its
unique identity ID. In the first step, a user U having
identity ID runs the key generation algorithm of secure
MQ-based signature to produce a system of multivariate
polynomials RID = SID ◦FID ◦ TID. In the following, the
user U takes its full private key (sID,wID) and evaluates
the the master public key P at the first component
sID to get hID. In addition, it evaluates RID at the
second component wID to get rID. The final public
key is set as pkID = (RID,hID, rID). For generating the
signature we modify the identification protocol [20] into
signature by producing a transcript of the interactive
identification protocol over δ rounds. We append the
value R−1ID (φ) = µ in the final signature to ensure that
signature can’t not be forged and it gets verified only
under the correct public key.

Protocol 1. Mul-CLS

(pp,msk) ← Setup(1κ). On input security parameter
1κ, the key generation center KGC runs the Key Gen
algorithm of the underlying MQ based signature
scheme for generating master public key mpk = P =
S ◦ F ◦ T : Fnq → Fmq and master secret key msk =
{S, F, T}. It then chooses a computationally binding
and perfectly hiding commitment scheme Comm, and
publishes pp = (mpk,Fq, n,m,Ha1,Ha2,Ha3,Comm) as
the public parameter, where Ha1 : {0, 1}∗ → Fmq ,
Ha2 : {0, 1}∗ → Fδq and Ha3 : {0, 1}∗ → {0, 1}δ
are cryptographically secure collision resistant hash
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functions and δ is the number of rounds of the
underlying identification scheme.

sID ← Partial Private Key Extract(pp,msk, ID). The KGC,
on input msk and an identity ID ∈ {0, 1}∗ of an
user, computes hID = Ha1(ID) ∈ Fmq and evaluates
P−1(hID) = sID ∈ Fnq . It then sends sID to the user
with identity ID as partial private key.

Algorithm 1 Partial Private Key Extract

Input: pp,msk, ID
Output: sID

1: computes hID = Ha1(ID) ∈ Fmq
2: evaluates P−1(hID) = sID ∈ Fnq .
3: return sID

wID ← Set Secret Value(pp). Given pp, the user with
identity ID randomly chooses wID ∈ Fnq and sets wID

as secret value.

Algorithm 2 Set Secret Value

Input: pp
Output: wID

1: wID ∈R Fnq
2: return wID

skID ← Set Secret Key(sID,wID). Given sID,wID, the user
with identity ID sets skID = (sID,wID) as its secret key.

Algorithm 3 Set Secret Key

Input: sID,wID

Output: skID

1: return skID = (sID,wID)

pkID ← Set Public Key(pp, skID). Given pp and skID =
(sID,wID), the user with identity ID executes the
following:

1. runs the Key Gen algorithm of the underlying MQ
based signature scheme to generate public key
RID = SID ◦ FID ◦ TID : Fnq → Fmq and secret key
{SID, FID, TID},

2. computes P(sID) = hID ∈ Fmq , RID(wID) = rID ∈
Fmq ,

3. publishes pkID = (RID,hID, rID) as its public key.

χ ← Signature Generation(pp,msg, skID, pkID). Given pp, a
message msg ∈ {0, 1}∗, skID = (sID,wID) and pkID =
(RID,hID, rID), the user with identity ID runs the δ
round of the underlying identification scheme for the
system PID(z) = P(x) + RID(y) = hID + rID = kID of
m multivariate polynomials in 2n variables z = x||y
in the following manner to generate the signature χ,
where vID = sID||wID ∈ F2n

q is the secret solution of
that system.

1. chooses a0,1, . . . ,a0,j ,b0,1, . . . ,b0,j ,∈R
F2n
q , c0,1, . . . , c0,j ∈R Fmq and for j = 1, . . . , δ,

Algorithm 4 Set Public Key

Input: pp, skID
Output: pkID

1: runs the Key Gen algorithm of the underlying MQ
based signature scheme to generate
public key RID = SID ◦FID ◦TID : Fnq → Fmq and secret
key {SID, FID, TID}
2: computes P(sID) = hID ∈ Fmq , RID(wID) = rID ∈
Fmq
3: return pkID = (RID,hID, rID)

(a) writes a1,j = vID − a0,j ,
(b) evaluates e0,j = Comm(a0,j ,b0,j , c0,j),

e1,j = Comm(a1,j ,G(b0,j ,a1,j) + c0,j).

2. sets COM = (e0,1, e1,1, . . . , e0,δ, e1,δ)
3. evaluates challenges Ha2(P||RID||msg||COM) =

(α1, . . . , αδ) ∈ Fδq.
4. computes b1,j = αja0,j − b0,j and c1,j =

αjPID(a0,j)− c0,j for j = 1, . . . , δ.
5. sets RE1 = (b1,1, c1,1 . . . ,b1,δ, c1,δ).
6. derives challenges

Ha3(P||RID||msg||COM||RE1) = (t1, . . . , tδ) ∈
{0, 1}δ.

7. writes RE2 = (at1,1 . . . ,atδ,δ).
8. computes Ha3(P||RID||msg||COM||RE1||RE2) =

φ ∈ Fmq
9. evaluates R−1

ID (φ) = µ
10. outputs the signature as χ = Sign(msg) =

(COM,RE1,RE2, µ).

Length of the signature is 2δ · |Comm| + δ · (m +
4n) log2 q + n log2 q bit.

0 or 1 ← Signature Verification(pp, pkID,msg, ID, χ). The
verifier checks the validity of the message-signature pair
(msg, χ = Sign(msg) with respect to the user with
identity ID by executing the following steps:

1. evaluates kID = hID+rID if Ha1(ID) = hID appears
in pkID, else discards and outputs 0;

2. computes φ =
Ha1(P||RID||msg||COM||RE1||RE2) ∈ Fmq ;

3. if the equality RID(µ) = φ holds then it proceeds
further, otherwise discards and outputs 0;

4. computes challenges (α1, . . . , αδ) =
Ha2(P||RID||msg||COM) ∈ Fδq and (t1, . . . , tδ) =
Ha3(P||RID||msg||COM||RE1) ∈ {0, 1}δ,

5. breaks COM into (e0,1, e1,1, . . . , e0,δ, e1,δ), RE1

into ((b1,1, c1,1 . . . ,b1,δ, c1,δ) and RE2 into
(at1,1 . . . ,atδ,δ).

6. checks the validity of the following equalities

(a) for each j = 1, . . . , δ, tj = 0 implies

e0,j
?
= Comm(atj ,j , αjatj ,j−
b1,j , αjPID(atj ,j)− c1,j)

(b) for each j = 1, . . . , δ, tj = 1 implies
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Algorithm 5 Signature Generation

Input: pp,msg, skID, pkID)
Output: χ

1: chooses a0,1, . . . ,a0,j ,b0,1, . . . ,b0,j ,∈R
F2n
q , c0,1, . . . , c0,j ∈R Fmq

2: for j = 1, . . . , δ do
writes a1,j = vID − a0,j ,
evaluates e0,j = Comm(a0,j ,b0,j , c0,j), e1,j =

Comm(a1,j ,G(b0,j ,a1,j) + c0,j).
2: sets COM = (e0,1, e1,1, . . . , e0,δ, e1,δ)
3: evaluates challenges Ha2(P||RID||msg||COM) =
(α1, . . . , αδ) ∈ Fδq.
4: for j = 1, . . . , δ do

computes b1,j = αja0,j − b0,j and c1,j =
αjPID(a0,j)− c0,j
5: sets RE1 = (b1,1, c1,1 . . . ,b1,δ, c1,δ).
6: derives challenges Ha3(P||RID||msg||COM||RE1) =
(t1, . . . , tδ) ∈ {0, 1}δ.
7: writes RE2 = (at1,1 . . . ,atδ,δ).
8: computes Ha3(P||RID||msg||COM||RE1||RE2) =
φ ∈ Fmq
9: evaluates R−1ID (φ) = µ
10: return χ = (COM,RE1,RE2, µ).

e1,j
?
= Comm(atj ,j , αj(kID − PID(atj ,j)+

PID(0))− G(b1,j ,atj ,j)− c1,j)

(c) Ha3(P||RID||msg||COM||RE1||RE2)
?
= RID(µ)

7. if all the aforementioned equalities hold then
the pair (msg, χ) as a valid one and outputs 1;
otherwise, outputs 0 to denote the pair (msg, χ)
as an invalid one.

Correctness: The correctness of our proposed scheme
can be achieved by showing the existence of the follow-
ing equalities in the step 6 of Signature Verification:

if tj = 0 then

e0,j = Comm(atj ,j , αjatj ,j − b1,j , αjPID(atj ,j)− c1,j)
(2)

if tj = 1 then

e1,j = Comm(atj ,j , αj(kID − PID(atj ,j) + PID(0))−
G(b1,j ,atj ,j)− c1,j)

(3)

where j = 1, . . . , α. Let us consider the following two
cases:

� Case I (tj = 0): Here atj ,j = a0,j , αjatj ,j−b1,j =
αja0,j − b1,j = b0,j and αjPID(atj ,j) − c1,j =
αjPID(a0,j)− c1,j = c0,j .
Thus the equation 2 holds for each j = 1, . . . , α.

Algorithm 6 Signature Verification

Input: pp, pkID,msg, ID, χ
Output: 0 or 1

1: if Ha1(ID) = hID appears in pkID then
evaluates kID = hID + rID
computes φ =

Ha1(P||RID||msg||COM||RE1||RE2) ∈ Fmq
if RID(µ) = φ then

computes challenges (α1, . . . , αδ) =
Ha2(P||RID||msg||COM) ∈ Fδq and

(t1, . . . , tδ) =
Ha3(P||RID||msg||COM||RE1) ∈ {0, 1}δ

breaks COM into (e0,1, e1,1, . . . , e0,δ, e1,δ),
RE1 into ((b1,1, c1,1 . . . ,b1,δ, c1,δ) and

RE2 into (at1,1 . . . ,atδ,δ).
for j = 1, . . . , δ and tj = 0 do

if e0,j
?
= Comm(atj ,j , αjatj ,j −

b1,j , αjPID(atj ,j)− c1,j) and e1,j
?
=

Comm(atj ,j , αj(kID − PID(atj ,j) +
PID(0))− G(b1,j ,atj ,j)− c1,j) then

return 1
else

return 0
else

return 0
2: else

return 0

� Case II (tj = 1): Here atj ,j = a1,j and

αj(kID − PID(atj ,j) + PID(0))− G(b1,j ,atj ,j)− c1,j

= αj(PID(vID)− PID(a1,j) + PID(0))−
G(b1,j ,a1,j)− c1,j

= αj(PID(a0,j + a1,j)− PID(a1,j) + PID(0))−
G(b1,j ,a1,j)− c1,j since vID = a0,j + a1,j

= αj(PID(a0,j) + G(a0,j ,a1,j))− G(b1,j ,a1,j)− c1,j

= G(αja0,j − b1,j ,a1,j) + αjP(a0,j)− c1,j

= G(b0,j ,a1,j) + c0,j

Hence the equation 3 holds for each j = 1, . . . , α.

4. SECURITY

Theorem 4.1. The proposed scheme Mul-CLS is
existentially unforgeable against a chosen message and
chosen identity Super Type I adversary under the
hardness of MQ problem, if

(i) the underlying commitment scheme Comm is
computationally binding and perfectly hiding,

ii) the hash functions Ha1, Ha2 and Ha3 are designed
as random oracles.
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Proof: We prove the security of Mul-CLS against
a chosen message and chosen identity Super Type I
adversary by the method of contradiction where the
MQ problem is assumed to be hard. Consider an
adversary AD1 whose success probability is assumed
to be non-negligible in the game defined in the Section
2.5.1 for Mul-CLS. Then we will play a series of games
Ga0, . . . ,Ga8 to show that an oracle machine OAD can
be constructed to solve the MQ problem with the help
of AD1 and managing outputs of the random oracles
Ha1, Ha2 and Ha3. Note that for each i = 1, . . . , 8, Gai
is obtained by slight modification of Gai−1. Consider
Pr[Gai] as AD1’s success probability in Gai.

Ga0 : Ga0 is nothing but the game defined
in the Section 2.5.1 for Mul-CLS. Therefore,

Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD1
= Pr[EXPcma-cida-super

Mul-CLS(1κ) = 1] =

Pr[Ga0]

Ga1 : It is identical to Ga0 except that during
Create User query, the oracle machine OAD

1. randomly chooses sID ∈ Fnq , and substitutes
Ha1’s output on ID by hID = P(sID),

2. randomly selects wID ∈ Fnq ,
3. randomly chooses a system of quadratic

multivariate polynomials RID : Fnq → Fmq and
computes RID(wID) = rID,

4. substitutes the output of Create User by
〈ID, sID,wID, (RID,hID, rID)〉.

If |Pr[Ga1] − Pr[Ga0]| is non-negligible then one
may useAD1 for distinguishing Ha1’s distributions.
This is impossible. Ha1 is designed as random
oracle. Consequently, |Pr[Ga1]−Pr[Ga0]| = ε1(κ),
where ε1(κ) is a negligible function.

Ga2 : This game is analogues to Ga1, apart from the
fact that OAD randomly chooses sID ∈ Fnq , and
substitutes Ha1’s output on ID by hID = P(sID)
and the respective partial private key by sID during
Partial Private Key Extract query. Now |Pr[Ga2] −
Pr[Ga1]| non-negligible implies AD1 can be used
for distinguishing Ha1’s output distributions, which
is impossible. Thereby, |Pr[Ga2] − Pr[Ga1]| =
ε2(κ), a negligible function.

Ga3 : It is identical to Ga2 except that during
Public Key Replace query, the oracle machine OAD

1. randomly chooses s′ID ∈ Fnq , and substitutes
Ha1’s output on ID by h′ID = P(s′ID),

2. randomly chooses a system of quadratic
multivariate polynomials R′ID : Fnq → Fmq and
computes R′ID(w′ID) = r′ID,

3. replaces the public key pkID with pk′ID =
(R′ID,h′ID, r′ID).

If |Pr[Ga3] − Pr[Ga2]| is non-negligible then one
may use AD for distinguishing Ha1’s distributions.

This is impossible. Consequently, |Pr[Ga3] −
Pr[Ga2]| = ε3(κ), a negligible function.

Ga4 : This game is analogues to Ga3, apart from
the fact that OAD randomly chooses w′ID ∈
Fnq and substitutes the secret value with w′ID
during Set Secret Value query. If |Pr[Ga4] −
Pr[Ga3]| is non-negligible then one may use AD1

for distinguishing OAD’s output sequence from a
random sequence which is not possible. Hence,
there exists a negligible function ε4(κ) such that
|Pr[Ga4]− Pr[Ga3]| = ε4(κ).

Ga5 : It is identical to Ga4 except that during
Super Sign query, the oracle machine OAD

1. randomly selects sID,wID ∈ Fnq ,
2. chooses a system of quadratic multivariate

polynomials RID : Fnq → Fmq , and computes
RID(wID) = rID,

3. replaces the output of Ha1 on ID by hID =
P(sID),

4. substitutes the signature by χ which is
produced by using secret key sID||wID for the
system PID(z) = P(x) +RID(y) = hID +rID =
kID.

If |Pr[Ga5] − Pr[Ga4]| is non-negligible then it is
possible to utilize AD1 for distinguishing Ha1’s
distributions which is impossible. Therefore,
|Pr[Ga5] − Pr[Ga4]| = ε5(κ), where ε5(κ) is a
negligible function.

Ga6 : This game is similar to Ga5 excepting
OAD replaces Ha2’s output by a random element
chosen from Fδq. It is possible to use AD1 for
distinguishing Ha2’s distributions if |Pr[Ga6] −
Pr[Ga5]| is non-negligible, which is not possible.
Thereby, |Pr[Ga6]− Pr[Ga5]| = ε6(κ), a negligible
function.

Ga7 : It is analogues to Ga6 apart from the fact that
OAD replaces Ha3’s output by randomly selected
bit-string of length δ. Note that one can utilize
AD1 in order to distinguish Ha3’s distributions
if |Pr[Ga7] − Pr[Ga6]| is non-negligible. This is
not possible. As a consequence, there exists some
non-negligible function ε7(κ) such that |Pr[Ga7]−
Pr[Ga6]| = ε7(κ).

Ga8 : This is identical to Ga7 excepting OAD
substitutes Ha1 query on ID∗ using randomly
selected h∗ ∈ Fmq , replaces the outputs of Ha2 and

Ha3 by a random element of Fδq and a randomly
chosen δ-length bit-string respectively. One may
argue that |Pr[Ga8]− Pr[Ga7]| = ε8(κ) (negligible
function) by using the arguments of Ga1, Ga2, and
Ga3, Ga5, Ga6, and Ga7.
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Therefore,

|Pr[Ga8]− Pr[EXPcma-cida-super

Mul-CLS(1κ) = 1]|

= |Pr[Ga8]− Pr[Ga0]|
≤ |Pr[Ga8]− Pr[Ga7]|+ |Pr[Ga7]− Pr[Ga6]|
+ |Pr[Ga6]− Pr[Ga5]|+ |Pr[Ga5]− Pr[Ga4]|
+ |Pr[Ga4]− Pr[Ga3]|+ |Pr[Ga3]− Pr[Ga2]|
+ |Pr[Ga2]− Pr[Ga1]|+ |Pr[Ga1]− Pr[Ga0]|
= ε8(κ) + ε7(κ) + ε6(κ) + ε5(κ) + ε4(κ) + ε3(κ)

+ ε2(κ) + ε1(κ) = ε(κ)(negligible function).

Therefore, Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD1
= Pr[EXPcma-cida-super

Mul-CLS(1κ) =

1] is same as Pr[Ga8]. Hence, Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD1
is

non-negligible implies Pr[Ga8] non-negligible.

If possible, let Pr[Ga8] be non-negligible. Then it
can be shown that OAD would be able to solve the
MQ problem by finding a solution v∗ of the system
k∗ = PID∗(z) using AD1.

1. The oracle machine OAD generates four valid

transcripts (COM,Ω(i),RE
(i)
1 ,Υ(j),RE

(i,j)
2 ){i,j=0,1}

with the help of AD1 and controlling the output
of random oracles Ha2 and Ha3, where

COM = (e0,1, e1,1, . . . , e0,δ, e1,δ)

Ω(i) = (α
(i)
1 , . . . , α

(i)
δ ) with α

(0)
l 6= α

(1)
δ

for l = 1, . . . , δ

RE
(i)
1 = (b

(i)
1,1, c

(i)
1,1 . . . ,b

(i)
1,δ, c

(i)
1,δ

Υ(j) = (t
(j)
1 , . . . , t

(j)
δ ) with t

(j)
l = j ∈ {0, 1}

for l = 1, . . . , δ

RE
(i,j)
2 = (a

(i)
j,1 . . . ,a

(i)
j,δ)

2. For each l = 1, . . . , α,

e0,l = Comm
(
a
(0)
0,l , α

(0)
l a

(0)
0,l − b

(0)
1,l , α

(0)
l PID∗(a

(0)
0,l )− c

(0)
1,l

)
= Comm(a

(1)
0,l , α

(1)
l a

(1)
0,l − b

(1)
1,l , α

(1)
l PID∗(a

(1)
0,l )− c

(1)
1,l )

(4)

e1,l = Comm(a
(0)
1,l , α

(0)
l (k∗ − PID∗(a

(0)
1,l )+

PID∗(0))− G(b
(0)
1,l ,a

(0)
1,l )− c

(0)
1,l )

= Comm(a
(1)
1,l , α

(1)
l (k∗ − PID∗(a

(1)
1,l )

+PID∗(0))− G(b
(1)
1,l ,a

(1)
1,l )− c

(1)
1,l )

(5)

3. The computationally binding property of the
commitment scheme Comm ensures that the
arguments of Comm for e0,l are equal in 4 and for
e1,l are equal in 5. Thus, we have

a
(0)
0,l = a

(1)
0,l

(6)

α
(0)
l a

(0)
0,l − b

(0)
1,l = α

(1)
l a

(1)
0,l − b

(1)
1,l

(7)

α
(0)
l PID∗(a

(0)
0,l )− c

(0)
1,l = α

(1)
l PID∗(a

(1)
0,l )− c

(1)
1,l

(8)

a
(0)
1,l = a

(1)
1,l

(9)

α
(0)
l (k∗ − PID∗(a

(0)
1,l ) + PID∗(0))− G(b

(0)
1,l ,a

(0)
1,l )− c

(0)
1,l

= α
(1)
l (k∗ − PID∗(a

(1)
1,l ) + PID∗(0))− G(b

(1)
1,l ,

a
(1)
1,l )− c

(1)
1,l

(10)

4. From the equations 9 and 10,

(α
(0)
l − α

(1)
l )(k∗ − PID∗(a

(0)
1,l ) + PID∗(0)) =

G(b
(0)
1,l ,a

(0)
1,l )− G(b

(1)
1,l ,a

(1)
1,l ) + c

(0)
1,l − c

(1)
1,l

⇒ (α
(0)
l − α

(1)
l )(k∗ − PID∗(a

(0)
1,ρ) + PID∗(0)) = G(b

(0)
1,l

− b
(1)
1,l ,a

(0)
1,l ) + c

(0)
1,l − c

(1)
1,l

(11)

5. From 6, 7, 8 and 11

(α
(0)
l − α

(1)
l )(k∗ − PID∗(a

(0)
1,l ) + PID∗(0))

= G((α
(0)
l − α

(1)
l )a

(0)
0,l ,a

(0)
1,l ) + (α

(0)
l − α

(1)
l )PID∗(a

(0)
0,l )

⇒ k∗ − PID∗(a
(0)
1,l ) + PID∗(0) = G(a

(0)
0,l ,a

(0)
1,l )+

PID∗(a
(0)
0,l ) since α

(0)
l 6= α

(1)
l

⇒ k∗ = PID∗(a
(0)
1,l ) + G(a

(0)
0,l ,a

(0)
1,l ) + PID∗(a

(0)
0,l )−

PID∗(0) = PID∗(a
(0)
0,l + a

(0)
1,l )

6. Thus, the oracle machine OAD extracts a solution

a
(0)
0,l + a

(0)
1,l of k∗ = PID∗(z) i.e., k∗ = PID∗(a

(0)
0,l +

a
(0)
1,l ).

Thus, Pr[Ga8] is non-negligible implies OAD is
able to determine a solution of the MQ problem
k∗ = PID∗(z). It contradicts the assumption that
MQ problem is NP-hard. Consequently, Pr[Ga8] is

negligible which ensures that Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD1
=

Pr[EXPcma-cida-super

Mul-CLS(1κ) = 1] is negligible. Therefore,

we may conclude that the proposed Mul-CLS attains
existential unforgeability against a chosen message and
chosen identity Super Type I adversary.
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Theorem 4.2. The proposed scheme Mul-CLS is
existentially unforgeable against chosen message and
chosen identity Super Type II adversary under the
hardness of MQ problem, if

(i) the underlying commitment scheme Comm is
computationally binding and perfectly hiding,

ii) the hash functions Ha1, Ha2, and Ha3 are designed
as random oracles.

Proof: We use the method of contradiction to prove
the security of Mul-CLS against a chosen message and
chosen identity Super Type II adversary. Consider an
adversary AD2 with non-negligible success probability
in the game defined in the Section 2.5.2 for Mul-CLS. We
now play a series of games Ga0, . . . ,Ga7 to construct an
oracle machine OAD for solving the MQ problem with
the help of AD2 and managing outputs of the random
oracles Ha1, Ha2, and Ha3. Note Gai is obtained by
slight modification of Gai−1 for i = 1, . . . , 7. Let the
success probability of AD2 in Gai be Pr[Gai].

Ga0 : Ga0 is nothing but the game defined in
the Section 2.5.2 for Mul-CLS. As a consequence,

Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD2
= Pr[EXPcma-cida-super

Mul-CLS(1κ) = 1] =

Pr[Ga0].

Ga1 : It is similar to Ga0 except that during
Create User query, the oracle machine OAD

1. randomly selects sID ∈ Fnq , and substitutes
Ha1’s output on ID by hID = P(sID),

2. randomly picks wID ∈ Fnq ,
3. randomly chooses a system of quadratic

multivariate polynomials RID : Fnq → Fmq and
computes RID(wID) = rID,

4. replaces Create User queries output by
〈ID, sID,wID, (RID,hID, rID)〉.

|Pr[Ga1] − Pr[Ga0]| is non-negligible implies AD2

can be used to distinguish Ha1’s distributions. This
is impossible. Consequently, |Pr[Ga1]−Pr[Ga0]| =
ε1(κ), where ε1(κ) is a negligible function.

Ga2 : It is same as Ga1 except that during
Public Key Replace query, the oracle machine OAD

1. randomly selects s′ID ∈ Fnq , and replaces Ha1’s
output on ID by h′ID = P(s′ID),

2. randomly chooses a system of quadratic
multivariate polynomials R′ID : Fnq → Fmq ,
and computes R′ID(w′ID) = r′ID,

3. substitutes the public key pkID with pk′ID =
(R′ID,h′ID, r′ID).

If |Pr[Ga2] − Pr[Ga1]| is non-negligible then
one may use AD2 in order to distinguish with
Ha1’s distributions which is impossible. Hence,
there exists a negligible function ε2(κ) such that
|Pr[Ga2]− Pr[Ga1]| = ε2(κ).

Ga3 : This game is analogues to Ga2, apart from
the fact that OAD randomly selects w′ID ∈ Fnq
and replaces the secret value with w′ID during
Set Secret Value query. |Pr[Ga4]−Pr[Ga3]| is non-
negligible implies AD2 can be utilized for distin-
guishing OAD’s output sequence from a random
sequence which is not possible. Consequently,
|Pr[Ga4]− Pr[Ga3]| = ε3(κ), where ε3(κ) is a neg-
ligible function.

Ga4 : It is identical to Ga3 except that during
Super Sign query, the oracle machine OAD

1. randomly chooses sID ∈ Fnq ,
2. randomly selects wID ∈ Fnq by accessing the

oracle Secret Value Extract,
3. computes RID(wID) = rID where system of

quadratic multivariate polynomials RID is
received through oracle Create-user,

4. replaces the output of Ha1 on ID by hID =
P(sID),

5. substitutes the signature by χ which is
produced by using secret key sID||wID for the
system PID(z) = P(x) +RID(y) = hID +rID =
kID.

If |Pr[Ga4] − Pr[Ga3]| is non-negligible then AD2

can be used for distinguishing Ha1’s distributions.
This is impossible. As a consequence, |Pr[Ga4] −
Pr[Ga3]| = ε4(κ), a negligible function.

Ga5 : This game is similar to Ga4 excepting
OAD replaces Ha2’s output by a randomly chosen
element from Fδq. It is possible to use AD2 for
distinguishing Ha2’s distributions if |Pr[Ga5] −
Pr[Ga4]| is non-negligible, which is not possible.
Thereby, a negligible function ε5(κ) exists such
that |Pr[Ga5]− Pr[Ga4]| = ε5(κ).

Ga6 : It is identical to Ga5 apart from the fact
that OAD replaces Ha3’s output by a randomly
chosen bit-string of length δ. Note that one can
use AD2 in order to distinguish Ha3’s distributions
if |Pr[Ga6] − Pr[Ga5]| is non-negligible. This
impossible. As a consequence, there exists some
non-negligible function ε6(κ) such that |Pr[Ga6]−
Pr[Ga5]| = ε6(κ).

Ga7 : This is identical to Ga6 excepting OAD
substitutes Ha1 query on ID∗ using randomly
selected h∗ ∈ Fmq , replaces the outputs of Ha2 and

Ha3 by a random element of Fδq and a randomly
selected δ-length bit-string respectively. We can
argue that |Pr[Ga7]− Pr[Ga6]| = ε7(κ) (negligible
function) by utilizing the similar arguments as
mentioned Ga1, Ga2, Ga4, Ga5, and Ga6.
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Therefore,

|Pr[Ga7]− Pr[EXPcma-cida-superMul−CLS(1κ) = 1]|

= |Pr[Ga7]− Pr[Ga0]|
≤ |Pr[Ga7]− Pr[Ga6]|+ |Pr[Ga6]− Pr[Ga5]|
+ |Pr[Ga5]− Pr[Ga4]|+ |Pr[Ga4]− Pr[Ga3]|
+ |Pr[Ga3]− Pr[Ga2]|+ |Pr[Ga2]− Pr[Ga1]|
+ |Pr[Ga1]− Pr[Ga0]|
= ε7(κ) + ε6(κ) + ε5(κ) + ε4(κ)+

ε3(κ) + ε2(κ) + ε1(κ) = ε(κ)(negligible function).

Thereby, Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD2
= Pr[EXPcma-cida-super

Mul-CLS(1κ) = 1]

is same as Pr[Ga7]. Thus, Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD2
is

non-negligible implies Pr[Ga7] non-negligible.

If possible let Pr[Ga7] be non-negligible. Then it is
possible to show that OAD can break the MQ problem
by finding a solution v∗ of the system k∗ − P(x∗) =
RID∗(y) using AD2.

1. The oracle machine OAD generates four valid

transcripts (COM,Ω(i),RE
(i)
1 ,Υ(j),RE

(i,j)
2 ){i,j=0,1}

with the help of AD2 and controlling the output
of random oracles Ha2 and Ha3, where

COM = (e0,1, e1,1, . . . , e0,δ, e1,δ)

Ω(i) = (α
(i)
1 , . . . , α

(i)
δ ) with α

(0)
l 6= α

(1)
δ

for l = 1, . . . , δ

RE
(i)
1 = (b

(i)
1,1, c

(i)
1,1 . . . ,b

(i)
1,δ, c

(i)
1,δ

Υ(j) = (t
(j)
1 , . . . , t

(j)
δ ) with t

(j)
l = j ∈ {0, 1}

for l = 1, . . . , δ

RE
(i,j)
2 = (a

(i)
j,1 . . . ,a

(i)
j,δ)

2. For each l = 1, . . . , α,

e0,l = Comm(a
(0)
0,l , α

(0)
l a

(0)
0,l − b

(0)
1,l , α

(0)
l PID∗(a

(0)
0,l )

−c
(0)
1,l )

= Comm
(
a
(1)
0,l , α

(1)
l a

(1)
0,l − b

(1)
1,l , α

(1)
l PID∗(a

(1)
0,l )− c

(1)
1,l

)
(12)

e1,l = Comm(a
(0)
1,l , α

(0)
l (k∗ − PID∗(a

(0)
1,l ) + PID∗(0))

−G(b
(0)
1,l ,a

(0)
1,l )− c

(0)
1,l )

= Comm(a
(1)
1,l , α

(1)
l (k∗ − PID∗(a

(1)
1,l ) + PID∗(0))

−G(b
(1)
1,l ,a

(1)
1,l )− c

(1)
1,l )

(13)

3. The computationally binding property of the
commitment scheme Comm ensures that the
arguments of Comm for e0,l are equal in 12 and
for e1,l are equal in 13. Thus, we have

a
(0)
0,l = a

(1)
0,l

(14)

α
(0)
l a

(0)
0,l − b

(0)
1,l = α

(1)
l a

(1)
0,l − b

(1)
1,l

(15)

α
(0)
l PID∗(a

(0)
0,l )− c

(0)
1,l = α

(1)
l PID∗(a

(1)
0,l )− c

(1)
1,l

(16)

a
(0)
1,l = a

(1)
1,l

(17)

α
(0)
l (k∗ − PID∗(a

(0)
1,l ) + PID∗(0))− G(b

(0)
1,l ,a

(0)
1,l )− c

(0)
1,l

= α
(1)
l (k∗ − PID∗(a

(1)
1,l ) + PID∗(0))− G(b

(1)
1,l ,a

(1)
1,l )−

c
(1)
1,l

(18)

4. From the equations 17 and 18,

(α
(0)
l − α

(1)
l )(k∗ − PID∗(a

(0)
1,l ) + PID∗(0)) = G(b

(0)
1,l ,

a
(0)
1,l )− G(b

(1)
1,l ,a

(1)
1,l ) + c

(0)
1,l − c

(1)
1,l

⇒ (α
(0)
l − α

(1)
l )(k∗ − PID∗(a

(0)
1,ρ) + PID∗(0)) =

G(b
(0)
1,l − b

(1)
1,l ,a

(0)
1,l ) + c

(0)
1,l − c

(1)
1,l

(19)

5. From 14, 15, 16 and 19

(α
(0)
l − α

(1)
l )(k∗ − PID∗(a

(0)
1,l ) + PID∗(0))

= G((α
(0)
l − α

(1)
l )a

(0)
0,l ,a

(0)
1,l ) + (α

(0)
l − α

(1)
l )PID∗(a

(0)
0,l )

⇒ k∗ − PID∗(a
(0)
1,l ) + PID∗(0) = G(a

(0)
0,l ,a

(0)
1,l )+

PID∗(a
(0)
0,l ) since α

(0)
l 6= α

(1)
l

⇒ k∗ = PID∗(a
(0)
1,l ) + G(a

(0)
0,l ,a

(0)
1,l ) + PID∗(a

(0)
0,l )−

PID∗(0) = PID∗(a
(0)
0,l + a

(0)
1,l )

6. Hence, the oracle machine OAD is able to extract

a solution a
(0)
0,l + a

(0)
1,l of k∗ = PID∗(z) i.e., k∗ =

PID∗(a
(0)
0,l + a

(0)
1,l ).

7. From the Step 6, we have k∗ = PID∗(a
(0)
0,l + a

(0)
1,l ) =

P(x∗) +RID∗(y∗). Therefore, we have RID∗(y∗) =
k∗−P(x∗). Thus the oracle machine OAD extracts
a solution y∗ of k∗ − P(x∗) = RID∗(y)

The Computer Journal, Vol. ??, No. ??, ????



A Multivariate Based Certificateless Signature Scheme with Applications to IoMT 13

FIGURE 2. A workflow diagram depicting the
communication flow of the proposed Mul-CLS: Part I

FIGURE 3. A workflow diagram depicting the
communication flow of the proposed Mul-CLS: Part II

Therefore, Pr[Ga7] is non-negligible implies OAD
is able to find a solution of the MQ problem k∗ =
RID∗(y) without knowing R−1ID∗ . It contradicts the
assumption that MQ problem is NP-hard. As a
consequence, Pr[Ga7] is negligible which makes sure

that Adv
EXPcma-cida-super

Mul-CLS(1κ)

AD2
= Pr[EXPcma-cida-super

Mul-CLS(1κ) = 1]

is negligible. Thus, we can conclude that the
proposed Mul-CLS is existentially unforgeable against
chosen message and chosen identity Super Type II
adversary.

5. EFFICIENCY

In this section, we discuss the communication and
storage complexity of our proposed Mul-CLS. In
particular, sizes of master public key mpk, master
secret key msk, secret key of user, and signature are

respectively m(n+2)(n+1)
2 field (Fq) elements, n2+m2+c

field (Fq) elements, 2n field (Fq) elements, and 2δ ·
|Comm| + δ · (m + 4n)log2 q + nlog2 q bits. Here
n,m, c, δ, |Comm|, and q denote respectively the number
of variables, number of equations, size of the central
map, number of rounds of the underlying identification
scheme, size of the commitment scheme, and the
cardinality of the underlying field. We summarize the
data in Table 1.

We now discuss the findings of our comparative
analysis. The security of [10, 27, 9, 8, 4, 28, 5, 29,
30] relies on number-theoretic hardness assumptions.

TABLE 1. Communication and storage costs of Mul-CLS
mpk size m(n+2)(n+1)

2
field (Fq) elements

msk size n2 +m2 + c field (Fq) elements

User’s secret key size 2n field (Fq) elements

User’s public key size m(n+2)(n+1)
2

+ 2m field (Fq) elements

Signature size 2δ · |Comm|+ δ · (m+ 4n)log2 q + nlog2 q bits

TABLE 2. Running time complexity of Mul-CLS for 80 bit
security level over GF (31)

Time (in seconds)

Setup Phase 1.45

Partial Private Key Extract 0.062

Set Secret Value 0.001

Set Secret Key 7× 10−6

Set Public Key 1.32

Signature 0.089

Verification 0.029

Therefore, as soon as an adversary get access to large
scale quantum computers, it can very easily mount
an attack on these schemes, and make them obsolete,
insecure and useless. We point out that although
the size of signature is large in our scheme, MPKC-
based schemes are very fast, and can efficiently work
on memory-constraint devices. This is because the core
operations required in MPKC are only binary modular
field multiplications and additions. Research has shown
that MPKC schemes can be efficiently implemented on
low cost devices like smart cards and RFID chips, and
they outperform most of their competitors with regard
to performance [31, 32, 33, 34, 35]. This makes MPKC
schemes a promising candidate for the security of the
IoMT systems. In addition, unlike classical schemes,
our proposed Mul-CLS provides security against the
threat of quantum computers. Thus, Mul-CLS has
compensatory advantages which gives it an upper hand
over existing classical CLS.

6. APPLICATION TO INTERNET OF MED-
ICAL THINGS

Ensuring the integrity and authenticity of sensitive
data in an computationally-limited IoMT network is
of utmost importance. Large number of devices are
connected to an IoMT network, and if the digital
identity (example IP address) of a device is not securely
authenticated, it can jeopardize the system. Thus,
authenticating the identity of machines connected in
IoMT systems is also one of the major tasks. Given the
context of the situation, a signature scheme appears
to be an efficient cryptographic primitive that helps
to address security issues. Unfortunately, conventional
signature schemes in the current state of the art, either
it is PKI-based or IBC-based primitives, can not work
efficiently within IoMT systems. This is due to the
fact that devices connected in an IoMT systems, for
example blood pressure monitor etc, are very tiny
and autonomous which places down constraints on
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power and storage capabilities. The problem with
PKI-based signature primitives is that it requires
certificate management. This results in large amount
of computational-overhead and communication-cost,
making it unsuitable for IoMT networks. The IBC-
based signature primitives circumvents the need of
certificates, but the inherent problem of key escrow
makes it unsuitable for deployment in large-scale
IoMT networks. In view of the circumstances, our
proposed certificateless signature scheme Mul-CLS is an
efficient and resilient cryptographic primitive that can
be employed to build robust IoMT systems.

The proposed design Mul-CLS is a viable crypto-
graphic primitive that addresses all the security issue
mentioned above at one go. Mul-CLS provides advanced
security features like undeniability and unforgeability.
In addition, by using Mul-CLS, a verifier can check
whether the message was altered during the transmis-
sion or not to ensure the integrity of transmitted data.
It not only circumvents the heavy cost of certificate
management, but also addresses the issue of key escrow
of IBC-based cryptosystem.

FIGURE 4. Application of Mul-CLS in IoMT: Health
Data collected by IoMT devices like Heartbeat monitor
and Blood pressure monitor are signed before transmitted.
After receiving the data from the connected and authorized
devices, Data center (DC) verify the validity of the signature
to assess the authenticity and integrity of the received data.

IoMT devices like wearable biosensor have very re-
stricted computing bandwidth and processing power.
Therefore, it is very important to ensure that compu-
tation time and bandwidth required for generating sig-
natures in an IoMT setting should be as least as possi-
ble. Our proposed design is based on MPKC. Research
[31, 32, 33, 34, 35] demonstrate that multivariate-based
schemes can be implemented very efficiently, and out-
perform most of their competitors with regard to per-
formance. Hence, cryptographic-primitives built using
MPKC are ideally suited for low-end IoMT devices. Im-
plementation of the proposed scheme only requires mod-
est computational resources; basically doing finite field
multiplication and additions. Thus, Mul-CLS being a
scheme based on a MPKC, is by and large fast, and re-
quires only inexpensive computing resources that makes
it ideal for use on economical and budget devices which
forms a part of an IoMT network. In short, Mul-CLS
provides strong security guarantees like authenticity, in-
tegrity, and undeniability, in a cost-effective manner (re-

TABLE 3. List of notations and symbols used in the article

KGC Key generation center

CLS Certificateless signature

MQ Multivariate Quadratic

MPKC Multivariate public key cryptography

IoMT Internet of Medical Things

PKI Public key infrastructure

IBC Identity based cryptography

msk master secret key

mpk master public key

sID partial private key

pp public parameter

wID secret information

Fq Finite field of order q

n number of equations

m number of variables

Ha1, Ha2,Ha3 Cryptographically secure hash functions

Comm Commitment scheme

ID Identity of the user

pkID public key corresponding to the user with identity ID

skID secret key corresponding to the user with identity ID

1κ security parameter

msg message

χ signature

δ number of rounds of the underlying identification scheme

fer to Figure 4). IoMT systems deals with very delicate
and sensitive health related data, and thus, ensuring the
security of such system is of critical importance. Cur-
rently used solutions are based on the number-theoretic
hardness assumptions, but advent of quantum comput-
ers in near future will completely break these IoMT sys-
tems. Our proposed design Mul-CLS addresses this is-
sue as well. It is built on the top of the intractability
of MQ problem which is assumed to be NP-hard [19].
Hence, Mul-CLS can resist attacks by quantum comput-
ers. As a consequence, by employing Mul-CLS, we can
build efficient and robust IoMT system with future se-
curity guarantees.

7. CONCLUSION

This work presented the design and analysis of prov-
ably secure multivariate-based certificateless signature
scheme Mul-CLS. The scheme is constructed by putting
to use a secure MPKC-based signature in company
with Sakumoto et al. [20]’s identification protocol as
the fundamental building blocks. Our proposed design
is existentially unforgeable against chosen message
and chosen identity Super Type I and Super Type II
adversaries in ROM. To the best of our knowledge,
the Mul-CLS is the first multivariate based CLS. Our
scheme is ideally suited for IoMT where ensuring the
integrity and authenticity of the transmitted data is
of utmost importance. Mul-CLS is fast, inexpensive,
efficient, and requires only modest computational re-
sources for working owing to the fact that it is a MPKC
based scheme. Being a certificateless based crypto-
graphic primitive, Mul-CLS avoids the computationally
heavy task of certificate management and key escrow
problem. Thus, it can be employed to build secure
large-scale IoMT networks. In other words, by making
use of Mul-CLS as a cryptographic building block, we
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can build robust, computationally-inexpensive, and
post quantum-secure IoMT networks while logically
addressing the security challenges up front.

Data Availability Statement: Data sharing not
applicable to this article as no new data were generated
or analysed in support of this research.
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