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Executive Summary 

• NG112 and next generation emergency networks 

•  Challenges and opportunities 

>  The evolution of telco technologies has significantly changed the way people communicate 
>  Multimedia capabilities are available everywhere  
>  This evolution has reached also the emergency networks ecosystem in different areas 
>  How this new landscape will impact NG112 from different (technical, economical, legal/regulatory) points of view will 

be analyzed 
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CHAPTER  

1
Introduction: The 
next generation 
emergency 
networks landscape 
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Not	only	technical	impact	
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New	Emergency	supra-na-onal	
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NG112	
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Conclusions


• Both	general	purpose-	and	emergency-	communica-ons	landscape	have	
significantly	evolved	since	NG112	LTD	architecture	was	ini-ally	
conceived	

•  Furthermore,	many	factors	which	will	likely	affect	NG112	evolu-on	are	
not	technical	ones	

• A	revision	of	new	technologies	and	stakeholders’	posi-ons	needs	to	be	
carried	out	to	check	NG112’s	health	and	longevity		

• Ader	the	analysis	we	should	be	able	to	answer	to	the	following	…	
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… ques2ons
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Will new technology/situation X probably… 

• …replace … 

• …complement … 

• …push … 

• …delay … 

…NG112? 



CHAPTER  EENA NG112 
 2



History of NG112 architecture


• NG9-1-1	&	NG112	

Ref:	hgp://www.nena.org/resource/resmgr/ng9-1-1_project/ng9-1-1_history.pdf		
2000	 2005	 2010	 2015	 2020	

Planning	
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NENA	NG911	Project	

Func#onal	and	
interface	standards	

Detailed	func#onal	
and	interface	
standards	for	i3	

First	
interoperability	
(ICE)	event	

State	of	
Washington	

First	State-wide	
ESINET	

IETF	ECRIT	
BOF	

I3	Requirements	
Document	

NG112	LTD	
published	Introduc#on	to	

European	NG-112	

NG112	standardiza#on	
ac#vi#es	in	ETSI	
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History of NG112 architecture


•  I3	Architecture	from	NENA’s	NG9-1-1	

Doc Number Doc Name Approved Date 
 NENA-STA-010.2-2016 (originally 08-003) 	Detailed	Func-onal	and	Interface	Standards	for	the	NENA		i3	Solu-on				  2016/09/10 
 NENA/APCO-REQ-001.1.1-2016 	NENA/APCO	NG9-1-1	PSAP	Requirements	Document	  2016/01/15 
 NENA-INF-009.1-2014  	Requirements	for	a	Na-onal	Forest	Guide	Informa-on		Document		  2014/08/14  
 NENA-INF-006.1-2014  	NG9-1-1	Planning	Guidelines	Informa-on	Document	  2014/01/08  
 NENA-INF-003.1-2013 	Poten-al	Points	of	Demarca-on	in	NG9-1-1	Networks		Informa-on	Document	  2013/03/21 
 08-506 	Emergency	Services	IP	Network	Design	for	NG9-1-1		Informa-on	Document						*****Update	In	Progress*****	  2011/12/14 
 57-750 	NG9-1-1	System	and	PSAP	Opera-onal	Features	and		Capabili-es	Requirements	Document	  2011/06/14 
 73-501 	Use	Cases	&	Suggested	Requirements	for	Non-Voice-		Centric	Emergency	Services	Informa-on	Document	  2011/01/11 
 08-002 	Func-onal	and	Interface	Standards	for	Next	Genera-on						9-1-1	Version	  2007/12/18 
 08-505 	Methods	for	Loca-on	Determina-on	to	Support	IP-Based		Emergency	Services	Informa-on	Document	  2006/12/21 
 08-752 	Loca-on	Informa-on	to	Support	IP-Based	Emergency		Services	Requirements	Document	  2006/12/21 
 08-751 	NENA	i3	Requirements	Document	  2006/09/28 
 08-502 	E9-1-1	Requirements	Informa-on	Document	  2004/07/23 

 08-501 
	Interface	between	the	E9-1-1	Service	Provider	Network		and	the	Internet	Protocol	(IP)	PSAP	Informa-on	
Document	  2004/06/15 

14 



MCPTT	
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NG112: Architecture
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NG112: Main characteris2cs


•  “Driven”	by	PSAP	industry	and	users	(grouped	in	NENA/EENA)	
•  To	be	revisited	upon	new	communica-ons	paradigms	(unbound/unregulated)	

•  Evolu-on	of	112	to	(Vo)IP		
•  Voice+Video+RTT	capable	
•  Loca-on	conveyance	by	value/reference	possibly	assisted	by	different	nodes	
•  Advanced	call	rou-ng	considering	PSAPs’	specific	demands	

• Origina-ng	network	agnos-c	(before	All-IP	networks)	
•  LNG+BCF	as	the	key	enablers	for	mul-ple	heterogeneous	origina-ng	networks	

• Different	PSAP	models	
•  Emergency	calls	are	delivered	in	the	BCF	“Point	of	Presence”	and	internally	
routed	according	to	“complex”	PSAP-defined	ESINET	policies	
Ref:EENA	LTD	1.1	 17 



NG112: Key technologies/protocols


•  Signalling:	
•  Overall	

•  SIP/RTP	
•  Use	of	SOS	service	urn	for	emergency	call	rou-ng	

•  Loca-on	querying/retrieval/update	
•  Geoloca-on	header	(by	value/by	reference)	

•  PIDF-LO	
•  By	Value	

•  Mul-part	MIME	body	
•  By	Reference	

•  HELD	(HTTP	transport)	
•  SIP	subscribe/no-fy	mechanisms	(SIP	simple)	

•  LOST	
•  Loca-on	to	service	mapping,	HTTP	transport	

Ref:EENA	LTD	1.1	 18 



NG112: Key technologies/protocols


• Media	
•  Codec	

•  Audio:	G.711	(u	and	a	laws	)	mandatory.	AMR,	AMR-WB,	EVRC-*	recommended	
•  Video:	H264/MPEG-4	10	Baseline	profile	mandatory.	Scalable	Baseline	recommended	
•  Non-human:	CAP,	EDXL	

•  Messaging	
•  RTT	(RFC	5194	and	4103)	
•  IM:	SIP/SIMPLE	&	MSRP	

Ref:EENA	LTD	1.1	 19 



NG112: Current status

• NG112	

•  Plugtest	events’	conclusions	
•  15	organiza-ons	(Asia,	Europe,	North-America)	
•  NG112	core	elements	stable	

•  Commercial	status	
•  Term	appearing	in	tenders	
•  NG112	“buzzword”?	

Ref:	hgp://www.eena.org/publica-ons/next-genera-on-112-report-of-ng112-communica-ons-plugtests-event-now-available		
20 
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NG112: Current status

• NG9-1-1	

	

Ref:	hgp://www.nena.org/?NG911_StateAc-vity		
21 

Na-onal-wide	LOST	rou-ng	s-ll	an	issue		



Analysis of new landscape
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Is EENA NG112 … 
• …pushing … 

• …delaying … 

…NG112? 



Analysis of NG112 & new landscape 


•  Technical	interoperability	ques-ons	

•  NG112	specific	SIP	headers	and	MIME	formats	ó	SBCs,	other	SIP	based	systems	
•  Codecs		

•  To	be	analysed	in	a	p2p	basis	

•  Concerns	of	the	need	for	standard	solu-ons	(at	all)	and	standardizing	whole	architecture	
•  LTD	based	on	standardized	(i.e.	by	IETF)	protocols	and	data	formats	
•  Debate	in	the	US	on	NG911	standard/NENA	SDO	status	
•  Standardiza-on	ac-vi-es	in	ETSI	ongoing	

•  Lack	of	awareness	
•  Telco	world	not	fully	familiar	with	NG112	architecture	and	actual	technical	details	

•  Is	emergency	call	rou-ng	by	any	means	a	business	case	for	M(V)NOs	or	on	the	other	hand	considered	as	unfair	duty	due	to	Universal	
Service	direc-ves	

•  Advantages	of	having	a	standards-based	solu-on	
•  Mul-ple	local-only	and	proprietary	apps	allegedly	providing	equivalent	func-onali-es	

•  SIP	s-ll	the	mostly	used/best	candidate?	
•  WebRTC	

•  Missing	(regional/na-onal/european)	level	harmoniza-on	

23 



Analysis of NG112: already taken measures


Ref:	EENA	workshops	reports	2015	and	2017	 24 



Conclusions


•  NG112	LTD	architecture	is	based	on	i3	from	NENA	
•  Defini-on	over	the	last	decade	
•  Driven	by	the	PSAP	community	(users	and	industry)	
•  Uses	standardized	and	well	known	protocols	(SIP/RTP,	HELD,	LOST)	and	codecs	

•  Main	purpose	
•  VoIP,	total	conversa-on	and	loca-on	
•  Different	PSAP	models	(emergency	call	rou-ng	policies	in	the	ESINET)	
•  Accommoda-ng	different	origina-ng	networks	

•  Before	networks	moving	to	all-(Vo)IP	
•  “No	need”	for	NG112	app	but	could	reuse	na-ve	mul-media	capabili-es	(i.e.	by	accommoda-ng	VoLTE)	

•  Current	status	
•  Slow	adop-on	in	Europe,	some-mes	due	lack	of	awareness	and	misunderstanding	
•  Need	to	fight	with	proprietary	“NG”112	solu-ons	

•  Value	of	standardized	solu-ons	apparently	unclear	for	purchasers	
•  New	role	of	paradigm-shiding	technologies	(unregulated/uncontrolled)	s-ll	unclear	
•  Unclear	share	of	responsibili-es	for	deployments	

•  Operators	due	to	Universal	Service	direc-ves?	
•  Emergency	bodies/Control	Centres		
•  What	happens	with	unregulated	communica-on	islands	(WhatsApp,	Skype,	Line,	FB	Messenger,	Google	Talk)?	

25 



CHAPTER  IMS 
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IMS: Main characteris2cs


•  Defined	by	3GPP	Release	5	
•  Driven	by	telco	vendors	

•  From	ini-al	hype	ó	long	period	of	no-business-case	ó	rebirth	with	VoLTE	&	
PSTN	shutdown	

•  VoLTE	!=	IMS	!=	RCS	
•  Emergency	calling	buil-n	in	every	VoLTE+RCS	capable	4G	phone	

•  IMS+LTE	(emergency)	registra-on	
•  No	need	for	addi-onal	app	

•  Iden-fica-on:	SIM/IMEI	based	
•  Loca-on:	

•  Geoloca-on	Header:	UE,	LRF	(by	reference)	
•  P-ANI:	P-CSCF,	S-CSCF	

Ref:	TS24229	 27 



IMS: Key technologies/protocols


•  Signalling:	
•  Overall	

•  SIP/RTP	
•  Specific	headers+tags	

•  in	overall	IMS	
•  specific	to	VxLTE	

•  Loca-on	conveyance	in	emergency	sessions	
•  If	loca-on/URI	is	available	in	the	UE=>	PIDF-LO	RFC	4119/6442	
•  Other	(Network	assisted)	

Ref:	TS24229	 28 



IMS/VxLTE/RCS: Key technologies/protocols


• NOTE:	VxLTE-RCS	=>	subset	of	IMS	(GSMA)	
• Media	

•  Codec	
•  Audio:	AMR	&	AMR-WB	mandatory,	EVS	op-onal	
•  Video:	H.264	Constrained	High	Profile	(CHP)	Level	3.1	as	specified	in	3GPP	release	13	TS	
26.114	

•  Messaging	
•  SIP	Message	
•  RTT		

•  Telephony	services	TS	26114	
•  ITU	T-140	(RFC	4103)	

•  MSRP	

Ref:	GSMA	IR.92,	GSMA	IR.94	 29 



ARCH	
UMTS	PS	and	CS	

LCS	
I-WLAN	
NENA	I2	

2006	 2007	 2008	 2009	 2010	 2011	 2012	 2013	 2014	 2015	

R8	

R11	

R12	

2016	 2017	

R13	
R14	

R7	

R9	
R10	

LTE	specific	support	
Session	Con#nuity	(use	

of	EATF)	

Hosted	Enterprise	
Services	and	Private	
Networks	(use	of	AS)	

NOVES	outcomes	
Different	media	types	

Dynamic	PCC	

WLAN		untrusted	
access	to	EPC		

eCall	IMS	
Enhanced	indoor/
outdoor	loca#on	
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Evolu2on of emergency calling 3GPP TS 23.167




IMS: emergency calling architecture
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NOTE1:	lihle	reference	to	
non-3GPP	access	origina#ng	networks	

NOTE2:	Legacy	and	i2	PSAP	as	final	
des#na#on	

NOTE3:	Le	(i.e.	GMLC	not	directly		
considered	as	LIS	interface	in	NG112)	



Analysis of IMS


• Main	concerns	iden-fied	
•  Alignment	of	NG112	with	IMS	

•  SOS	urn	IMS	=>	COMPATIBLE	
•  TS	24229		

•  Sec-on	5.1.6.8.X	(reference	to	TS	22101)	and	use	of	urn:service:sos	in	R-URI	in	origina-ng	UE	
•  MSRP/SIP	simple	presence	
•  Deployment	issues		

•  SBC	&	SOS	urn	

32 



IMS/RCS/VoLTE status


•  IMS	gaining	momentum	
•  Not	only	VoLTE	but	replacement	of	SS7/PSTN	

•  IMS	will	be	probably	incorporated	into	5G	

33 Ref:	hgps://www.gsma.com/futurenetworks/resources/all-ip-sta-s-cs/		



IMS and emergency calling: current status


• Most	IMS	cores	do	not	support	na-ve	emergency	calling	
•  Due	to	the	lack	of:	

•  NG-capable-PSAPs	
•  regulatory	obliga-on	to	provide	mul-media	exchange	capabili-es	while	calling	112	=>	no	
“business	case”	

•  legacy	PSTN	“breakout”	mechanisms	in	place	
•  In	4G	=>	CS	fallback	

•  If	the	P-CSCF	recognizes	an	emergency	number	or	urn:service:sos	
•  	380	Alterna-ve	Service	with	and	XML	body	ó	<ims-3gpp>	element,	with	the	<alterna-ve-
service>.	

•  The	UE	agempts	the	CS	domain.	

34 



NG911 and IMS


• ATIS	
Ref:	NG911	Standards	iden-fica-on	and	Review	March	2017	

35 



NG911 and IMS


•  Next	Genera-on	9-1-1	network	and	emergency	call	processing	architecture	based	on:		
•  contribu-ons	received	since	2011	
•  requirements	by	a	number	of	wireless	carriers	to	have	an	IP	Mul-media	Subsystem	(IMS)-compa-ble	NG9-1-1	design.	
•  NENA	i3	Architecture	Working	Group	deferred	the	IMS-based	ESInet	development	to	ATIS.	

•  ATIS’	goal	in	developing	this	standard	has	been	transparent	interoperability	between	the	two	network	
designs.		

•  ATIS’	intent	in	this	development	work	was	to	produce	a	standard	method	for	IMS-based	carriers	to	offer	
NG9-1-1	services	wholly	within	their	IMS	platorms,	while	maintaining	consistency	and	interoperability	with	
the	NENA	i3	ESInet/NGCS	(Next	Genera-on	Core	Services)	design	goals.	

•  transparency,	both	upstream	and	downstream	between	architectures,	ensures	that	an	i3	PSAP	should	find	no	difference	
whether	the	i3	PSAP	interconnects	to	a	NENA	i3	ESInet	with	NGCS,	or	interconnects	to	an	ATIS	IMS-based	NG9-1-1	Service	
Architecture.		

•  For	en--es	early	in	the	process	of	selec-ng	ESInet	solu-ons,	the	expecta-on	within	this	ATIS	development	
work	was	that	the	ATIS	IMS-based	NG9-1-1	Service	Architecture	would	offer	a	choice	for	carriers	that	
already	had	an	IMS	ecosystem,	but	not	be	considered	a	viable	architecture	choice	for	9-1-1	service	en--es	
that	had	no	plans	for	an	IMS	infrastructure.		

•  Public	Safety	en--es	should	naturally	understand	the	applicability	of	an	IMS-based	NG9-1-1	Service	
Architecture	network	approach	to	processing	emergency	calls,	yet	in	this	case,	they	can	remain	confidently	
focused	on	NENA	i3-based	NG9-1-1	architectures,	(this	is	because	IMS	may	be	of	interest	to	carriers,	not	to	
jurisdic-ons),	which	means	that	Public	Safety’s	progress	and	momentum	to	adopt	NG9-1-1	will	not	be	
impeded	by	the	introduc-on	of	this	ATIS	NG9-1-1	Service	Architecture	standard.		

Ref:	ATIS	0500032	

36 



IMS and emergency calling: current status


• Universal	service	direc-ve	should	be	applied	to	any	VoIP	call	(not	only	
but	including	IMS	based)	

•  In	any	case	emergency	calling	during	(inter)na-onal	(i.e.	unregistered)	
roaming	not	considered	by	na-onal	regula-ons	

37 Ref:	Case	Studies	on	IP-based	Interconnec-on	for	Voice	Services	in	the	European	Union.	BEREC		

Ref:	112	and	the	EU	Legisla-ve	Framework	EENA.	



IMS and NG112: Interconnec2on  
example


38 
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IMS and NG112: Interconnec2on  
example

•  Tested	in	1st	and	2nd	NG112	plugtests	hosted	by	ETSI	in	2016	&	2017	
•  Le	interface	not	mandatory	by	3GPP:	may	use	MLP….	

•  Eastwound	NG112	LIS	interface	compa-ble	

• VoLTE	(IMS)	aware	BCF	
•  SIP	sani-zing	

•  IMS	specific	headers	
•  Border	Controlling	
•  B2BUA	mode	
•  Trans-coding	if	AMR-WB	not	supported	in	the	ESINET	
•  QoS	pre-condi-ons	

39 



IMS and NG112: Interconnec2on  
example

•  Loca-on	(ini-al)	conveyance	

•  From	UE	or	Network	assisted	using	PANI	informa-on	

•  Loca-on	update	
•  Not	considered	in	the	1st	NG112	plugtest	

•  SIP	presence	based	mechanism	+	LIS	Subscribe/No-fy?	

• Messaging	
•  MSRP	considered	in	NG112	

• ALTERNATIVE:	
•  ATIS	0500032	

40 



Analysis / Discussion: …will replace?...


•  3GPP	specifies	its	own	comprehensive	/	standalone	system	for	emergency	calling	
•  Specific	support	for	different	access	technologies	(procedures,	loca-on…)	
•  If	PSAP	is	IMS	user,	CSCF	can	determine	the	route	

•  Otherwise,	use	a	default	exit	point?	
•  Some	(old)	interoperability	with	NENA	i2	
•  Keeps	integra-ng	new	features	

•  The	lack	of	widespread	adop-on	of	IMS	as	VoIP	technology	and	missing	features	mo-vated	
the	need	for	i3	architecture	and	protocols	in	the	last	10	years	
•  Any	longer?	

•  Missing	features	in	original	(3GPP’s):	
•  Advanced	policy	rou-ng	
•  Explicit	integra-on	of	non-IMS	technologies	
•  Unified	loca-on	retrieval	mechanism	(from	PSAPs)	

41 



Analysis / Discussion: …will complement?...


•  NG112	LTD	
•  ESInet	as	the	core	network,	with	BCF	as	entry	point	
•  PSAPs	connected	to	the	ESInet	(directly	or	through	access	
networks)	

•  IMS	as	another	access	network		
•  Signalling	/	media	issues?	
•  QoS	/	policy	issues?	
•  Loca-on:	trusted?	Access	from	external	PSAP	to		LRF?	

42 



Analysis of new landscape


43 

Will IMS/VxLTE/RCS probably… 
• …replace … 

•  A	complete	IMS	core	would	become	a	prerequisite	for	ANY	origina-ng	
network		

• …complement … 
•  commercial	operator	based	rou-ng	to	single	PoP	(BCF)	and	later	PSAP-aware	
rou-ng	in	the	ESINET		

• …push … 
•  na-ve	NG112	support	in	every	4G	phone	ó	VxLTE	capable	ó	different	penetra-ons	

• …delay … 
•  If	everything	is	becoming	IMS,	should	I	wait	to	IMS	based	NG112?	NOTE	on	ATIS	IMS	
comment	(not	from	a	PSAP	point	of	view)	

…NG112? 



CHAPTER  SIPconnect 
2.0 4



SIPconnect: Main characteris2cs


•  Industry-wide,	standards-based	approach	to	direct	IP	peering	between	SIP-enabled	
IP	PBXs	and	VoIP	service	provider	networks	

•  Driven	by	VoIP	Industry	(SIP	Forum)	
•  Not	an	SDO	but	interoperability	events	(SIPit),	compliance	tests,	best	prac-ces..	

•  Two	reference	points	(Signalling	and	media)	
•  Between	Enterprise	Network	and	the	Service	Provider	Network	
•  The	primary	service	audio-based	call	origina-on	and/or	termina-on	between	the	Enterprise	and	
Service	Provider	Networks,	including	emergency	services.	The	delivery	of	any	other	service	(e.g.	
instant	messaging,	etc.)	is	out	of	scope.		

•  Emergency	aspects	
•  Specifica-on	1.1	

•  A	roadmap	on	what	implementers	can	expect	in	subsequent	SIPconnect	revisions	(IPv6,	Emergency	Services,	
etc.)	

•  Specifica-on	2.0	
•  Specifica-on	of	minimum	requirements	for	emergency	calling	

Ref:	SIP	Forum		 45 



SIPconnect: Key technologies/protocols


•  Signalling:	
•  Overall	

•  SIP/SDP	
•  RFC	3261/RFC	3264	+	Specific	profile		
•  Registra-on	and	sta-c	modes	
•  TLS	
•  E.164;user=phone		

•  Other	iden--es	out	of	scope	
•  (S)RTP	

• Media:	
•  Codec	G.711	PCM	(a,	u	laws)	mandatory,	G.729	op-onal	

	
Ref:	SIPconnect	Technical	Specifica-on	2.0		 46 
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History of SIPconnect


2000	 2005	 2010	 2015	 2020	

SipConnect	
Compliance	
Program	IP	PBX	and	

Service	Provider	
Interoperability	
Task	Group	

SIPconnect	
Cer#fica#on	

Tes#ng	
Program	

SIPconnect	
Technical	

Recommenda#on	
1.1	

SIPconnect	
Technical	

Recommenda#on	
1.0	

SIPconnect	
Technical	

Recommenda#on	
2.0	



SIPconnect: reference architecture


SIP-PBX	SIP		Signaling	En#ty	
(SP-SSE)	

48 

Media	Endpoint	 Media	Endpoint	
(2)	RTP/SRTP	

(1)	SIP	

Session	
Border	

Controller	

Enterprise	Network	Service	Provider	Network	



SIPconnect and emergency calling


• Voice	calling	“only”	
•  R-URI	=>	dial	string	URI	with	na-onal	number	(not	service	urn)	
•  PAI	

•  Loca-on	conveyance	
•  MAY/SHOULD	(not	mandatory)	
•  Geoloca-on	Header	RFC6442	+	pidf-lo	RFC5491,	RFC	4119	

•  SIP	Forum	3.0	
•  STIR/SHAKEN	trustworthy	ID	

49 



Analysis of new landscape


50 

Will SIPconnect… 
• …replace … 

•  Not	likely:		very	specific	reference	points	(SIP	exchange/trunking)	
• …complement … 

•  NA	

• …push … 
•  Not		likely.	Origina-ng	enterprise	SIP	networks	“only”	
•  Reference	points	not	fully	aligned	

•  +112	instead	os	sos	service	urn	

• …delay … 
• Will	depend	of	the	evolu-on	of	SIPconnect	adop-on	vs.	IMS	vs.	NG112	

…NG112? 



CHAPTER  M/493 

5



M/493: Main characteris2cs


•  Loca-on	determina-on	and	transport	
• Driven	by	EC	demands	

•  “The	determina-on	and	transport	of	caller	loca-on	informa-on	for	VoIP	needs	to	
be	fully	standardised”	

•  single	func-onal	model	+	the	necessary	interfaces	and	protocols.	
•  The	enhancement,	i.e.	loca-on	data	provision	may	be	delivered	by	means	of	
tradi-onal	or	new	methods	

•  This	work	shall	not	be	focused	on	NGN	but	shall	address	current	implementa-ons	
for	all	types	of	voice	calls	(fixed,	mobile,	sta-c	and	nomadic	VoIP)	in	EU	countries.	

•  	Two	mechanisms	
•  Push/Pull	
Ref:	EC	M/493	
Ref:	ETSI	ES	203178	
	

52 



M/493: Key technologies/protocols


•  Signalling:	
•  Overall	

•  SIP/RTP	
•  Specific	reference	to	“IMS	compa-bility”	(AKA	implementa-on	considera-ons)	

•  Loca-on	querying/retrieval/update	
•  HELD	or	MLP	

Ref:	ETSI	ES	203283	 53 



M/493: an alterna2ve NG112 architecture?


•  Originally	loca-on	determina-on	
•  +Call	rou-ng/PSAP	determina-on?	
•  Ia	interface	out	of	scope	(any	VoIP	technology)	

•  Common	interfaces	
•  “The	interfaces	ia,	ib,	ic	and	ie	are	external,	which	means	between	country	A	and	
anywhere	and	(with	the	excep-on	of	ia)	are	specified	in	detail	to	ensure	that	all	VSPs	
and	VAPs	can	par-cipate	in	the	processes	for	emergency	service	caller	loca-on	
determina-on	and	transport	based	on	the	architecture	of	ETSI	ES	203	178	[1]	within	
country	A.”		

•  Na-onal	domain	(framework)	
•  “The	interfaces	id,	if,	ig,	ih,	ii,	ij,	ik,	il,	im	and	in	are	internal,	inside	country	A,	and	should	
be	specified	considering	the	exis-ng	na-onal	implementa-ons	and	regula-ons	in	
country	A.	When	other	protocols	are	used	care	is	to	be	taken	that	all	informa-on	
elements	outlined	in	the	architecture	are	covered.”	

54 



ETSI	ES	203178	
(architecture)	

History of M/493


2000	 2005	 2010	 2015	 2020	
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M/493: Architecture
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M/493 and NG112 interconnec2on example
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Analysis of new landscape


58 

Will M/493… 
• …replace … 

•  Not	likely:	it	focus	on	origina-ng	networks	and	na-onal	details		
• …complement … 

•  commercial	operator	based	rou-ng	to	single	PoP	(BCF)	and	later	PSAP-aware	rou-ng	
in	the	ESINET	

•  Comprehensive	analysis	of	the	mapping	between	architectures	should	be	carried	out	
• …push … 

•  If	resul-ng	architecture	from	M/493	is	transposed	to	some	European	direc-ve	=>	
harmoniza-on	is	always	good	NOTE:	na-onal	mager	specifically	men-oned	

• …delay … 
•  Maybe,	due	to	the	“possible”	uncertainty	on	resul-ng	harmoniza-on,	need	for	
coopera-on	from	Access	Network	providers	

…NG112? 



CHAPTER  PEMEA 

6



PEMEA: Main characteris2cs


• Allow	localized	mobile	apps	to	roam	across	Europe	
• Driven	by	(NG)	112	apps	developers	in	EENA	
• Data	exchange	and	security	model	

•  +	Loca-on	
• Calling?	

•  PEMEA	was	intended	to	provide	a	stepping	stone	to	the	Core	element	for	
network	independent	access	to	emergency	services	TS	103	479		NOTE:	NG112	

•  by	reusing	many	of	the	same	data	structure	used	in	the	IETF	and	3GPP	specifica-ons	as	well	
as	TS	103	479.	

•  Clauses	8.2	and	8.3	provide	descrip-ons	for	a	call	is	SIP-based	and	traverses	the	Border	
Control	Func-on	(BCF)	to	enter	the	ESInet,	and	the	legacy	case	where	the	call	enters	the	
ESInet	via	a	legacy	network	gateway	(LNG).	The	informa-on	contained	in	these	clauses	is	
informa-ve	only.	 60 



PEMEA: Key technologies/protocols


•  Signalling:	
•  Not	specific	for	Voice	Calling	NOTE	alignment	with	TS	103473	
•  Data	exchange	using	XML	over	secure	HTTP	

•  registry	
•  Loca-on	querying/retrieval/update	=>	pemea:informa-onType	

•  HELD	or	MLP	

•  Pp	out	of	scope	(PSAP	to	PSP)	=>	could	be	NG112	
• Media:	

•  Codec/etc:	
•  Not	mandatory		

Ref:	ETSI	drad	TS	103	478	v.0.0.6			 61 



PEMEA	architecture	
and	requirements	

EENA	

History of PEMEA


2000	 2005	 2010	 2015	 2020	
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PEMEA: Architecture
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PEMEA and NG112 interconnec2on example
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Analysis of new landscape
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Will PEMEA… 
• …replace … 

•  Not	likely:	targe-ng	data	exchange	for	apps,	calling	capabili-es	open	
• …complement … 

•  Yes:	both	as	“enhanced	info	addi-onal	channel”	and	interconnec-on	mechanism	
for	apps	“origina-ng	networks”	

• …push … 
• Will	depend	on	NG112’s	and	PSAPs’	evolu-on	rather	than	on	PEMEA	

• …delay … 
•  NA	

…NG112? 



CHAPTER  (NG) eCALL 

7



(NG) eCALL: Main characteris2cs


67 

• Driven	by	EC,	cars	manufacturers	(ERTICO,	ACEA)		
•  “Supported”	by	EENA	

•  Set	up	voice	call	+	send	MSD	in	the	case	of	accident	
• Mandatory	for	new	cars	from	March	2018	
• NG	eCALL	

•  Based	on	IMS	
•  Transi-on	from	CS	to	NG	ecall	

•  All	NG	eCALL	cars	must	support	CS	eCALL	
•  1st	try	NG	eCALL	(based	on	support	indicator)	and/or	fallback	to	CS	eCALL		



eCALL: Key technologies/protocols


•  Tradi-onal:		
•  Signalling:	

•  In	Band	MSD	

	
•  (NG)	eCALL	

•  IMS	emergency	signalling	

Ref:CEN,	ETSI	 68 



(NG) eCALL: Main characteris2cs


Ref:	ETSI	STF456	report	 69 

•  ETSI	TR	103	140	
•  STF456	

•  Why	we	do	it:	
•  eCall	is	being	deployed	on	2G	and	3G	networks	but	these	will	not	last	forever.	Already	there	are	

4G	networks,	and	coopera-ve	ITS	is	on	the	horizon.	
•  How	we	do	it:	

•  We	are	making	proposals	to	3GPP	to	show	how	eCall	could	be	specified	for	4G.	We	are	
considering	how	eCall	would	migrate	to	4G	and	ITS,	and	in	this	respect	we	make	presenta-ons	
to	as	many	eCall	stakeholder	organisa-ons	as	possible	(e.g.	EeIP,	HeERO,	CEN	TC	278,	ETSI	TC	
ITS,	ISO	TC204)	to	get	their	views.	

•  RATIONALE	
•  In	band	eCALL	not	long	las-ng	solu-on	when	compared	with	cars	life-me	



(NG) eCALL: Key technologies/protocols


• Based	on	IMS	emergency	call	
• Rou-ng	to	PSAP	based	on	Uniform	Resource	Names	(URN)	

•  urn:service:sos.ecall.manual	for	manual	eCall	
•  urn:service:sos.ecall.automa-c	for	automa-c	eCall	
•  urn:service:test.sos.ecall	for	test	eCall		

•  Ini-al	Minimum	Set	of	Data	(MSD)	is	sent	in	SIP	INVITE	MSD	is	
acknowledged	in	the	INVITE	response		

• A	new	MSD	can	be	requested	by	the	PSAP	using	SIP	INFO		

Ref:	David	William		Qualcoomm	
Ref:	RFC8147		
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ETSI	TR	103	140		
VoIP	eCALL	

History of (NG) eCALL


Ref:	hgps://ec.europa.eu/digital-single-market/ecall--me-saved-lives-saved		
2000	 2005	 2010	 2015	 2020	

Ini#al	idea	
[Galileo]	

All	new	cars	
equipped	with	

eCALL	

European	
Parlament	voted	
in	favour	of	eCALL	

regula#on	

eCALL	MoU	
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EC	Delegated	
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Circuit	Switched	
2G/3G	Network	

EMERGENCY	
IMS	CORE	

(NG)eCALL: Architecture
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Analysis of new landscape
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Will (NG) eCALL… 
• …replace … 

•  Not	likely:	Specific	niche	technology,	may	push	IMS	emergency	calling	
• …complement … 

•  commercial	operator	based	rou-ng	to	single	PoP	(BCF)	and	later	PSAP-aware	
rou-ng	in	the	ESINET		

• …push … 
•  eCALL	direc-ve	pushing	evolu-on	to	IP	capable	PSAPs	
•  Good	example	of	EC	moving	from	MoU	to	legisla-on	
•  Support	of	sos	urn	but	na-ve	IMS	“transport”	mechanism	

• …delay … 
•  Not	likely:	Specific	niche	technology	

…NG112? 



CHAPTER  AML 

8



AML: Main characteris2cs


75 

• Driven	by	ini-al	ini-a-ve	of	BT	(EE,O2,	&	HTC)	in	UK,	greatly	pushed	by	
Google	(Android),	supported	by	EENA	and	later	extended	to	other	
countries.	

•  Standardiza-on	efforts	ini-ated	(EMTEL	/	ETSI)		
•  ETSI	TR	103	393	

• Automated	loca-on	conveyance	when	a	emergency	call	is	ini-ated	
•  Silent	ac-va-on	of	different	loca-on	methods+	
•  “Out	of	band”	SMS/HTTPs	PUSH	based	signalling	

Ref:	EENA’s	work	on	AML	
	Ref:	ADVANCED	MOBILE	LOCATION	(AML)	IN	THE	UK,	EENA	
	Ref:	AML	FAQ,	EENA		
	

Source:	BT	



AML: Key technologies/protocols


•  SMS	based	
•  message	agributes	separated	by	a	semi	colon	(;)		
•  Each	agribute	consists	of	a	name/value	pair	where	names	and	values	are	
separated	by	an	equals	(=)	character	

• HTTPs	based:	
•  Encapsula-ng	the	“Data	SMS”	

	
	

76 Ref:	Advanced	Mobile	Loca-on	(AML)	Specifica-ons	&	Requirements,		EENA	



History of AML


2000	 2005	 2010	 2015	 2020	
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Report	on	trial	
results	

1st	
implementa#ons	
on	HTC	handsets	

in	UK	
ETSI	TR	by	EMTEL	

AML	requirement	
document	EENA	

Android	includes	
AML	(ELS)	in	all	
>=ICS	versions	



Circuit	Switched	
2G/3G	Network	

AML: Architecture
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AML: Current status
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AML and NG112 interconnec2on example
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Analysis of new landscape
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Will AML… 
• …replace … 

•  No:	loca-on	conveyance	using	tradi-onal	voice	calls	

• …complement … 
•  It’s	a	step	forward	as	more-accurate-loca-on	providing	origina-ng	network	

• …push … 
•  Raises	awareness	on	the	need	to	enhanced	emergency	communica-ons		

• …delay … 
•  May	reduce	the	urge	from	PSAPs	to	move	to	truly	all-(Vo)IP	

…NG112? 



CHAPTER  WebRTC 
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WebRTC: Main characteris2cs


83 

•  Easy/portable/plugin-free	mechanism	to	bring	mul-media	to	webapps/browsers	
•  Solving	common	problems	

•  NAT	traversal/Security/Media	processing/Codec	“harmoniza-on”/SIP	complexity	

•  Driven	by	Open	Source	implementa-ons	in	browsers	
•  Open	Source	project	

•  Google,	Mozilla,	Opera,	…	
•  Google		

•  2010	
•  Open	Source	GIPs	

•  2012	
•  Chrome	

•  Standardiza-on	efforts	
•  IETF	
•  W3C	

•  Almost	P2P-capable	and	signalling	agnos-c	
•  SDP	offer/answer	s-ll	needed	



WebRTC: Key technologies/protocols


84 

•  Signalling	
•  Implementa-on	specific	(SDP	exchange)	
•  Examples	

•  SIP/XMPP/JSEP	

• Media	
•  RTP/DTLS	

• NAT	
•  ICE,	STUN,	TURN,	RTP-over-TCP	

• Codecs	
•  OPUS,	G.711		[G.722,	iLBC,	and	iSAC]	
•  VP8,	H264	

Ref:	hgps://webrtc.org/faq/	
Ref:	RFC7874	 Ref:	RFC7875	 Ref:	RFC7742	



History of WebRTC


2000	 2005	 2010	 2015	 2020	

Google	
Chrome	adds	

webRTC	

WebRTC	1.0	
W3C	Candidate	
recommenda#on	

IETF	
Group	set	

up	

Firefox	20	
adds	webRTC	

IETF	rtcweb	
WG	

RFC	7875	
RFC	7874	

RFC	7478	
[INF]	

RFC	7742	



	
	

Web	Server	

WebRTC: Architecture
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WebRTC		
client	

Source:	WebRTC	and	Emergency	Services	(EENA	Document)	

Browser	

Script	

API	
WebRTC		
client	

Browser	

Script	

API	

WebRTC		
Aplica#on	

HTTP(s),	
Websockets	

HTTP(s),	
Websockets	

DTLS-SRTP/STUN/ICE	

SIGNALLING	

MEDIA	



WebRTC and emergency calling

Op-on	1:	Na-ve	ó	per-webrtc	app-signalling	needs	to	be	added	to	the	PSAP	

Examples	in	WebRTC	and	Emergency	Services	(EENA	Document)	

Op-on	2:	webrtc-2-SIP/PSTN	“breakout”	gateway	
	Example	in	NG112	plugtest	



WebRTC and NG112 interconnec2on example
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ESRP	

ECRF	

PSAP-1	

PSAP-2	

PSAP-N	

L/R	

ESINET	

WebRTC	and	NG112	interworking	for	emergency	calling	
tested	in	2nd	NG112	Plugtest	

LIS	

IP	Access	
	

WeB	

WebRTC2SIP	
gateway	

BCF	

Op-on	1:	webRTC	based	callee	

Web	PSAP	

Op-on	2:	webRTC	
based		PSAP	

WebRTC2SIP	
gateway	



Analysis of new landscape
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Will WebRTC… 
• …replace … 

•  Not	likely	in	the	short	tem:	webRTC	is	a	paradigm	shid	affec-ng	any	
communica-ons,	foreseen	impact	would	be	related	to	“universal	service”	

• …complement … 
•  Depend	on	webRTC	penetra-on	and	evolu-on	of	“tradi-onal	telcos”	

• …push … 
•  By	allowing	easiest	“built-in”	access	to	media	rich	communica-ons	

• …delay … 
•  NA	

…NG112? 



CHAPTER  Others 
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PSTN shutdown
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Source:	hgps://www.mfcomm.co.uk/blog/bt-shut-pstn-isdn-networks-2025-business-ready/	
	

Source:	hgps://voipstudio.com/pstn-switch-off/	
	



Analysis of new landscape
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Will PSTN shutdown… 

• …push … 
•  Probably,	due	to	the	need	to	become	(Vo)IP	but	will	depend	on	whether	IMS/
VoLTE/RCS	is	monopolizing	all	the	origina-ng	networks	

…NG112? 



CHAPTER  MCPTT 
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MCPTT: Main characteris2cs


94 

•  Driven	by	3GPP	
•  Not	purely	telcos	but	SA6,	pushed	by	HO/MoI	from	different	countries	(UK,	US,	FR…)	

•  Communica-ons	among	first	responders	
•  Evolu-on	from	narrowband	PMR	to	broadband	VoIP	based	MC	services	over	SIP/IMS	
over	LTE	

•  IMS	core	“op-onal”	but	highly	visible	in	some	TSs	
•  LTE	anchors	for	PCC	(MCPTT-5	Rx	Interface)	and	Mul-cast	(eMBMS	MB2-U/C	interfaces)	

•  Standardized	in	Rel’13	
•  MC-Voice	(MCPTT)	

• Would	not	only	cover	Public	Safety	but	also	extendable	to	Public	Transport,	u-li-es,	
…	

•  Mari-me	
•  Railways	(FRMCS)	
•  Other…	“towards	MC-everything”	



MCPTT: Key technologies/protocols


•  Signalling:	
•  SIP/SDP+RTP	

•  Specific	headers	=>	problems	with	SBCs	
•  +	XML	encoded	mul-part	bodies	to	convey	MCPTT	specific	informa-on	(mcpg-info)	

•  RTCP-app	based	Floor	Controlling	
•  XCAP	(HTTP,	IMS	Ut-like)	
•  CSC	servers	for	OAM,	AAA,	Group	Management,	Key	exchange	and	binders	to	LTE	

•  OpenIDCore	Connect,	Diameter,	others…	

• Media	
•  MCVoice:	codec	AMR-WB	(mandatory),	EVS	op-onal	
•  MCVideo:	H264	AVC	(mandatory),other	profiles	and	H265	(HEVC)	op-onals	
•  MCData:	specific	(i.e.	SDS)	

•  Loca-on	
•  MCPTT	specific	loca-on	conveyance	(vnd.3gpp.mcpg-loca-on-info+xml!=	pidf-lo)	

Ref:	3GPP	TS	24379,	TS	26281,	TS	24282	 95 



History of MCPTT


Ref:	hgp://www.3gpp.org/news-events/3gpp-news/1875-mc_services		
2000	 2005	 2010	 2015	 2020	
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R12	

R13	

R14	
“Complete”	
MCVoice	stds.	

Early	Mission	
Cri#cal	Enablers	

Enhancements	to	MCV	
MCData	
MCVideo	

R15	

Addi#ons	and	
enhancements	to	
MCV,	MCData	and	

MCVideo	
Mari#me,	FRMCs…	



MCPTT	
UE	

MCPTT-1	

MCPTT: Architecture  
(Applica2on plane unicast- simplified)


SIP	CORE	/
IMS	B	

SIP	CORE	/
IMS	A	

EPS	A	 EPS	B	

MCPTT	
UE	

MCPTT	
Server	

(Par#cip.)	

MCPTT-1	

MCPTT	Server	
(controlling)	

MCPTT	
Server	

(Par#cip.)	

MCPTT-3	 MCPTT-3	

MCPTT-5	 MCPTT-5	

Ref:	TS	24379	



Analysis of new landscape
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Will MCPTT… 
• …replace … 

•  Not:	targe-ng	communica-ons	among	first	responders	only	
• …complement … 

•  Yes,	possible	informa-on	traversal	from	ci-zens	to	first	responders	through	the	control	
room/dispatcher	might	take	advantage	of	common	VoIP	based	framework	(i.e.	IMS)	

• …push … 
•  Probably,	depending	on	joint	na-onal	ac-vi-es	NGPS/NG911	(to	be	analyzed	later)	
capable	na-onal	networks	

• …delay … 
• Will	depend	on	whether	budget	alloca-on	is	moved	from	possible	NG112/NG911	
migra-ons	to	NGPS	ones	in	hybrid	organiza-ons	

…NG112? 



CHAPTER  
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Ongoing (supra)na2onal ini2a2ves


• Mostly	PS	driven	
•  But	good	synergies	

•  Interconnec-on	
•  Testbeds/evalua-ons	

•  Examples	
•  Europe	

•  UK	ESMCP	
•  Broadmap/Broadnet	
•  FR	

•  US	
•  Firstnet	

•  Korea	
•  Safenet	

	



Common analysis

• Does	it	make	sense	to	share	common	technology	instead	of	legacy	mul-	
technology	voice	only	matrix	among?	

•  Ci-zens	
•  PSAPs	
•  First	Responders	
•  Authori-es	

Probably	YES		
Example:	Sharing	data	from	ci-zens	to	FRs	
Source:	NG911	&	Firstnet	..	
by	The	Na-onal	911	Program	and	NASNA			



UK ESMCP

•  Frontrunner	

•  Pre-standard	
• Control	room	upgrade	

•  Considered	as	“enabling	project”	
•  Reference	to	enhanced	emergency	
communica-on	from	ci-zens	
not	explicit	

•  AML,	ecall,	999eye,	NG112….	

Source:	Ref:hgp://www.wireless-mag.com/esn/RoundTables/40798/esn-round-table.aspx	



US Firstnet & NG911
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• Need	to	align	Firstnet	and	NG911	under	ongoing	discussion	
•  In	principle	budget	not	allocated	



US Firstnet & NG911
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Source:	NG911	&	Firstnet	Together	Building	the	future	of	Public	Safety	Communica-ons	
	by	The	Na-onal	911	Program	and	NASNA			



Broadmap/Broadnet

•  European	Ini-a-ve	(through	H2020	funded	R&D	projects	and	PCP)	
towards	o	achieve	future	evolu-on	of	European	broadband	applica-ons	
and	interoperable	radio	communica-on	solu-ons		

•  			

Ref:	Broadmap	project	

Supplier B 

Supplier C 

Supplier D 

Phase 1  
Solution design  
 

Phase 2  
Prototype 
development  

Phase 3  
Original development 
of limited volume 
of first test products / 
services Supplier A 

Supplier B 

Supplier C 

Supplier D 

Supplier B 

Phase 0  
Requirements 
Solutions 
Transition  
   Roadmapping  

Applied R&D / Pre-commercial Procurement (PCP) 

Phase 4  
Deployment of commercial 
volumes of end-products 
Wide diffusion of newly developed 
solutions 
 

Supplier D 

Public Procurement of  
Innovative Solutions (PPI) 

Supplier(s)  
A,B,C,D 
and/or X 

Also normally multiple sourcing here 
to keep competition going 

BROADMAP
Co#ordina)on*and*Support*Ac)on*(CSA)*

2016% 2018% Circa%2020,2022% 2025%

2025*–*Commercially*Deployed*Interoperable*

Broadband*Applica)ons,*Services,*Networks,*Devices*

for*PPDR*

BROADMAP*will*inform*Horizon*2020’s*co#funded*procurement*

process*which*will*likely*use*the*PCP*and*PPI*instruments*of*

H2020*and/or*other*instruments*such*as*the*Interna)onal*

Security*Fund*(ISF).*The*diagram*below*illustrates*an*expecta)on*

of*)meframe.*BROADMAP*cons)tutes*Phase*0.*

*BROADWAY* BROADNET*
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Broadmap/Broadnet

• Objec-ves:	

•  To	collect,	assess	and	validate	the	PPDR’s	wireless	broadband	communica-on	
requirements	

•  To	establish	a	core	set	of	specifica-ons	to	fulfil	the	requirements	
•  To	define	transi-on	roadmaps	for	research	and	standardisa-on	for	future	
evolu-on	of	European	interoperable	radio	communica-on	solu-ons,	within	legal	
procurement	constraints	

•  To	prepare	the	ground	for	a	new	eco-system	to	catalyse	new	applica-ons,	
services	and	processes	making	use	of	broadband	capabili-es	for	Public	Safety	and	
Security	

Ref:	Broadmap	project	
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Broadmap/Broadnet

•  Focus	on	PPDR	only	

•  Gradual	approach	

• But	integra-on	with	ci-zens	(i.e.	NG112)	of	a	possible	European	high	
scale	testbed	worth	considering	

Ref:	Broadmap	project	
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Conclusions

• Public	safety	(supra)	na-onal	ini-a-ves	are	gaining	momentum	and	may	
result	in	possible	coopera-on	opportuni-es	

• Need	to	foster	awareness	on	NG112	within	these	new	platorms	to	avoid	
reinven-ng	the	wheel	

• Control	Rooms	and	radio-mul--technology	gateways	seem	to	be	in	the	
near	term	the	common	interfacing	mechanisms	between	(NG)112	and	
other	emergency	technologies	

108 



CHAPTER  Conclusions 
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Would NG112 be “NG” networks friendly?

•  Evolu-on	of	MVNO	technology…	
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Would NG112 be “NG” networks friendly?

•  Evolu-on	of	MVNO	technology…	
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Would NG112 be “NG” networks friendly?

•  Evolu-on	of	MVNO	technology…	

Towards	All	(Vo)IP,	flat,	uncoupled,	IMS	
based?	

More	NG112-ready	than	ever!!!	112 



Conclusion 1: NG112 s2ll on shape


• Most	of	the	technologies	on	the	NG	emergency	new	landscape	analysed	
are	either	fully	NG112	compa-ble	or	can	be	integrated	easily	as	
origina-ng	networks	

•  SIP/RTP+pidf-lo+MSRP	everywhere	
•  SBC	issues	should	be	considered	specifically	(i.e.	with	SBC	vendors)		

•  Therefore,	NG112	is	s-ll	capable	of	accommoda-ng	new	technologies	
• Being	IMS	the	most	serious	alterna-ve	the	scope	and	requirements	are	
s-ll	different	considering	the	stakeholders	involved	

•  Although	the	business	drivers	might	affect	the	future	
•  All	Telcos	might	easily	move	to	IMS	core	in	the	short	term	but	could	PSAPs	afford	IMS	cores	
just	for	internal	(within	ESINET)	emergency	call	rou-ng?	



Conclusion 2: Need to raise awareness


•  Target	different	stakeholders	
•  NG112:	PSAP	community	(EENA)	
•  IMS:	Telcos	
•  SIPconnect:	VoIP	industry	
•  eCALL:	car	industry	+	EC	
•  M/493:	EC	
•  PEMEA:	PSAP	community	and	apps	developers	(EENA)	
•  AML:	telco’s,	OS	manufacturers	



Conclusion 3: Sinergies


• NG112	should	be	included	in	the	agenda	of	the	ongoing	next	genera-on	
emergency	networks	and	related	ini-a-ves	(i.e.	Smart	Ci-es)	in	order	to	
avoid	reinven-ng	the	wheel	

• Harmoniza-on	and	“lessons	learned”	from	AML	(mobile	OS	side)	and	M/
493	and	eCALL	(from	harmoniza-on	to	EC	mandate)	s-ll	considered	key	
enablers	for	NG112	success		



Recommendations 

Stakeholders	 Ac#ons	

MVNOs	(individual	+	organiza-ons)	
Dev	community	

Raise	awareness	
Who	is	responsible	for	what?	
External	vs.	internal	EC	rou-ng	vs.	ESINET		

Exchange	technical	info	
“Howto”	

New	suprana-onal	Public	Safety	organiza-ons/
evalua-on	testbeds	

Integra-on	of	NG112/NG-9-1-1	
Avoid	reinven-ng	the	wheel	
Harmoniza-on/Regula-on	ini-a-ves	

Big	OS	vendors	 Lessons	learned	from	AML	
	

SDOs	+	debate	on	needs	for	standards	 Keep	pushing	standardiza-on	efforts	

•  AAA: Awareness, Awareness, Awareness + “Be water my friend” 
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The	European	Emergency	
Number	Associa-on	

> fidel.liberal@ehu.eus 
Fidel Liberal 

Questions/Comments 
       to Cristina Lumbreras  

cl@eena.org 


