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Director’s Message

The 27th meeting of the Internet Engineering Task Force was held in Amsterdam,
The Netherlands, July 12-16, 1993. The meeting was co-hosted by SURFnet and
RARE, and our thanks and appreciation go out to Erik Huizer and to all the others
that helped with the terminal room and the social event.

This was the first time an IETF meeting has been held outside of North America.
The meeting was well attended with almost 500 attendees during the week, a little
over the original estimates of 450 attendees made one year ago during the Cambridge
meeting.

The ratio of non-US attendees was, as expected, significantly higher than at the past
few meetings which have ranged from between 8% and 11%. For this meeting, 46%
of the attendees were from outside the United States. The top five non-US countries
were, in terms of the number of individuals attending:

The Netherlands 55 attendees
United Kingdom 30 attendees

Germany 25 attendees
Sweden 15 attendees
France 14 attendees

The number of first time attendees remained close to the 200 mark. There were 187
first time attendees at the Amsterdam meeting. About 110 people showed up for
the Newcomers’ Orientation on Sunday afternoon. Interestingly enough, the ratio of
first- time attendees remained the same. Approximately 37% of the attendees were
at their very first IETF meeting.

This is very exciting and encouraging. There might be a tendency to consider Ams-
terdam a “special” meeting (and indeed it was special) with respect to numbers and
ratios, especially comparing it to previous meetings. The total attendance was less
than the normal 600, but not by much. While there were not 200 first timers, there
were 187. Instead of 150 attendees at the Newcomers’ Orientation, there were 110.
But we did have almost 500 attendees, and the percentage of first timers was the same
as at previous meetings. All things considered, this was just another IETF meeting.
I am looking forward to other IETF meetings held outside North America.

From the multicast perspective, things keep growing and growing, and it has become
impossible to guess how many people are listening in during the IETF meetings.
There were more than 400 hosts on the receiving end of the IETF multicast effort,



up from approximately 330 host at the Columbus meeting. The number of countries
“listening in” rose to 16 for the meeting in Amsterdam: Austria, Australia, Canada,
Switzerland, Czechoslovakia, Denmark, Estonia, Finland, France, Japan, Korea, The
Netherlands, Norway, Sweden, the United Kingdom, and the United States. This
technology is expanding the number of virtual attendees at these meetings, and it’s
not limited to the technical presentations and plenaries. The broadcast system is on
wheels, and it is not uncommon to see the multicast volunteers (from the host group)
wheeling a cart from meeting to meeting!

The Future of IETF Meetings

What will IETF meetings be like in 1995 and 19967 Anything like 19937 Certainly the
planning has got to change, the logistic details will definitely change, and our meeting
model may need to be modified. Will the terminal room requirements change as well
as expand? What effect will multicasting have on our attendance levels? Where will
we be meeting? What will the host be required to do? Will we even have a host?

It seems there are more and more groups being formed, all of whom meet at various
times. It is almost impossible to avoid all conflicts when scheduling IETF meetings,
and this is even more challenging as we attempt to avoid holidays.

The number of people attending IETF meetings continues to stay well over 600. Gone
forever are the days of meeting on college campuses with easy to provide terminal
rooms. In fact, gone are the days when the IETF could “take over” a hotel. We've
grown so much that we are now at the small conference size for groups, and often
have to share the facilities with other groups meeting at the same time. Previous
IETF meeting sites may no longer be possible considering the size and levels of effort.

Remember the terminal room in Atlanta? That was when we had 350 attendees.
Now think of the terminal rooms we’ve been used to since we hit the 600+ attendee
mark. Now, think instead of the volunteer work provided by the local host group;
imagine what you would need to do to set up a terminal room? Be honest... which
features or capabilities might you be tempted to not provide?

Can we begin scheduling further and further into the future? Can we find semi-
stable periods that we will always meet? How much do IETF meetings depend on
the host? How can we reduce the workload for hosts while maintaining the excellent
connectivity and variety of workstations we have come to expect?

This is what the Secretariat will be working on over the next few months... how
we might be operating in the future, what the requirements will be, and what steps
must be taken now to be in a position to accommodate those requirements when they
become current.



Future Meetings

The November IETF meeting will be in Houston, Texas the first week of Novem-
ber (November 1-5, 1993). This meeting is being hosted by SESQUINET and Rice
University.

The first IETF meeting in 1994 will be held in Seattle, Washington the last week of
March (March 28 - April 1, 1994). This meeting is being hosted by NorthWestNet.

It appears that the summer IETF meeting will be held in Toronto, Ontario, Canada.
As I write this, a contract has not been signed, though negotiations are underway.

Note that information on future IETF meetings can be always be found in the file
/ietf/Omtg-sites.txt which is located on the IETF shadow directories.

Stephen J. Coya
Executive Director, IETF -



IETF Progress Report

The IESG and IETF have been very active since the Columbus, Ohio IETF meeting
last March; 60 Internet-Drafts, 22 Protocol Actions, and over 30 RFCs.

Between the IETF meetings in Columbus, Ohio and Amsterdam, The Netherlands,
there were seventeen new working groups created:

©

10.
11.
12.
13.
14.
15.
16.
17.

O NSO W

Character MIB (CHARMIB)

DECnet Phase IV MIB (DECNETIV)

RIP Version II (RIPV2)

Internet Protocol Security Protocol (IPSEC)
Authorization and Access Control (AAC)
TP/IX (TPIX)

Modem Management (MODEMMGT)

Frame Relay Service MIB (FRNETMIB)

Mail and Directory Management (MADMAN)
Interactive Mail Access Protocol (IMAP)
ATM MIB (ATOMMIB)

Telnet TN3270 Enhancements (TN3270E)
SNA DLC Services MIB (SNADLC)
Interfaces MIB (IFMIB)

SNA NAU Services MIB (SNANAU)
Multiparty Multimedia Session Control (MMUSIC)
Inter-Domain Multicast Routing (IDMR)

and seven working groups were concluded:

1.

1A ol ol o

7.

Internet Accounting (ACCT)

Office Document Architecture (ODA)

X.25 Management Information Base (X25MIB)
SNMP Security (SNMPSEC)

SNMP Version 2 (SNMPV2)

NOC-Tool Catalogue Revisions (NOCTOOL2)
Distributed File Systems (DFS)

Additionally, there were 34 RFCs published since the Columbus IETF meeting in
March, 1993:

RFC Status Title

RFC1441 PS Introduction to version 2 of the Internet-standard Network

Management Framework



RFC1442

RFC1443

RFC1444

RFC1445

RFC1446

RFC1447

RFC1448

RFC1449

RFC1450

RFC1451
RFC1452

RFC1453

RFC1454
RFC1455
RFC1456

RFC1457
RFC1458
RFC1459
RFC1460
RFC1461
RFC1462
RFC1463

RFC1464

RFC1465

RFC1466

PS

PS

PS

PS

PS

PS

PS

PS

PS

PS
PS

—

== ggowe=—d"
w2

(&

Structure of Management Information for version 2 of the
Simple Network Management Protocol (SNMPv2)

Textual Conventions for version 2 of the Simple Network
Management Protocol (SNMPv2)

Conformance Statements for version 2 of the Simple Network
Management Protocol (SNMPv2)

Administrative Model for version 2 of the Simple Network
Management Protocol (SNMPv2)

Security Protocols for version 2 of the Simple Network
Management Protocol (SNMPv2)

Party MIB for version 2 of the Simple Network Management
Protocol (SNMPv2)

Protocol Operations for version 2 of the Simple Network
Management Protocol (SNMPv2)

Transport Mappings for version 2 of the Simple Network
Management Protocol (SNMPv2)

Management Information Base for version 2 of the Simple
Network Management Protocol (SNMPv2)

Manager to Manager Management Information Base
Coexistence between version 1 and version 2 of the
Internet-standard Network Management Framework

A Comment on Packet Video Remote Conferencing and the
Transport/Network Layers

Comparison of Proposals for Next Version of IP

Physical Link Security Type of Service

Conventions for Encoding the Vietnamese Language VISCII:
Vletnamese Standard Code for Information Interchange VIQR:
Vletnamese Quoted-Readable Specification

Security Label Framework for the Internet

Requirements for Multicast Protocols

Internet Relay Chat Protocol

Post Office Protocol - Version 3

SNMP MIB extension for MultiProtocol Interconnect over X.25
FYI on “What is the Internet?”

FYI on Introducing the Internet—A Short Bibliography of
Introductory Internetworking Readings for the Network Novice
Using the Domain Name System To Store Arbitrary String
Attributes

Routing coordination for X.400 MHS services within a multi
protocol / multi network environment Table Format V3 for
static routing

Guidelines for Management of IP Address Space



RFC1468
RFC1469
RFC1471
RFC1472
RFC1473
RFC1474

RFC1475
RFC1476

PS
PS

PS

PS

PS

Japanese Character Encoding for Internet Messages

IP Multicast over Token-Ring Local Area Networks

The Definitions of Managed Objects for the Link Control
Protocol of the Point-to-Point Protocol

The Definitions of Managed Objects for the Security
Protocols of the Point-to-Point Protocol

The Definitions of Managed Objects for the IP Network
Control Protocol of the Point-to-Point Protocol

The Definitions of Managed Objects for the Bridge Network
Control Protocol of the Point-to-Point Protocol

TP/IX: The Next Internet

RAP: Internet Route Access Protocol



Final Agenda of the Twenty-Seventh

MONDAY, 12 July 1993

0800-0900
0900-0930
0930-1200

Breaks
1330-1530

1530-1600

IETF

(12-16 July 1993)

IETF Registration and Continental Breakfast

Introductions

Technical Presentations

“The IETF from a European Perspective” (Erik Huizer/SURFnet)
“Advances on ONC” (Chuck McManis/Sunsoft)

“Setting up a Routing Registry in Europe” (Daniel Kar-
renberg/RIPE)

Coffee available throughout morning.

Afternoon Sessions I

APP

INT
INT

MGT
RTG
RTG
OPS

SEC
USv

OSI Directory Services WG (osids)
(Steve Kille/ISODE)

IP over ATM WG (atm) (Mark Laubach/Hewlett-Packard)

Network Address Translators BOF (nat)
(Kjeld Borch Egevang/Cray Communications)

Interfaces MIB WG (ifmib) (Ted Brunner/Bellcore)
Border Gateway Protocol WG (bgp) (Yakov Rekhter/IBM)*
OSIIDRP for IP over IP WG (ipidrp) (Sue Hares/Merit)*

Operational Statistics WG (opstat) (Phill Gross/ANS
and Bernhard Stockman/SUNET)

Security Area Advisory Group (saag) (Steve Crocker/TIS)

Uniform Resource Identifiers WG (uri) (Alan Emtage/Bunyip
and Jim Fullton/UNC)

Break (Refreshments provided)



1600-1745

Monday, 12 July 1993 - Afternoon Sessions II

APP

INT

INT

MGT
MGT

SEC

Usv

OSI Directory Services WG (osids)
(Steve Kille/ISODE)

IP over Large Public Data Networks WG (iplpdn)
(George Clapp/Ameritech)

Simple Internet Protocol WG (sip)
(Steve Deering/Xerox PARC and Bob Hinden/Sun)

Interfaces MIB WG (ifmib) (Ted Brunner/Bellcore)

Uninterruptible Power Supply WG (upsmib)
(Jeff Case/UTenn)

Common Authentication Technology WG (cat)
(John Linn/GZA)

Uniform Resource Identifiers WG (uri) (Alan Emtage/Bunyip
and Jim Fullton/UNC)

* BGP and IPIDPR will be meeting in joint session.



TUESDAY, 13 July 1993

0830-0900 Continental Breakfast
0900-1200 Morning Sessions

APP TELNET WG (telnet)
(Steve Alexander/Lachman Technology)

INT  P. Internet Protocol WG (pip) (Paul Francis/Bellcore)

MGT Network Management Area: Open Meeting (nmarea)
(Marshall Rose/DBC)

SAP  Network Database Working Group (netdata) (Daisy
Rose/IBM)

SEC  Internet Protocol Security Protocol WG (ipsec)
(Al Hoover/ANS and Paul Lambert/Motorola)

TSV Multiparty Multimedia Session Control WG (mmusic)
(Eve Schooler/ISI and Abel Weinrib/Bellcore)

USV  Integrated Directory Services WG (ids) (Tim Howes/UMich
and Chris Weider/Merit)

USV  User Services WG (uswg) (Joyce K. Reynolds/IST)

Breaks Coffee available throughout morning.

1330-1530 Afternoon Sessions I

APP  Interactive Mail Access Protocol WG (imap)
(Terry Gray/UWash)

INT  IP over ATM WG (atm) (Bob Hinden/Sun)

INT  P. Internet Protocol WG (pip) (Paul Francis/Bellcore)

MGT Modem Management WG (modemmgt) (Mark Lewis/Telebit)
RTG RIP Version II WG (ripv2) (Gary Malkin/Xylogics)

SAP  MHS-DS WG (mhsds) (Kevin Jordan/CDC and
Harald Alvestrand/SINTEF DELAB)

SEC  Common Authentication Technology WG (cat)
(John Linn/GZA)

USV ~ WHOIS and Network Information Lookup
Service WG (wnils) (Joan Gargano/UCDavis)

1530-1600 Break (Refreshments provided)
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1600-1800 Tuesday 13 July 1993 - Afternoon Sessions II

INT

IP over Large Public Data Networks WG (iplpdn)
(George Clapp/Ameritech) *

INT  Point-to-Point Protocol Extensions WG (pppext)
(Fred Baker/ACC) *

INT  TCP/UDP over CLNP-addressed Networks WG (tuba)
(Peter Ford/LANL and Mark Knopper/Merit)

MGT ATM MIB WG (atommib) (Kaj Tesink/Bellcore)

RTG  Border Gateway Protocol WG (bgp) (Yakov Rekhter/IBM)*

RTG  Inter-Domain Multicast Routing WG (idmr)
(Tony Ballardie/UCL)

RTG  OSIIDRP for IP over IP WG (ipidrp) (Sue Hares/Merit )*

SAP  MHS-DS WG (mbhsds) (Kevin Jordan/CDC and
Harald Alvestrand/SINTEF DELAB)

TSV TCP Multiplexing BOF (tmux) (James Barnes/Xylogics)

USV  Integration of Internet Information Resources WG (iiir)
(Chris Weider /Merit)

USV  User Documents WG (userdoc2) (Ellen Hoffman/UMich
and Lenore Jackson/NASA)

1930-2200 Evening Sessions

APP  Networking Multimedia Applications BOF (multiapp)
(Chris Adie/Edinburgh University)

GEN IAB Open Meeting.

INT  ST2 BOF (st2) (Luca Delgrossi/IBM and
Steve DeJarnett/IBM)

INT TP/IX WG (tpix) (Vladimir Sukonnik/Process Soft-
ware)

MGT ATM MIB WG (atommib) (Kaj Tesink/Bellcore)

MGT Mail and Directory Management WG (madman)

(Steve Kille/ISODE)

* IPLPDN and PPPEXT will be meeting in joint session.
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WEDNESDAY, 14 July 1993

0830-0900
0900-1200

Breaks
1330-1530

Continental Breakfast

Morning Sessions

APP

INT

INT

INT

MGT

MGT

RTG

SAP

TSV

USsv

X.400 Operations WG (x4000ps) (Alf Hansen/Sintef

and

Tony Genovese/LLNL)

IP over Large Public Data Networks WG (iplpdn)
(George Clapp/Ameritech)*

Point-to-Point Protocol Extensions WG (pppext)
(Fred Baker/ACC) *

TP/IX WG (tpix) (Vladimir Sukonnik/Process Soft-

ware)

SNA NAU Serivces MIB WG (snanau)
(Zbigniew Kielczewski/Eigon Technology and
Deirdre Kostick/Bellcore)

Token Ring Remote Monitoring WG (trmon)
(Mike Erlinger/Harvey Mudd College)

Source Demand Routing Protocol WG (sdr)
(Deborah Estrin/USC and Tony Li/cisco)

NFS and ONC IETF Standards Effort BOF (onc)
(Chuck McManis/SunSoft and

Dave Crocker/Silicon Graphics)

Multiparty Multimedia Session Control WG (mmusic)
(Eve Schooler/ISI and Abel Weinrib/Bellcore)

Uniform Resource Identifiers WG (uri) (Alan Emtage/Bunyip
and Jim Fullton/UNC)

Coffee available throughout morning.

Afternoon Sessions 1

APP

INT

INT
SAP

X.400 Operations WG (x4000ps) (Alf Hansen/Sintef
and
Tony Genovese/LLNL)

Extensions to OSI for use in the Internet
BOF (osiextnd) (Dave Katz/cisco)

IP over ATM WG (atm) (Bob Hinden/Sun)

Domain Name System WG (dns)
(Rob Austein/Epilogue Technology)
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1330-1530

1530-1600
1600-1800

1930-2200

Wednesday, 14 July 1993 - Afternoon Sessions I (cont’d.)

SAP

SEC

USV

Service Location Protocol WG (svrloc)
(John Veizades/FTP Software and
Scott Kaplan/FTP Software)

Privacy-Enhanced Electronic Mail WG (pem)
(Steve Kent/BBN)

Networked Information Retrieval WG (nir)
(Jill Foster/ UNewcastle-Upon-Tyne and George Brett/MCNC)

Break (Refreshments provided)

Afternoon Sessions II

APP

APP

MGT

RTG

RTG

SAP

SEC

TSV

USV

Internet Mercantile Protocols BOF (imp)
(Taso Devetzis/Bellcore)

UCS Character Set BOF (ucs)
(Borka Jerman-Blazic/Jozef Stefan Institute)

Frame Relay Service MIB WG (frnetmib)
(James Watt/Newbridge Networks)

Inter-Domain Multicast Routing WG (idmr)
(Tony Ballardie/UCL)

IP Routing for Wireless/Mobile Hosts WG (mobileip)
(Steve Deering/Xerox PARC)

MHS-DS Tutorial (mhsds) (Kevin Jordan/CDC and
Harald Alvestrand/SINTEF DELAB)

Authorization and Access Control WG (aac)
(Cliff Neuman/ISI)

TCP Large Windows WG (tcplw)
(Dave Borman/Cray Research)

Network Information Services Infrastructure WG (nisi)

(April Marine/SRI and Pat Smith/Merit)

Evening Sessions

INT

INT

IPng Decision Process BOF (ipdecide)
(Brian Carpenter/CERN and Tim Dixon/RARE)

Point-to-Point Protocol Extensions WG (pppext)
(Fred Baker/ACC)
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1930-2200 Wednesday, 14 July 1993 - Evening Sessions (cont’d.)

OPS  Generic Internet Service Specification BOF (giss)
(Tony Bates/RIPE and Daniel Karrenberg/RIPE)

USV  Integration of Internet Information Resources WG (iiir)
(Chris Weider/Merit)

* IPLPDN and PPPEXT will be meeting in joint session.
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THURSDAY, 15 July 1993

0830-0900
0900-0930

0930-1200

Breaks
1330-1530

Continental Breakfast

Technical Presentations

o  “Electronic Cash: Theory Towards Application”
(David Chaum/DigiCash)

Morning Sessions

APP

INT

MGT
OPS

RTG

RTG
SAP

SEC

USv

X.400 Operations WG (x4000ps) (Alf Hansen/Sintef
and
Tony Genovese/LLNL)

Point-to-Point Protocol Extensions WG (pppext)
(Fred Baker/ACC)

FDDI MIB (fddimib) (Jeff Case/UTenn)

BGP Deployment and Application WG (bgpdepl)
(Jessica Yu/Merit)

IP Routing for Wireless/Mobile Hosts WG (mobileip)
(Steve Deering/Xerox PARC)

ISIS for IP Internets WG (isis) (Chris Gunner/DEC)

Minimal OSI Upper-Layers WG (thinosi) (Peter Fur-
niss/Consultant)

Network Access Server Requirements WG (nasreq)
(Jim Barnes/Xylogics)

Network Training Materials WG (trainmat)
(Ellen Hoffman/Merit and
Jill Foster/UNewcastle-Upon-Tyne)

Coffee available throughout the morning.

Afternoon Sessions I

INT

INT

MGT

Simple Internet Protocol WG (sip)
(Steve Deering/Xerox PARC and Bob Hinden/Sun)

TCP/UDP over CLNP-addressed Networks WG (tuba)
(Peter Ford/LANL and Mark Knopper/Merit) *

IFIP Electronic Mail Management BOF (emailmgt)
(Maria Dimou/CERN)
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1330-1530 Thursday, 15 July 1993 - Afternoon Sessions I (cont’d.)

MGT

Frame Relay Service MIB WG (frnetmib)
(James Watt/Newbridge Networks)

OPS  Network OSI Operations WG (noop) (Sue Hares/Merit
and
Cathy Wittbrodt/BARRnet)*
OPS  Operational Area Directorate (orad)
Scott Bradner/Harvard)
SAP  Structured Text Interchange Format BOF (stif)
(Dave Crocker/Silicon Graphics) |
SEC  Security Area Advisory Group (saag) (Steve Crocker/T1IS)
USV  Internet School Networking WG (isn) (Jennifer Sell-
ers/NASA)
1530-1600 Break (Refreshments provided)
1600-1700 Technical Presentations

o “JVTOS for Workstations”
(Bernhard Plattner/Institut fuer Technische)

e  “Service Location” (John Veizades/FTP Software and
Scott Kaplan/FTP Software)

1700-1930 Open Plenary and IESG

* TUBA and NOOP will be meeting in joint session.



16

FRIDAY, 16 July 1993

0830-0900 Continental Breakfast

0900-1200 Technical Presentations

o  “An Experiment in Remote Printing” (Marshall Rose/DBC)
o  “IPng Presentations”
o  “Final Remarks” (Phill Gross/ANS and Erik Huizer/SURFnet)

Key to Abbreviations

APP  Applications Erik Huizer/SURFnet and John Klensin/UNU
GEN  General Interest
INT  Internet Stev Knowles/FTP Software and
Dave Piscitello/Bellcore
MGT Network Management Marshall Rose/DBC
OPS  Operational Requirements Scott Bradner/Harvard
RTG Routing Bob Hinden/Sun
SAP  Services Applications Dave Crocker/Silicon Graphics
SEC  Security Steve Crocker/TIS
TSV Transport Allison Mankin/NRL

USV  User Services Joyce K. Reynolds/ISI



Chapter 1

IETF Overview

The Internet Engineering Task Force (IETF) is the protocol engineering, development, and
standardization arm of the Internet Architecture Board (IAB). The IETF began in January
1986 as a forum for technical coordination by contractors for the then US Defense Advanced
Projects Agency (DARPA), working on the ARPANET, US Defense Data Network (DDN),
and the Internet core gateway system. Since that time, the IETF has grown into a large
open international community of network designers, operators, vendors, and researchers
concerned with the evolution of the Internet protocol architecture and the smooth operation
of the Internet.

The IETF mission includes:

1. Identifying and proposing solutions to pressing operational and technical problems in
the Internet;

2. Specifying the development (or usage) of protocols and the near-term architecture to
solve such technical problems for the Internet;

3. Facilitating technology transfer from the Internet Research Task Force (IRTF) to the
wider Internet community; and

4. Providing a forum for the exchange of relevant information within the Internet com-

munity between vendors, users, researchers, agency contractors, and network man-
agers.

Technical activity on any specific topic in the IETF is addressed within working groups.
All working groups are organized roughly by function into ten technical areas. Each is led
by one or more area director who has primary responsibility for that one area of IETF
activity. Together with the Chair of the IETF, these technical directors (plus, the Director
for Standards Procedures) compose the Internet Engineering Steering Group (IESG).

17
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CHAPTER 1. IETF OVERVIEW

The current areas and directors, which compose the IESG are:

IETF and IESG Chair
Applications

Internet
IP: Next Generation

Network Management
Operational Requirements
Routing

Security

Service Applications
Transport

User Services

Standards Management

Phill Gross/ANS

Erik Huizer/SURFnet
John Klensin/UNU
Stev Knowles/FTP Software
Dave Piscitello/Bellcore
Scott Bradner/Harvard
Allison Mankin/NRL
Marshall Rose/DBC
Scott Bradner/Harvard
Robert Hinden/Sun
Steve Crocker/TIS
Dave Crocker/SGI
Allison Mankin/NRL
Joyce K. Reynolds/ISI
A. Lyman Chapin/BBN

The IETF has a Secretariat, headquartered at the Corporation for National Research Ini-
tiatives in Reston, Virginia, with the following staff:

IETF Executive Director
IESG Secretary

IETF Meeting Coordinator
IETF Meeting Registrar

IETF Internet-Drafts Administrator

IETF Administrative Support

Steve Coya

John Stewart

Megan Davies Walnut
Debra Legare
Cynthia Clark

Lois Keiper

The working groups conduct business during plenary meetings of the IETF, during meetings
outside of the IETF, and via electronic mail on mailing lists established for each group.
The IETF holds 4.5 day meetings three times a year. These plenary sessions are composed
of working group sessions, technical presentations, network status reports, working group
reporting, and an open IESG meeting. A Proceedings of each IETF plenary is published,
which includes reports from each area, each working group, and each Technical Presentation.
The Proceedings include a summary of all current standardization activities.

Meeting reports, charters (which include the working group mailing lists), and general
information on current IETF activities are available on-line for anonymous FTP from several

Internet hosts including ds.internic.net.
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Mailing Lists

Much of the daily work of the IETF is conducted on electronic mailing lists. There are
mailing lists for each of the working groups, as well as an IETF general discussion list and
an IETF announcement list. Mail on the working group mailing lists is expected to be
technically relevant to the working groups supported by that list.

To join a mailing list, send a request to the associated request list. All internet mail-
ing lists have a companion “-request” list. Send requests to join a list to <listname>-
request@<listhost>.

Information and logistics about upcoming meetings of the IETF are distributed on the IETF
announcement mailing list. For general inquiries about the IETF, requests should be sent
to ietf-info@cnri.reston.va.us. An archive of mail sent to the IETF list is available for
anonymous FTP from the directory /ietf-mail-archive/ietf on cnri.reston.va.us.
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1.1 Future IETF Meeting Sites

Fall 1993

Houston, Texas

SESQUINET and Rice University
Host: Bill Manning

November 1-5, 1993

Status: CONFIRMED

Spring 1994

Seattle, Washington
NorthWestNet

Host: Dan Jordt

March 28 - April 1, 1994
Status: CONFIRMED

Summer 1994

Toronto, Ontario, Canada
University of Toronto
Host: Warren Jackson
July 25-29, 1994

Status: TENTATIVE
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1.2 On Line IETF Information

The Internet Engineering Task Force maintains up-to-date, on-line information on all of its
activities. This information is available via FTP and e-mail. Procedures for retrieving the
information are described below.

The IETF Directory

Below is a list of the files available in the IETF directory and a short synopsis of what each
file contains.

Files prefixed with a 0 contain information about upcoming meetings. Files prefixed with a
1 contain general information about the IETF. Working group charters and minutes are in
sub-directories under the working group acronym. Retrieve and view the 1wg-summary.txt
file for a list of working groups and their acronyms.

FILE NAME

Otao.txt This file contains “A Guide for New Attendees of the Internet
Engineering Task Force”, RFC 1391.

Omtg-agenda.txt The current agenda for the upcoming IETF meeting, containing
scheduled working group meetings, technical presentations and
network status reports.

Omtg-at-a-glance.txt The announcement for the upcoming IETF meeting, contain-
ing specific information on the date/location of the meeting,
hotel/airline arrangements, meeting site accommodations and
meeting costs.

Omtg-Tsvp.txt A standardized RSVP form to notify the Secretariat of your plans
to attend the upcoming IETF meeting.

Omtg-sites.txt Current and future meeting dates and sites for IETF meetings.

lid-guidelines.txt Instructions for authors of Internet-Drafts.

lietf-description.txt A short description of the IETF, the IESG and how to partici-
pate.

1lwg-summary.txt A listing of all current working groups, the working group Chairs

and their e-mail addresses, working group mailing list addresses,
and where applicable, documentation produced. This file also
contains the standard acronym for the working groups by which
the IETF and Internet-Drafts directories are keyed.
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1wg-charters.txt A single file containing an abbreviated version of all the current
working group charters.

Working groups have individual directories dedicated to their particular activities. The
directories contain the charters and meeting minutes for the group.

Minutes of Birds-of-a-Feather (BOF) sessions and area summaries of the IETF meetings
are grouped into directories by meeting. The directory names are of the form YYmmm
(e.g., 92mar for the reports of the March 1992 meeting). These directories do not include
the minutes of the working group meetings.

When using FTP, the “cd” and “dir” commands will permit you to review what working
group files are available and the specific naming scheme to use for a successful anonymous
ftp request.

The Internet-Drafts Directory

The Internet-Drafts directory has been installed to make available, for review and com-
ment, draft documents that may eventually be submitted to the IESG and/or the RFC
Editor to be considered for publication as RFCs. These documents are indexed in the file
lid-abstracts.txt in the Internet-Drafts directory. Comments are welcome and should be
addressed to the responsible person(s) whose name and e-mail address are listed on the first
page of the respective draft.

FILE NAME

lid-abstracts.txt This file lists the current Internet-Drafts and their pathnames.

lid-index.txt This file contains an abbreviated listing of Internet-Drafts. This
contains only the document title, the filename and the posting
date.

For more information on writing and installing an Internet-Draft, see the file 1id-guidelines
in the ietf directory, “Guidelines to Authors of Internet-Drafts.”

The IESG Directory

The IESG directory contains the minutes of IESG meetings and regularly updates status
report on protocols in the standards track.
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FILE NAME

lprotocol_actions.txt This file contains a list of protocols currently under con-
sideration by the IESG.

loldstandards.txt This file contains a list of Proposed and Draft Standards

eligible for advancement.

The minutes are contained in files named with the pattern:

iesg.YY-MM-DD

e.g.,
jesg.92-11-10

for the minutes of the meeting held on November 10, 1992.

FTP Access

IETF Information is available by anonymous FTP from several sites.
East Coast (US) Address: ds.internic.net (198.49.45.10)

West Coast (US) Address: ftp.nisc.sri.com (192.33.33.22)
Europe Address: nic.nordu.net (192.36.148.17)

Pacific Rim Address: munnari.oz.au (128.250.1.21)

The Internet-Drafts on this machine are stored in Unix compressed form (.Z).

To retrieve this information via FTP, establish an anonymous FTP connection, then login
with username “anonymous”. Use your e-mail address as the password. When logged in,
change to the directory of your choice with one of the following commands:

cd ietf
cd internet-drafts

Individual files can then be retrieved using the GET command:

get lwg-summary.txt
get 822ext/822ext-charter.txt
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E-mail Access

Internet-Drafts are available by mail server from ds.internic.net. To retrieve a file, mail a
request:

To: mailserv@ds.internic.net
Subject: Anything you want

In the body, put a command of the form:

FILE /internet-drafts/lid-abstracts.txt
FILE /ietf/1wg-summary.txt

FILE /ietf/822ext/822ext-minutes-91jul.txt
PATH jdoe@somedomain.edu

where PATH lists the e-mail address where the response should be sent.
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1.3 Guidelines to Authors of Internet-Drafts

The Internet-Drafts directories are available to provide authors with the ability to distribute
and solicit comments on documents they may submit as a Request for Comments (RFC).
Submissions to the directories should be sent to internet-drafts@cnri.reston.va.us.

Internet-Drafts are not an archival document series. These documents should not be cited
or quoted from in any formal document. Unrevised documents placed in the Internet-Drafts
directories have a maximum life of six months. After that time, they must be submitted to
the IESG or the RFC Editor, or they will be deleted. After a document becomes an RFC,
it will be replaced in the Internet-Drafts directories with an announcement to that effect
for an additional six months.

Internet-Drafts are generally in the format of an RFC, although it is expected that the
documents may be “rough” drafts. This format is specified fully in RFC 1111. In brief, an
Internet-Draft shall be submitted in ASCII text, limited to 72 characters per line and 58
lines per page followed by a formfeed character. Overstriking to achieve underlining is not
acceptable.

PostScript is acceptable, but only when submitted with a matching ASCII version (even if
figures must be deleted). PostScript should be formatted for use on 8.5x11 inch paper. If
A4 paper is used, an image area less than 10 inches high should be used to avoid printing
extra pages when printed on 8.5x11 paper.

There are differences between the RFC and Internet-Draft format. The Internet-Drafts are
NOT RFCs and are NOT a numbered document series. The string “INTERNET-DRAFT”
should appear in the upper left hand corner of the first page. The document should NOT
refer to itself as an RFC or a draft RFC.

The Internet-Draft should neither state nor imply that it is a Proposed Standard. To do so
conflicts with the role of the RFC Editor and the IESG. The title of the document should not
infer a status. Avoid the use of the terms Standard, Proposed, Draft, Experimental, His-
torical, Required, Recommended, Elective, or Restricted in the title of the Internet-Draft.
All Internet-Drafts should include a section containing the following verbatim statement:

This document is an Internet-Draft. Internet-Drafts are working documents of
the Internet Engineering Task Force (IETF), its areas, and its working groups.
Note that other groups may also distribute working documents as Internet-
Drafts.

Internet-Drafts are draft documents valid for a maximum of six months. Internet-
Drafts may be updated, replaced, or obsoleted by other docuraents at any time.
It is not appropriate to use Internet-Drafts as reference material or to cite them
other than as a “working draft” or “work in progress.”

To learn the current status of any Internet-Draft, please check the 1lid-abstracts.txt
listing contained in the Internet-Drafts Shadow Directories on ds.internic.net,
nic.nordu.net, ftp.nisc.sri.com, or munnari.oz.au.
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The document should have an abstract section, containing a two-to-three paragraph de-
scription suitable for referencing, archiving, and announcing the document. This abstract
will be used in the 1lid-abstracts.txt index and in the announcement of the Internet-Draft.
The abstract should follow the “Status of this Memo” section.

All Internet-Drafts should contain the full filename (beginning with draft- and including
the version number) in the text of the document. The filename information should, at a
minimum, appear on the first page (possibly with the title).

For those authors submitting updates to existing Internet-Drafts, the choice of the file
name is easily determined (increase the version by 1). For new documents, send a message
to internet-drafts@cnri.reston.va.us with the document title, if it is a product of a
working group (and the name of the group), and an abstract. The filename to be assigned
will be included in a response. Simply add the filename text to the document (ASCII AND
PostScript versions) and submit the Internet-Draft.

A document expiration date must appear on the first and last page of the Internet-Draft.
The expiration date is always six months following the submission of the document as
an Internet-Draft. Authors can calculate the six month period by adding five days to
the date when the final version is completed. This should be more than enough to cover
the time needed to send the document or notification of the document’s availability to
internet-drafts@cnri.reston.va.us.

If the Internet-Draft is lengthy, please include, on the second p@ge, a table of contents to
make the document easier to reference.
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2.1 Applications Area

Director(s):

o Erik Huizer: erik.huizer@surfnet.nl
e John Klensin: klensin@infoods.unu.edu

Area Summary reported by Erik Huizer/SURFnet

The Applications Area currently contains the following working groups:

Interactive Mail Access Protocol (IMAP)
Internet Message Extensions (822EXT)
MIME-MHS Interworking (MIMEMHS)
Network News Transport Protocol (NNTP)
OSI Directory Services (OSIDS)

TELNET (TELNET)

Telnet TN3270 Enhancements (TN3270E)
X.400 Operations (X4000PS)

The 822EXT and MIMEMHS Working Groups have finished their work and did not meet in
Amsterdam. The NNTP and TN3270E Working Groups also did not meet in Amsterdam.

Three BOFs under the Applications Area were held in Amsterdam:

¢ Internet Mercantile Protocols (IMP)
e Networking Multimedia Applications (MULTIAPP)
e UCS Character Set BOF (UCS)

Internet Mercantile Protocols BOF (IMP)

The IMP BOF was convened to assess community interest in Internet-based commerce and
to explore some concrete ideas on how that might be realized using existing technology.

The session was comprised of two presentations followed by general discussion. Taso De-
vetzis presented some principles on which protocols for Internet commerce might be based,
followed by a detailed example of how such principles might be realized using existing In-
ternet technology (e.g., PEM, MIME). Mitra presented a brief overview of a system being
developed by Pandora Systems to support its commercial offerings over the Internet.
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From the discussion emerged three issues relating to the requirements for Internet commerce:

1. A protocol that admits bilateral transactions may afford less incentive to aspiring

third-party mediators than does a framework that requires all transactions to be
mediated.

2. An acceptable protocol must support “real-time,” interactive use.

3. An acceptable protocol must be compatible with existing Internet applications (e.g.,
Gopher).

Brief discussion led to general agreement on the second and third points. Neither point
was regarded as necessarily inconsistent with the proposed leveraging of MIME and PEM
technology. Time did not permit full discussion of the first point above. Erik Huizer, an
Applications Area Director, concluded the meeting by saying that interest in this topic
was clearly sufficient to merit further work but that further definition of the task would be

valuable before chartering a working group. To this end, specific topics for e-mail discussion
were identified.

Networking Multimedia Applications BOF (MULTIAPP)

Chris Adie introduced himself as the leader of the RARE Multimedia Information Services
Task Force and described the scope cof the BOF, namely covering networked access to
multimedia resources from both the users’ and providers’ points of view. Chris then gave
a short presentation of the probable application categories, the requirements, the existing
systems and standards and the aims he saw for the BOF. Aims of the BOF were: to identify
issues involved in providing access to multimedia data; to identify ways to make progress
in addressing these issues; and to agree how to interact with existing groups working in the
area. A list of issues was then solicited from the floor. The discussion arising from this
was wide ranging, and it took some time before suitable areas for IETF involvement were
agreed upon. The discussion eventually settled on three items: attempting some pilot work
in mounting (at least) one multimedia application across the network; working up a draft
charter for a proposed IETF working group; looking at ways of linking existing or emerging
standards (RTP, HTML+ were cited as candidates) to define a multimedia access protocol
(loosely described as ‘Multimedia X’). All of these, particularly the last, required some
study of prior art (SunSoft, DEC, Apple, Microsoft and Bellcore were cited) and liaison
with other groups.

UCS Character Set BOF (UCS)

The UCS BOF discussed the common basis for making possible in Internet protocols the
interoperable use of characters beyond the US-ASCII repertoire. The following issues were
discussed:
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Alternatives to 10646 BMP for Asian ideographic character sets.

More internationalized coding alternatives.

Byte-order for languages that do not run left-to-right, and how to represent them.
Possible feedback and liaison processes from IETF to ISO/IEC JTC1/SC2 and re-
quests for inclusion of special sets of characters as part of 10646.

The BOF identifyed several items to be worked out within the IETF working procedures.
Among many of them the most urgent seems to be the following:

e A document defining the necessary meta-protocol or process which will deal with the
items required for the internationalization of the networked services. The document
will provide guidance to other protocols dealing with these items over the Internet.

e A document which will specify the byte-ordering of data streams coded with UCS
to be used in the Internet. Recommendation regarding the particular encoding (e.g.,
UTF-2 or some variation) to be used in Internet protocols.

e A document identifying the languages and the characters required for coding text
written in natural language (a sort of “guidelines for services” such as NIR based on
usage of plain text written in languages different from English).

e A document defining a tool for coded character sets conversion to be provided within
some services such as e-mail (i.e. conversion of character set codes that are outside
of the supported character repertoire of the receiver).

Interactive Mail Access Protocol Working Group (IMAP)

Twenty people participated. For several it was their first exposure to IMAP, so a few minutes
were spent summarizing what IMAP is, how it compares/relates to other alternatives, and

what the working group is chartered to do. The working group charter and notes from the
Columbus BOF were reviewed and questions were answered. The status of the protocol
specification and known IMAP implementations was reviewed. (An Internet-Draft is being
composed that integrates and updates RFC 1176 and the imap2bis extensions.) Existing
practice on the use of IMAP for news, archive, and document access—in addition to mail—
was covered. Discussion on possible IMAP extensions followed. Finally, the next working
group meeting, to be held in Seattle on August 30 and 31, was announced.

OSI Directory Services (OSIDS)
e Document progress was discussed. The User Friendly Naming document is still wait-

ing for RFC Editor action. “DSA Metrics” is finished and will be submitted to the
RFC Editor as an Informational document.
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¢ Editorial updates will be made to RFC 1278, “A String Encoding of Presentation
Address.”

¢ InterNIC progress on formalising X.500 deployment on the Internet was presented
and discussed.

e There is new work on representing IP information in the DIT. This work will hopefully
lead to a set of RFCs later this year, including an update to RFC 1274.

e A document on representation of bibliographic information in the DIT is progressing.
It is expected to be an Experimental RFC later this year.

¢ RFC 1384, “Naming Guidelines for Directory Pilots,” will be updated, based on a
draft document by the RARE NAP Working Group.

e With the InterNIC taking the lead, a new schema management group was formed
that will look after maintaining the directory schema for the Internet.

TELNET (TELNET)

The primary topic of discussion was the environment option. Originally, a proposal was
made to re-issue RFC 1408 with the VAR and VALUE definitions corrected to match the
BSD implementation. Additionally, a document was produced that explained heuristics
that could be used to handle implementations that did not agree.

The attendees briefly discussed the proposed revisions to the charter. The general consensus
is that the group does not want to remain a clearing-house for TELNET documents. The
charter will be revised to only cover the authentication work that is going on.

The group reviewed a proposal for a “Telnet Transfer of Control” option. The group feels
that there are some security issues with the document. Various people will forward their
comments directly to the author. At this time the group does not wish to formally work on
this specification.

Finally, the group briefly discussed Dave Borman’s new option that merged authentication
and encryption. The initial feedback is favorable, but Dave needs to complete an initial
implementation using Kerberos IV.

X.400 Operations (X4000PS)

o The session included liaison reports from: MHSDS (Longbud Project status), the
RARE MHS Working Group, EMA/EEMA, and Cosine MHS (coordination service
update).
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o It was recommended that a new working group be formed to handle the topic of file
transfer over e-mail.

e The PRMD Requirements document is being held up because some technical work is
needed on the postmaster document which is a required component of this document.
It has been determined that with the publishing of the PRMD Requirements RFC
that the main objectives of this working group will have been met. With this in
mind, it is believed that this working group can close down. The group would like
this accomplished before the Houston IETF.

o It was proposed that a working group be formed to work on deployment of X.400
within the Internet.

o It was proposed that a new working group be formed to work on the C=US and
A=IMX issues.

o A charter was presented for a working group that would be formed to work on ADMD
interconnections to the Internet.

e Status reports were given on GO-MHS support and the RARE X400 88 pilot.
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CURRENT MEETING REPORT

Reported by Taso Devetzis/Bellcore

Minutes of the Internet Mercantile Protocols BOF (IMP)

Introduction

The IMP BOF session was convened to assess community interest in Internet-based com-
merce and to explore some concrete ideas on how that might be realized using existing
technology. The session comprised two presentations together with some general discus-
sion. Taso Devetzis presented some principles on which protocols for Internet commerce
might be based followed by an illustrative example of how such principles might be realized
using existing Internet technology (e.g., PEM, MIME). Mitra presented some informal ideas
on what a system for Internet commerce might look like.

Kick-Off Presentation

The session began with the circulation of the attendance roster and other administrativa.
The following agenda was accepted without much discussion:

¢ Introductory talk

— The vision

— Bits, bytes, and examples
¢ Questions and discussion
¢ Future directions

Taso began with an introductory presentation. He identified the goal as enabling commerce
over the Internet—focusing on “commercial consummation” rather than on “commercial
foreplay.” He also attempted to focus discussion by identifying goals that, however worthy,
are not the most immediate problems for enabling Internet commerce. Among these non-
goals are:

The “electronic cash” problem

Automation of today’s billing and collection processes
The directory services problem

The resource identification and discovery problem
Replication of the entire EDI suite

Reforming society and altering the human condition

® 6 o o o o

Taso identified the motivations for pursuing this work and cited a number of unilateral
efforts as evidence of growing interest, and suggested that this technology should be driven
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by the needs of Internet users rather than by any of a number of other vested interests. He
identified the other benefits to the community that this effort could provide:

Convenience to Internet users

Easier vendor access to broader markets

Internet commerce will help fund Internet infrastructure

Promotes Internet growth

Provides incentive for fully automated procurement and its benefits
Reduces paperwork and bureaucracy

e & ¢ o o o

The discussion then turned to the principles on which an overall approach might be based.
The emphasis was on policy-free mechanisms and the use of already-standardized Internet
technology and infrastructure.

Allow for bilateral transactions (“Look ma, no trusted third party!”)
Universal deployment not required
Simple mechanism
Leverage existing Internet technology
— Support for multimedia via MIME
— Security enhancements via PEM
— No new or exotic technology is necessary!
e Provide a core mechanism to enable commerce
e Decouples transport accounting from higher-layer services

Taso emphasized the importance of support for bilateral transactions. Bilateral transactions
are the simplest case. They represent a mechanism by which commerce is conducted over
the Internet today, and new standards in this area should seek to enhance these existing
capabilities rather than to restrict them in the service of a particular commercial agenda. To
preclude or deprecate support for bilateral transactions is technologically to compel people
to accept mediation services for all of their business—even where such mediation may be
neither economically warranted nor socially acceptable.

Support for bilateral transactions is not only important as a social principle, but it affords
practical advantages as well. Because it represents the mode in which Internet commerce can
be conducted today, it serves as a simple reference paradigm by which seemingly complicated
legal or social concerns may be placed in proper perspective. Because bilateral transactions
represent the mode in which Internet commerce can be conducted today, they may play
a significant role in “bootstrapping” deployment—that is, enabling commerce even before
total acceptance and deployment of the relevant infrastructures.

An approach that mechanically decouples commercial transactions from transport service
accounting not only simplifies the latter but may also admit cost recovery for transport
services in ways that enjoy increased social appeal. The dynamics of the user’s interaction
with the postal service is completely decoupled from the interaction between the transacting
parties. In mail-order transactions, costs for the postal service are recovered in a variety of
ways that can be matched to the parties’ accounting overhead and market strategies.
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Example Mechanisms

To illustrate these ideas, a possible solution approach that is consistent with the high-level
goals was sketched out.

The illustrative mechanisms exploited MIME and PEM technology to provide for secure
documentation of agreements among Internet users to exchange goods and services. This
mechanism supports both a bilateral transaction model, and a transaction model in which
third-party mediators are desirable. Detailed examples of how the mechanism would work
in both of these cases were presented.

Basic protocol dynamics were sketched. A message containing an “offer” to make some
exchange is sent from one party to the other. Should the latter party agree, that party
responds with a message that “accepts” the tendered offer. This acceptance message doc-
uments the agreement in a potentially non-repudiable way.

The goods and services being represented in the protocol can be either negotiable or non-
negotiable. In this context, negotiable denotes an object of abstract value rather than a
concrete object or service. For example, when you hold a negotiable interest in a company,
you may not lay claim to a particular desk or paper clip, but you have an abstract claim
upon the assets of the company as a whole. Similarly, a dollar is an abstract claim upon
the assets of the US Treasury. A non-negotiable good is a concrete object or service, like a
bushel of apples or a haircut.

As an example of the simplest case, two mutually-trusting users can consummate the ex-
change of a tee-shirt in return for a negotiable value of ten guilders. In this case, one party
sends an offer message to the other stating a willingness to exchange a specified tee-shirt
(described using MIME and/or EDI conventions) for a negotiable obligation in the amount
of ten guilders on the part of the other party (essentially, a personal “IOU” from the latter
party). The offer message contains an expiration date after which the offer is no longer
valid. If the second party accepts the offer, then that party responds with an acceptance
message, and the transaction is concluded.

A more complicated example (in which the parties do not trust each other) was also pre-
sented. In this case, the transaction is mediated by one or more third parties who are
trusted by both principals. This example illustrates a number of distinct functional roles
that can be realized by various commercial enterprises:

Consumers — exchange negotiables for goods or services
Merchants — vice-versa

Co-operatives — provide anonymity

Banks - certify negotiables (like certifying a check)
Notaries — certify dates (to validate contract acceptances)

In this more complicated case, one principal may not be willing to accept as payment what
is essentially a personal “IOU” from the other. Thus, as part of the offer message, the
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former specifies that the negotiable instrument must be certified by some trusted finan-
cial organization (e.g., Citibank). The policy by which Citibank might certify the user’s
payment could be related to his current bank balance, some pre-arranged credit line, or
simply the cut of his/her jib. It is not a matter for protocol standardization. Because
this “check certification” function (and also the notarization function) are themselves mod-
elled as transactions, not only is there an established way for certifiers and notaries to get
paid for their service, but also the complexity of the overall protocol is reduced. (A minor
“bootstrapping” issue does arise: presumably, a certifier may require a customer to have at

least some “hard” funds on account, if only to be assured of payment for the certification
service.)

Once a transaction is completed, a user may ask his bank (certifier) to credit his account
with any new income he derived from the transaction. The user may send the transaction
acceptance message to his bank, and the bank will inspect the transaction to determine
what additional credit (if any) it will confer upon the user as a result of the transaction.
Again, the policy by which credit is assigned is specific to the institution and not a matter
of protocol standardization. Because transactions are numbered, a bank can employ fairly
simple strategies to counter efforts to “cash-in” a single transaction multiple times (see
Dukach and Sollins, among others). With appropriate protocol design, this tracking of
transactions need only occur locally between a user and his bank—thereby providing a
solution that is not only relatively low in cost but eminently scalable to large numbers of
participants.

One functional role not illustrated in the examples is the “Cooperative.” This function is
one of obscuring the identity of a party to a transaction by acting as a proxy for some large
number of parties. This straightforward strategy can (when desirable) afford an acceptable
level of privacy to any transaction at lower cost and complexity than electronic cash systems.

The presentation also included detailed examples of message formats and semantics not
included in these minutes.

Observations and Discussion

One participant raised the question of how multi-party transactions might be modelled by
bilateral protocol exchanges. There was a brief discussion of this question in which various
examples of multi-party transactions were posed and analyzed. One view that was expressed
was that, in real life, sometimes what seem to be multi-party transactions (e.g., buying a
house) are really collections of bilateral transactions that just happen to be concluded at
the same meeting (the closing). Another view that was expressed is that it should always
be possible to decompose any prima facie multi-party transaction into multiple bilateral
agreements, each of which is explicitly conditioned on the others.
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Karen Sollins commented that mail queueing mechanisms might impose unacceptable per-
formance constraints on interactive browse-and-buy applications. Devetzis explained that,
although e-mail message formats were being used, this approach implied no necessary de-
pendency on time-shifted e-mail delivery mechanisms: the same message formats could be
used in both interactive and non-interactive modes.

When the certification procedure was discussed, one of those present observed that a denial
of service attack was possible unless the certification failure message is authenticated. This
form of attack was not deemed to be very troubling, but it is also not much trouble to
counter.

Rob Shirey commented that the presentation at times used the term “privacy” where the
term “confidentiality” might be more appropriate. Rob also commented that a list of what
services were being provided (and which were not) would also be useful. Such a list would
need to be matched against the perceived requirements.

Second Presentation

Mitra gave the second presentation. He described some informal ideas on what a system
for Internet commerce might look like. He contrasted the strategy he described with the
strategy currently in use by a prototype server. He invited session participants to contact
this server on host “path.net” at port 8001. The described strategy had five components:

1. Information Provider - the party who actually produces some information for distri-
bution.

2. Information Retailer - the party who makes information available for sale to Internet
users. The Internet system operated by a retailer is sometimes called a “gateway.”

3. Host Operator - the party that operates a host system that is used by Internet users
for Internet commerce.

4. User - the party who buys stuff from an Information Retailer using a system provided
by a Host Operator.

5. Authentication Server - the party who authorizes charges made by an Information
Retailer against the account of a Host Operator.

Mitra explained that, in his model, Host Operators and Retailers are authenticated by IP
address. Via traditional, out-of-band channels, the Authentication Server bills the Host
Operator who in turn bills the attached User for purchased goods.

Mitra identified three trust relationships that are present in his system: Host to Authenti-
cation Server, Gateway to Authentication Server, and User to Host.
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Phill Gross asked about the way in which such a system could scale to a large number of
users. Mitra suggested that a hierarchy of such servers could address the scaling problem,
and he cited the use of a single server for Visa credit card authorizations.

Some Issues

Mitra also identified three points for discussion by the group that he felt were especially
important:

1. Bilateralism: because a great many transactions will occur between parties that do
not trust each other, a protocol that supports only bilateral transactions between
trusting parties is not adequate.

2. An acceptable protocol must support “real-time,” interactive use.

3. An acceptable protocol must be compatible with existing Internet applications (e.g.,
Gopher).

Brief discussion led to general agreement on the second and third points. Neither point
was regarded as inconsistent with the proposed leveraging of MIME and PEM technology.
Although time did not permit full discussion of the first point above, it is not clear that
it represented a point of actual disagreement as much as a particular way of expressing
generally shared beliefs.

Conclusion

Erik Huizer, IETF Area Director for Applications, concluded the meeting by saying that
interest in this topic was clearly sufficient to merit further work but that further definition
of the task would be valuable before chartering a working group. To this end, specific topics
for e-mail discussion were identified. If these topics lead to clearly identifiable work items,
a follow-on BOF session, for discussing these work items in view of the possible creation of
a WG, will be considered by the area director.

Action Items

1. David Ginsburg of Alcatel SEL volunteered to compile and post via the mailing list
a survey of existing experiences in conducting commerce over the Internet.

2. Taso Devetzis took the action of adding the names of the BOF attendees to the
mailing list (imp-interest@thumper.bellcore.com).
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3. Devetzis took the action item of continuing discussion over e-mail in order to identify
work items for the group in addition to those areas of study that would not be
appropriate for the IETF.

4. Devetzis took the action item of organizing a second BOF session at the next IETF
meeting in order to crystalize intervening e-mail discussion into agreed work items
and a framework for continued work.

5. All present took the action item of contributing descriptions of current mechanisms
for Internet commerce as Internet Drafts.
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CURRENT MEETING REPORT

Reported by Sam Wilson/The University of Edinburgh

Networking Multimedia Applications BOF (MULTIAPP)

Chris Adie introduced himself as the leader of the RARE Multimedia Information Services
Task Force and described the scope of the MULTIAPP BOF, namely covering networked
access to multimedia (MM) resources from both the user’s and provider’s points of view.
In particular it was not intended to cover MM conferencing, which was being addressed
elsewhere. Three developments suggested the need for work in this area:

o Users were using MM authoring tools (e.g. Guide, Toolbook) to produce MM appli-
cations;

¢ Existing client/server tools such as Gopher, WAIS and WWW are being extended to
cope with MM; and

¢ Various MM-related network tools and projects have emerged: MICE (in the confer-
encing field), RTP (Real Time Protocol), ST2 and multicast (though multicast was
currently being used largely in the conferencing area: person-to-person rather than
machine-to-person).

Chris then gave a short presentation covering the probable application categories, the re-
quirements, the existing systems and standards and the aims he saw for the BOF. The
slides from his presentation follow these minutes. A couple of points of interest to go with
the slides:

1. Chris is the editor of RARE Technical Report 5 “A Survey of Distributed Multime-
dia: Research, Standards and Products” available on paper and in various forms for
anonymous FTP on ftp.ed.ac.uk in the directory pub/mmsurvey; and

2. Many projects seem to use SGML in one form or another.

A list of relevant issues that might be suitable areas of work was then solicited from the
floor. The discussion arising from this was wide ranging and it took some time before
suitable areas for IETF involvement was agreed upon. The list eventually comprised:

Responsiveness
Reliability
Isochronism

Reverse Control Flow
Hypermedia Linking
Presentation

e &6 &6 o o o
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FEditor’s Note: A list of discussion topics and points made is available via FTP or mail server
from the remote directories as /ietf/93jul/multiapp-minutes-93jul.tat. Refer to Section 1.2
of the proceedings for retrieval instructions.

At this point Tim Berners-Lee was invited to give a short description of HTML and HTML+,
the description languages underlying WWW, and compared it particularly to HyTime. Tim
was less than encouraging about HTML+ as a contender for a generalised MM presentation
language or interchange format, but Chris Adie was more hopeful.

At this point the group seemed to be inclining towards the view that there was nothing
obvious that the IETF could be doing except perhaps to encourage a pilot project to mount
a MM application across a network. Discussion re-focussed on the description of interchange
formats and ‘Multimedia X.” Carsten Bormann of Technische Universitaet Berlin revitalised
the meeting by suggesting the following ‘taxonomy’ for the problem:

¢ Remote Access to MM Applications

Needs MM analogue of X Window System (note that RTP provides some of the
necessary functionality but higher level integration is needed along with some kind of
session control).

¢ Global Hyperlinking
— URI/URL

— searching
— “location address” (this is a HyTime term)

e MM Document/Application Interchange Format
This is already being tackled by, for example, HyTime, MHEG, and HyperODA.

The major area of work here is in the “MM X” area, though there is some work needed
in interchange formats. It was decided that some members of the group (which members
seemed to be decided informally later) should:

Take one or more existing applications;

Try to mount them for access across a network;

Decide whether it is currently possible to achieve this; and

Come back to the IETF within a year or so to see if there was any standardisation
effort that should be followed up or whether the existing tools and techniques were
sufficient.

L

Looking further at the X analogy brought Carsten to the overhead projector again to
describe the possible structure of “MM X” (or perhaps just “M” a Multimedia X analogue.
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“monomedium X” “MultiMedia X”
Events

Drawing requests Video and audio clips
Windows

Window manager(s) | QoS manager, Time manager,
Schedule manager, etc.

TCP RTP

Between the two layers in “MM X” would be specifications for synchronisation and playout.

Some people (SunSoft, DEC, others that people vaguely recalled but couldn’t name) are
already working in this area.

Discussion followed on the details of what work should be done, how the tasks should be
limited (need achievable goals), and how to liaise with other groups. The meeting eventually
settled on the following items:

¢ Attempting some pilot work in mounting (at least) one MM application across the
network;

e Working up a draft charter for a proposed IETF working group;

e Looking at ways of linking existing or emerging standards (RTP, HTML+, etc.) to
define a MM access protocol somewhat analogous to X; and

¢ Study of prior art and liaison with other groups (SunSoft, DEC, Apple, Microsoft,
Bellcore and various other groups and consortia).

Minute-Taker’s Disclaimer: In the tradition of BOFs, the discussion in this one was varied
and wide ranging. Trying to make coherent minutes that reflect the feel of the meeting is
a tricky task and has no doubt been influenced by what the minute-taker happened to be
concentrating on (or not) at any particular moment. I therefore take full responsibility for
any errors of fact, substance or emphasis, whilst denying any liability in that regard!
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Some Issues
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CURRENT MEETING REPORT

Reported by David Crocker/Silicon Graphics

Minutes of the Structured Text Interchange Format BOF (STIF)

STIF is a proposal for a syntax to permit text-based specification of labeled and hierachically-
structured data. It tries to serve the dual goal of information interchange and easy human
specification. Personal Contact Inforrnation (PCI) is a related specification which uses
STIF for encoding business-card (Rolodex) descriptions. The Amsterdam BOF was held to
discuss IETF interest in pursuing such work. Two Internet-Drafts have been posted. The
BOF consisted mostly of discussion about the nature of STIF and PCI, with some useful
technical comments offered by the audience, as well as the beginnings of a debate about the
alternatives.

There is clear interest in this realm of work. The Application Area Directors have ex-

pressed interest in pursuing only one out of several alternatives, and discussions about the
alternatives have begun.
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STIF: Structured Text Interchange
Format
&

PCI: Personal Contact Information
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* THENEED
¢ THE ALTERNATIVES
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- STIF goals
D. Crocker - STIF details
Silicon Graphics, Inc. *  THEFUTURE
dcrocker@sgi.com
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The need for structured information Usage requirements
*  ATTRIBUTE/VALUE CONSTRUCT VERY COMMON * Texvr-BASED

o CONNECTIVITY (E.G., MIME EMAIL) MAKING EASY TO
EXCHANGE V. STRUCTU INFO

* NEED STANDARD BASE FOR SYNTAX

© NEED STANDARD BASE FOR ASSORTED, SPECIFIC USES

- Human readable
- Easily transported
- Embeds within other text

* SIMPLE
* Human understandable
* Human generate-able
~ « Minimum representation functions possible

TIFEXRY TIFERT
The alternatives STIF goals
s ASN1 o EASILYTYPED
* SGML *  VERY EASILY READ
* RFC822 HEADERS ¢ VERY BASIC FUNCTIONALITY
e 272 * EMBED WITHIN "ANY" TEXT ENVIRONMENT
¢ FOCUS CREATIVITY CAREFULLY
- Re-use pieces of solution
SIFERT SIFETCT
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STIF details

* ENCODING SYNTAX
- General-purpose, basic
- Syntax for encoding structured information

* ATTRIBUTENVALUE

Attribute/value

* ATTRIBUTE/VALUE PAIRS
*  MULTIPLE VALUES

¢ AGGREGATION/NESTING OF A-V'S

* CHARACTER SET
ITERY TEERT
Data encoding Examples

e BASE US-ASCIl CHARACTER SET

« CONCEPT OF "ALTERNATE" CHARACTER SET
- Alternate specified outside STIF

e LexicaL CONSTRUCTS FrROM RFC822/MIME
*  TRANSFER ENCODING SPECIFIED OUTSIDE STIF

phone: +1 408 246 8253
phone: +1 408 246 1234 / +1 408 249 6205
Contact <work < phone: +1 415 246 1234>

home < phone: +1 408 246 8253;
fax: +1 408 249 6205> >

PCI example - informal PCI example - STIF
Prom: “Ole J. Jaccbeea” Ole J JM:

<oladCali. stanford. XDO>
Oc: <2 415 550-9427 (Home) or +1 415 990-9427 (Celluiar)
Direct: <1 415 $62-2515 (Off1i0e) +1 415 998-4427 (Pegex)
Fax: <1 415 349-1779 (Intercp) +1 415 826-2008 (Bome)
X~Commant:: Ignore error messsges for “cledredicmail.nets
Qle J Jacchesn, Biitor & Fubligher CouneXicns--The

Report :
Intercp Company, 480 San Aotonio Boad, Suits 100, Mamtain
View, CA 34040

Pone: (415) 962-251S FAX: (415) 949-1779

stanford.eda

Note: Ignove exror £ox "ol dicwail .net”

ST &N

work <title: Rditoer & ]
org: Interop Conmpany
depi:: Comnexions--The Report;

Dhone: +1 41S 962 2515:fax: +1 415 949 1779>
home <phone: +1 415 S50 9427;fax: +1 415 826 2008>
mobile <phone: <1 41S 990 9427,

Pager «photw: +1 415 998 €427> >

STEEYT
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Citation example - informal

{BORE92) Borenstein, K. & Preed, M., "MIME
(Multi;

MNechanisms ing the
£ of Ir % Bodies. March, 1992,

k I fon ¢

(CROC93) Crocker., D., “Evolving the System”, in
Internet System Handbook, Lynch & Rose (eds.);
Reading., Mass., Addiscn-

Citation example - STIF

noumuin Preed-MINE-92:
author: Boreanstein, X. Preed;
title: lm \(ultipurpose Internet Mail ktmzm\)\:
ltcmnim for lrpﬁc!.tm and dosc:ibing
of Bodies
date: 1992 l lairch I 1 id: m 13‘1)
orgs

Crocker-Evolving-93: :
auehm:x D. Crocker; title: Evolving the Systems
ntcmc Syst.em Handbook; editor: D. Lynch, M.

geo: nnadim / Mas
org: Adtnm-mnuy Puhu-hlng Co.s date: 1993//

SIFERTY STFERT
Use within Mime The future

Boundary-1
Content-Type :XULTIPART/NIXED; boundarysBoundary-2

-Joundary-2
Content-Type: TEXT/x-xxx; charset=US-ASCII
(initial un,-. of content, with no special character set
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CURRENT MEETING REPORT

Reported by Borka Jerman-Blazic/Jozef Stefan Institute

Minutes of the UCS Character Set BOF (UCS)

Introduction

A brief introductory tutorial was given by Borka Jerman-Blazic. She described some of the
problems which appear on the network due to the lack of support for the national character
sets used for inputting, outputting, processing and displaying the text written in languages
used all over the world. She stressed the need for proper maintenance of the character
integrity over the network. The requirement for processing and interchanging different
character sets correctly is especially relevant for some Internet services dealing with names
of persons or organizations.

Presentation of the Problems

Peter Svanberg gave a short overview of the level of support for non-ASCII character sets
in different Internet protocols. Some of the protocols were identified as hostile to 8-bit
characters. Among them are: DNS, SMTP, FTP, NNTP, WAIS, MIME Text/Enhanced,
NFS, AFS, Whois, URN, Gopher, etc. The more recently developed protocols such as
MIME part 1 and part 2 as well as some currently on-going projects such as Whois++,
as mentioned by Simon Spero, support 16-bit coding and the repertoires provided by such
coding. He also mentioned, that several IETF groups developing new protocols/services
consider the importance of the proper support of the character sets to be a problem. The
level of support for extended character sets in some protocols used on the Internet is.included
in the Annex below.

The next speaker was Masataka Ohta. He presented his view regarding the idea that
the International Universal Coding system be recommended for use over the Internet. He

identifyed five properties which are required to be present in the recommended coding
system:

1. Identity for encoding and decoding, which he understands as unique mapping between
particular graphic character and its code (bit combination);

2. Causality, understood as independence of a processed coded character from the other
incoming characters in the data stream;

3. Finite state recognition, state dependence of the code required for presentation/display
of multi-octet coded data;
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4. Finite resynchronizability, which means that the state of automation can be deter-
mined uniquely by reading a fixed, finite number of octets; and

5. Equality, requirement that a character coded with a different coding system can
always be recognized as the same character.

Masataka looked for the required properties in ISO 10646 and found out that full ISO 10646
(UCS4) satisfies none of the required properties. He also pointed out that ISO 10646 level
1 satisfies all of the required properties for the European languages.

He proposed an extension to the existing UCS code system consisting of five additional bits
which will enable the deficiency of the UCS coding system to be overcome. The discussion
showed that the proposed solution is not in the general stream of the development of the
standard character set codes and their applications in the computing systems. One of the
possible solutions to the problems identified by Masataka could be the use of the whole
model of UCS, i.e., the four envisaged octets which define the cell and row position for a
character in the Multilingual Basic Plane of ISO 10646 additional planes and groups. There
was a proposal that the required five additional bits be coded as a private plane in the UCS
scheme. John Klensin noted that such an approach could clash with the reassignment of
such a plane in the standardization process of ISO JTC1/SC2. In the discussion the problem
of the handling of bidirectional text was also identified. Masataka said that one of the five
additional bits in his scheme is intended to be used for indication of bidirectional text.

Harald Alvestrand pointed out that what is happening now is a sort of transition period
between 8-bit coding and 16-bit coding provided with UCS. Another parallel stream for
support of different national character sets is “character switching” which is enabled by
use of the code extension technique of ISO 2022. It was obvious that this scheme is not of
practical use for the Internet except for special cases, i.e, the Japanese e-mail solution.

Conclusions

The attendees then discussed possible work items which will result if the IESG approves
the formation of a working group. The chair identified several documents which deal with
character set problems such as: RFC 1345, “Character Mnemonics & Character Sets,” the
Internet-Draft, “X.400 use of extended character sets,” and the Internet-Draft, “Characters
and character sets for various languages.” John Klensin pointed out that special precautions
have to be taken in the recommendation of UTF-2 as a data interchange method over
the Internet in connection with the possible assignments of additional coding planes by
JTC1/SC2. He also recommended the use of a mailing list already working within IETF,
ietf-charsets@innosoft.com. The mailing list of the RARE working group on character
sets could be added to that mailing list. Other items were discussed and proposed by the
BOF attendees. It was decided that the IESG will be asked to consider the possibility of
setting up a working group to produce the following:
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A document defining how UCS can be used in a uniform way in Internet protocols,
especially taking into consideration the UTF-2 encoding of UCS. The document will
provide guidance to other protocols which have to deal with these items over the
Internet.

A document identifying the languages and the characters required for coding text
written in a particular natural language (a sort of guideline for services dealing with
multilinguality such as NIR service based on the usage of plain text).

A document defining a tool for coded character set conversion to be provided within
some services such as e-mail user agent including fall-back representation of incoming
characters that are outside the supported character repertoire of the receiver.

A proposal for extending the mandatory issues which have to be covered in the RFC
standardization process to include character set consideration and support.
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Annex

The level of support for extended character sets in some Internet Standard protocols.

CharSet
Support

Protocol

CharSet
Support

“Next Generation” Protocol

1

OB RN DN DN O = DD W 9N M NN NN WN

SMTP
RFC822
DNS
FTP
Telnet
NNTP
Finger
POP3
IMAP2
NFS
AFS
MIME Text/Enhanced
MIME Text/simplemail
STIF
Gopher
WAIS
Prospero
HTML
Whois
URL
URN
URM

3
4

ESMTP
MIME part 1 + part 2

IMAP2bis

Gopher +

Whois ++4

Legend:

1 - hostile against 8-bit characters
2 - no support for different character sets

3 — some support for different character sets

4 — well thought-out support for different character sets
5 — uniform treatment of all characters



58 CHAPTER 2. AREA AND WORKING GROUP REPORTS

Attendees

Harald Alvestrand Harald.Alvestrand@uninett.no
Piet Bovenga p.bovenga®uci.kun.nl
Maria Dimou-Zacharova dimou@dxcern.cern.ch

Tim Dixon dixon@rare.nl

Olle Jarnefors ojarnef@admin.kth.se
Borka Jerman-Blazic jerman-blazic@ijs.si
Tomaz Kalin kalinQrare.nl

John Klensin Klensin®@infoods.unu.edu
Pekka Kytolaakso pekka.kytolaakso@csc.fi
Thomas Lenggenhager lenggenhager@switch.ch
Jun Matsukata jm@eng.isas.ac.jp

Keith Moore moore@cs.utk.edu

Masataka Ohta mohta@cc.titech.ac.jp
Geir Pedersen Geir.Pedersen@usit.uio.no
Luc Rooijakkers lwj@cs.kun.nl

Rickard Schoultz schoultz@admin.kth.se
Milan Sova sova@feld.cvut.cz

Simon Spero simon_spero@unc.edu

Peter Svanberg psv@nada.kth.se

Guido van Rossum guido@cwi.nl



2.1. APPLICATIONS AREA

2.1.1 Interactive Mail Access Protocol (IMAP)
Charter

Chair(s):
Terry Gray, gray@cac.washington.edu

Mailing Lists:
General Discussion: imap@cac.washington.edu
To Subscribe: imap-request@cac.washington.edu
Archive: ftp.cac.washington.edu:”/imap/imap_archive

Description of Working Group:

The Interactive Mail Access Protocol (IMAP) Working Group is chartered to
refine and extend the current IMAP2 protocol as a candidate standard for a
client-server Internet email protocol to manipulate remote mailboxes as if they
were local. An explicit objective is to retain compatibility with the growing
installed base of IMAP2-compliant software. It is expected that the resulting
specification will replace both RFC 1176 and the more recent (as yet unplub-
lished) IMAP2bis extensions document.

The IMAP Working Group will also investigate how to provide for “discon-
nected operation” capabilities similar to the DMSP protocol (RFC 1056, with
Informational Status) with a goal of making it possible for IMAP to replace
DMSP.

An email access protocol provides a uniform, operating system-independent way
of manipulating message data (email or bulletin board) on a remote message
store (repository). Mail user agents implementing such a protocol can provide
individuals with a consistent view of the message store, regardless of what type
of computer they are using, and regardless of where they are connected in the
network. Multiple concurrent sessions accessing a single remote mailbox, and
single sessions accessing multiple remote mailboxes are both possible with this
approach.

This differs from POP3 (RFC 1225) in that POP is a store-and-forward trans-
port protocol that allows an MUA to retrieve pending mail from a mail drop
(where it is then usually deleted automatically), whereas IMAP is focused on
remote mailbox manipulation rather than transport. IMAP differs from various
vendor-specific remote access approaches in that IMAP is an open protocol de-
signed to scale well and accommodate diverse types of client operating systems.

Security-related tasks include how to incorporate secure authentication mech-
anisms when establishing a session, and possible interactions with Privacy En-

hanced Mail. ‘

It is expected that most of the work of this group will be conducted via email.
A goal is to integrate and update RFC1176 and the existing IMAP2bis draft,
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then submit the result as an Internet-Draft well before the November IETF
meeting, which would then focus on detailed review of the text in preparation
for submission as a Proposed Standard before the end of 1993.

Goals and Milestones:

Done

Aug 1993
Nov 1993
Nov 1993
Dec 1993

Post an Internet Draft of the revised IMAP 2 protocol.

Hold an Interim Working Meeting at UW or CMU.

Hold a Working Group meeting to review the IMAP document.
Hold a Working Group meeting at the November IETF meeting.

Submit the IMAP protocol to the IESG for consideration as a Proposed Stan-
dard.

Internet-Drafts:

“INTERACTIVE MAIL ACCESS PROTOCOL - VERSION 2bis”, 08/16/1993,
M. Crispin <draft-ietf-imap-imap2bis-00.txt>
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CURRENT MEETING REPORT

Reported by Terry Gray/University of Washington

Minutes of the Interactive Mail Access Protocol Working Group (IMAP)

Agenda

Introductions

IMAP overview

Comments on the charter

Status of implementations

Status of protocol specification
Comments on Columbus BOF notes
Additional IMAP change requests
Seattle meeting

References: /imap/imap* on ftp.cac.washington.edu

Summary

There were 20 people in attendance. For several, it was their first exposure to IMAP, so
a few minutes was spent summarizing what IMAP is, how it compares/relates to other
alternatives, and what the working group is chartered to do. The working group charter
and notes from the Columbus BOF were reviewed and questions were answered. The
status of the protocol specification and known IMAP implementations was reviewed. (An
Internet-Draft is being composed that integrates and updates RFC 1176 and the imap2bis
extensions.) Existing practice on the use of IMAP for news, archive, and document access
(in addition to mail) was covered. Discussion on possible IMAP extensions followed. Finally,
the next working group meeting (in Seattle, August 30-31) was announced.

Discussion Points

Editor’s Note: A list of discussion points is available via FTP or mail server from the remote

directories as /ietf/imap/imap-minutes-93jul.tzt. Refer to Section 1.2 of the proceedings for
retrieval instructions.

Action Items

Terry Gray needs to maintain (or cause to be maintained) an IMAP enhancement/request
list, sorted into the following categories:
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Protocol bug fixes

Upward compatible extensions
— high priority
— lower priority

Non-upward compatible changes
~ high priority
— lower priority

Bad, or not clearly good, ideas

A subset of that list must then be defined as the target for the immediate standardization
effort, with other ideas being deferred for future consideration. Given the desire to preserve
compatibility with the installed base, and move ahead promptly in getting a base IMAP
standard defined, extensions will be necessarily limited to those deemed to have an extremely

high priority.

Mark Crispin needs to integrate RFC 1176 text with IMAP2BIS text and submit it as an
Internet-Draft no later than August 15th.

IMAP implementors/interested parties are encouraged to come to the next meeting in

Seattle, August 30-31.

Attendees
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dimou@dxcern.cern.ch
graf@switch.ch
gray@cac.washington.edu
jah@rctre.nokia.com
xander.jansen@surfnet.nl
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jknowles@binky.arc.nasa.gov
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2.1.2 Internet Message Extensions (822EXT)

Charter

Chair(s):
Gregory Vaudreuil, gvaudre@cnri.reston.va.us

Mailing Lists:
General Discussion: ietf-822@dimacs.rutgers.edu
To Subscribe: ietf-822-request@dimacs.rutgers.edu
Archive: ietf.cnri.reston.va.us:”/ietf-mail-archive/822ext/*

Description of Working Group:

This working group was chartered to extend the RFC 822 message format to
facilitate multi-media mail and alternate character sets. RFCs 1341 and RFC
1342 document the Multi-Media Extensions for Internet Mail.

The working group will work to progress MIME to Draft Standard status and
provide a forum for the review of standards track content-type specifications
and the review of character set extensions to MIME.

Goals and Milestones:

Done Review the Charter, and refine the Group’s focus. Decide whether this is a
worthwhile effort.

Done Discuss, debate, and choose a framework for the solution. Assign writing as-
signments, and identify issues to be resolved.

Done Review exiting writing, resolve outstanding issues, identify new work, and work
toward a complete document.

Done Post a first Internet-Draft.

Done Review and finalize the draft document.

Done Submit the document as a Proposed Standard.

Done Post an Internet-Draft for the use of Japanese Characters for Internet Mail.

Done Post a revised version of the MIME document as an Internet-Draft.

Done Submit the revised MIME document to the IESG for consideration as a Draft
Standard.

Done Submit the Japanese Character set specification as an Informational document.
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Internet-Drafts:

“MIME (Multipurpose Internet Mail Extensions) Part One: Mechanisms for
Specifying and Describing the Format of Internet Message Bodies”, 02/08/1993,
N. Borenstein, N. Freed <draft-ietf-822ext-mime2-04.txt, .ps>

“MIME (Multipurpose Internet Mail Extensions) Part Two: Message Header
Extensions for Non-ASCII Text”, 03/22/1993, K. Moore <draft-ietf-822ext-

mime-part2-01.txt>

“The text/enriched MIME Content-type”, 03/23/1993, N. Borenstein <draft-
ietf-822ext-text-enriched-02.txt, .ps>

“The Content-MD5 Header”, 04/05/1993, M. Rose <draft-ietf-822ext-md5-
02.txt>

Request For Comments:

RFC 1341 “MIME (Multipurpose Internet Mail Extensions): Mechanisms for Specifying
and Describing the Format of Internet Message Bodies”

RFC 1342 “Representation of Non-ASCII Text in Internet Message Headers”

RFC 1437 “The Extension of MIME Content-Types to a New Medium”

RFC 1468 “Japanese Character Encoding for Internet Messages”
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2.1.3 MIME-MHS Interworking (MIMEMHS)

Charter

Chair(s):
Steve Thompson, sjt@gateway.ssw.com

Mailing Lists:
General Discussion: mime-mhs@surfnet.nl
To Subscribe: mime-mhs-request@surfnet.nl
Archive:

Description of Working Group:

MIME, (Multipurpose Internet Mail Extensions) is currently a Draft Standard.
MIME redefines the format of message bodies to allow multi-part textual and
non-textual message bodies to be represented and exchanged without loss of
information. With the introduction of MIME as a Draft Standard it is now
possible to define mappings between RFC 822 content-types and X.400 body
parts. The MIME-MHS Interworking Working Group is chartered to develop
these mappings, providing an emphasis on both interworking between Internet
and MHS mail environments and also on tunneling through these environments.
These mappings will be made in the context of an RFC 1148bis environment.

Goals and Milestones:

Done Post an Internet-Draft describing MIME-MHS Interworking.

Done Post an Internet-Draft describing the “core” set of Registered conversions for
bodyparts.

Done Submit a completed document to the IESG describing MIME-MHS Interwork-

ing as a Proposed Standard.

Done Submit the “core” bodyparts document to the IESG as a Proposed Standard.

Request For Comments:

RFC 1494 “Equivalences between 1988 X.400 and RFC-822 Message Bodies”
RFC 1495 “Mapping between X.400 and RFC-822 Message Bodies”

RFC 1496  “Rules for downgrading messages from X.400/88 to X.400/84 when MIME
content-types are present in the messages”
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2.1.4 Network News Transport Protocol (NNTP)

Charter

Chair(s):

Eliot Lear, lear@sgi.com

Mailing Lists:

General Discussion: ietf-nntp@turbo.bio.net
To Subscribe: ietf-nntp-requestQturbo.bio.net
Archive:

Description of Working Group:

This group will study and review the issues involved with netnews transport
over the Internet. Originally released as an RFC in February of 1986, NNTP is
one of the most widely implemented elective protocol. As of this writing, the
protocol has just passed its fifth birthday, and has not been updated once.

Over the years several enhancements have been suggested, and several have
even been widely implemented. The intent of this working group will be to en-
code the more popular and plausible enhancements into an Internet standards-
track protocol. Included in the initial list of changes to be considered are the
following:

(1) User level and site designated authentication methods;
(2) Binary transfer capability;

(3) Minimization of line turnaround; and

(4) Stronger article selection capability.

It is expected that public domain software will be released concurrently with
an RFC, demonstrating the protocol enhancements.

Goals and Milestones:

Done
Done
Done

Done

Define scope of work.
Submit Internet-Draft for review and comment.
Possibly meet at USENIX for further comment.

Meet at IETF for further comment.

Aug 1991 Submit Internet-Draft to IESG.

67
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2.1.5 OSI Directory Services (OSIDS)
Charter

Chair(s):
Steve Kille, S.Kille@isode.com

Mailing Lists:
General Discussion: ietf-osi-ds@cs.ucl.ac.uk
To Subscribe: ietf-osi-ds-request@cs.ucl.ac.uk
Archive:

Description of Working Group:

The OSI-DS group works on issues relating to building an OSI Directory Service
using X.500 and its deployment on the Internet. Whilst this group is not di-
rectly concerned with piloting, the focus is practical, and technical work needed
as a pre-requisite to deployment of an open Directory will be considered.

Goals and Milestones:

Ongoing  Maintain a Schema for the OSI Directory on the Internet.

Ongoing  Liaisons should be established as appropriate. In particular: RARE WGS3,
NIST, CCITT/ISO IEC, North American Directory Forum.

Done Definition of a Technical Framework for Provision of a Directory Infrastructure
on the Internet, using X.500. This task may later be broken into subtasks. A
series of RFCs will be produced.

Done Study the relationship of the OSI Directory to the Domain Name Service.

Internet-Drafts:

“DSA Metrics”,09/23/1992, P. Barker, R. Hedberg <draft-ietf-osids-dsa-metrics-
01.txt>

“Representing IP Information in the X.500 Directory”, 09/02/1993, T. Jo-
hannsen, G. Mansfield, M. Kosters <draft-ietf-osids-ipinfo-x500-dir-00.txt, .ps>

“Charting Networks in the Directory”, 09/02/1993, G. Mansfield, T. Johannsen,
M. Knopper <draft-ietf-osids-chart-network-dir-00.txt, .ps>
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Request For Comments:

RFC 1275
RFC 1276

RFC 1277

RFC 1278
RFC 1279
RFC 1384
RFC 1430
RFC 1431
RFC 1484
RFC 1485
RFC 1487
RFC 1488

“Replication Requirements to provide an Internet Directory using X.500”

“Replication and Distributed Operations extensions to provide an Internet
Directory using X.500”

“Encoding Network Addresses to Support Operation Over Non-OSI Lower
Layers”

“A String Encoding of Presentation Address”

“X.500 and Domains”

“Naming Guidelines for Directory Pilots”

“A Strategic Plan for Deploying an Internet X.500 Directory Service”

“DUA Metrics”

“Using the OSI Directory to achieve User Friendly Naming (OSI-DS 24 (v1.2))”
“A String Representation of Distinguished Names (OSI-DS 23 (v5))”

“X.500 Lightweight Directory Access Protocol”

“The X.500 String Representation of Standard Attribute Syntaxes”
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CURRENT MEETING REPORT

Reported by Thomas Lenggenhager/SWITCH
Minutes of the OSI Directory Services Working Group (OSIDS)

OSIDS met jointly with RARE WG-NAP.

Introduction

The agenda and the minutes of the Columbus meeting (March 1993) were reviewed and
approved without comment.

Liaison Reports

Editor’s Note: Liaison reports are available via FTP or mail server from the remote di-
rectories as /ietf/osids/osids-minutes-93jul.tzt. Refer to Section 1.2 of the proceedings for
retrieval instructions.

Progression of Documents to Standard Status (Erik Huizer)

o LDAP was delayed due to comments on the lists. Tim Howes has fixed the document
and submitted it directly to the RFC Editor.

e DN and UFN are on the top of the RFC Editor’s list of documents to publish.

e DSA-Metrics was not on the agenda, but was sent to the list already some time
ago. The document was revised by Paul Barker and Roland Hedberg based on the
experience with the Siemens’ DSA at SURFnet. Paul Barker will publish DSA-
Metrics as an Informational RFC.

e Steve Kille will make editorial changes to RFC 1278.

Schema Group/RFC 1274 Update

Sri Sataluri will take over the Schema group which will propose and implement a mechanism
on how to maintain RFC 1274. Further volunteers are Tim Howes, Ken Rossen and Russ
Wright; there were no European volunteers.
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Presentation of InterNIC Activity (Sri Sataluri)

The Directory Services part of InterNIC (contracted to AT&T) offers services on ds.internic.net.

e Directory of Directories
o Directory Services (information about users, institutions, organizations and resources)

X.500 for White Pages: a position paper is available on ds.internic.net as /pub/internic-
info/x500.position.paper.

Public DUA (with login name x500)

LDAP server

E-mail access via mailserv@ds.internic.net
WAIS server (people.src)

Gopher access is planned

Organizations can have up to 50 entries at no charge by using the template available on
ds.internic.net as /pub/internic-info/org.x500.form.

OSI-DS-41: Guidelines for Directory Structure/RFC 1384 Update
(Thomas Lenggenhager)

This draft document comes out of the RARE WG-NAP Task Force for Data Management.
It tries to summarize all information an organization needs when it wants to use X.500 as
a White Pages service.

How to structure an organizational DIT

Naming of entries

Attribute syntaxes, use of T.61

Languages (no support in the standard at all)

How to use selected attribute types for a White Pages service

Privacy and data protection will be covered in a separate RFC by Erik Huizer (RARE WG-
NAP TF-Legal and IDS). It was agreed that this kind of information shall be integrated into
an update of RFC 1384. Paul Barker, Steve Kille and Thomas Lenggenhager will update
RFC 1384.

OSI-DS-40: X.500-based File Archive Searching (Paul Barker)

It is something like Archie but based on X.500.

The update since the last meeting dropped many special syntaxes.
A publically accessible interface will be available within 2 weeks.
A software package to be available within 3-4 weeks.
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e Steve Kille will add this topic to the workplan to be progressed as an Experimental
RFC some time in the future.

Index DSAs (Paul Barker)

He presented his ideas on specialized DSAs which replicate just the part of the data the
DSA administrator is interested in. For the rest of the information, the DN of the entry is
available. This is useful for Yellow Page services like finding all biologists in a country, all
file archives, or all organizations in the world.

This method would allow subtree searching also near the top without excessive ‘costs’. It
is just another view to the same data. This would require the DUAs to ‘know’ where these
special DSAs are.

An alternative approach is to have a web of aliases, then query a special part of the DIT
instead of special DSAs.

Currently 3 special DSAs are implemented:

e People in all UK computer departments
o All British librarians
e All companies worldwide

OSI-DS-38: Representing IP information in the DIT (Thomas Johannsen)

There have been some attempts to introduce IP information into the DIT. This solution
has been generalized and will now get implemented for IP. Thomas Johannsen will submit
OSI-DS-37 and 38 for publication as Experimental RFCs by September of 1993.

Network Information in the Directory: Deployment Strategy
(Thomas Johannsen)

No migration plans

If the X.500 solution is useful, it will be used

Timescale is needed before it can be progressed

Special DUAs are needed for network and system managers
The White Pages tree shall be used instead of special trees
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Representing the DNS in the Directory/Revising RFC 1279
(Thomas Johannsen)

Changes:

e More administrative and technical aspects
¢ Distinction of DNS record types
o Linking DNS < Network info and DNS « White Pages

Steve Kille will add an update of RFC 1279 to the workplan, and Thomas Johannsen will
publish the OID tables.

Multiple Service Providers and Distributed Entries (Paul-Andre Pays)

e There are only questions, no solutions yet. One real life object may have several
sources of information, either with more or less complete information each, or with
only a few attributes.

e Multiple service providers: proposals by NADF (naming links) and Bellcore (reference
link with context and DN).

o Distributed entries: attributes held in different databases for one real world object
(e.g. phone number in a PABX).

e There were some doubts whether the NADF solution will scale—this has to be shown
first. Could collective attributes solve the problem?

e The RARE WG-NAP will prepare a document to state the problem, and OSI-DS will
follow up on it.

Next Meeting

OSIDS plans to meet at the Houston IETF in November, towards the end of the week.

Attendees
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2.1.6 TELNET (TELNET)
Charter

Chair(s):
Steve Alexander, stevea@lachman.com

Mailing Lists:
General Discussion: telnet-ietf@cray.com

To Subscribe: telnet-ietf-request@cray.com
Archive:

Description of Working Group:

The TELNET Working Group will examine RFC 854, “Telnet Protocol Spec-
ification,” in light of the last six years of technical advancements, and will
determine if it is still accurate with how the TELNET protocol is being used
today. This group will also look at all the TELNET options, and decide which
are still germane to current day implementations of the TELNET protocol.

(1) Re-issue RFC 854 to reflect current knowledge and usage of the TELNET
protocol.

(2) Create RFCs for new TELNET options to clarify or fill in any missing
voids in the current option set. Specifically: Environment variable passing,
Authentication, Encryption, and Compression.

(3) Act as a clearing-house for all proposed RFCs that deal with the TELNET
protocol.

Goals and Milestones:

Done Write an environment option.
Done Post an Internet-Draft describing the authentication option.
Done Post an Internet-Draft describing the encryption option.

Mar 1991 Rewrite RFC 854.
Done Submit the authentication option to the IESG as an Experimental Protocol.

Jul 1993  Submit the encryption option to the IESG as an Experimental Protocol.
Internet-Drafts:

“Telnet Authentication and Encryption Option”, 04/01/1990, Dave Borman
<draft-ietf-telnet-encryption-02.txt>
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“Telnet Environment Option”, 04/05/1993, S. Alexander <draft-ietf-telnet-
envmnt-option-01.txt>

“Telnet Environment Option Interoperability Issues”, 04/08/1993, D. Borman
<draft-ietf-telnet-interoperability-00.txt>

“TELNET Transfer Control Option”, 06/22/1993, S. Denton <draft-iet{-telnet-
transfer-option-00.txt>

Request For Comments:

RFC 1116
RFC 1184
RFC 1372
RFC 1408
RFC 1409
RFC 1411
RFC 1412
RFC 1416

“Telnet Linemode option”

“Telnet Linemode Option”

“Telnet Remote Flow Control Option”
“Telnet Environment Option”

“Telnet Authentication Option”

“Telnet Authentication: Kerberos Version 4”
“Telnet Authentication : SPX”

“Telnet Authentication Option”
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CURRENT MEETING REPORT

Reported by Steve Alexander/Lachman Technology

Minutes of the TELNET Working Group (TELNET)

Proposed Agenda

¢ Charter
e Authentication Option
¢ Transfer of Control Proposal

Summary

The agenda was augmented with a presentation from John Klensin, one of the Area Directors
for the Applications Area. John discussed the IESG’s views on the environment option
controversy.

This shifted the primary focus of the meeting to the environment option. In Columbus, the
group had proposed to re-issue RFC 1408 with the VAR and VALUE definitions corrected
to match the BSD implementation. Additionally, a document was produced that explained
heuristics that could be used to handle implementations that did not agree.

Upon further reflection it was decided that since the heuristics were not 100% deterministic
that it would be better to re-issue RFC 1408 using a different option value. In this way,
two systems implementing the new option could determine that heuristics were not needed.
Most working group members felt that in the long run this would be cleaner. There is
a further advantage in that an earlier change requested by the IESG (USERVAR) means
that systems using the current option values and the BSD definitions don’t work with
implementations deployed prior to the introduction of USERVAR.

This issue will be re-discussed on the mailing list in order to reach the widest possible
. audience.

The group briefly discussed the proposed revisions to the charter. The general consensus
is that we don’t want to remain as a clearing-house for TELNET documents. The charter
will be revised to only cover the authentication work that is going on.

The group reviewed a proposal for a “TELNET Transfer of Control” option. The group
feels that there are some security issues with the document. Various people will forward
their comments directly to the author. At this time the group does not wish to formally
work on this specification.
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Finally, the group briefly discussed Dave Borman’s new option that merged authentication
and encryption. The initial feedback is favorable, but the group is waiting to see the results
of an initial implementation using Kerberos IV.
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2.1.7 Telnet TN3270 Enhancements (TN3270E)

Charter

Chair(s):

Robert Moskowitz, 3858921@mcimail . com

Mailing Lists:
General Discussion: tn3270e@list.nih.gov
To Subscribe: 1istserv@list.nih.gov
In Body: sub tn3270e <first_name> <last_name>
Archive: listserv@list.nih.gov

Description of Working Group:

The TN3270 Enhancements Working Group will document the current practices
that provide limited support for 3270 devices over TELNET and will develop
a specification that allows the 3270 family of devices, including printers, to
function properly over TCP via TELNET. Topics such as authentication, which
are being addressed by other working groups, are recognized as important to
TN3270, but are beyond the scope of this effort.

The specification will draw on work already done by the Internet community
for supporting 3270 devices through TELNET. It will be based on appropriate
portions of IBM’s published documentation on 3270 display and printer data
streams and LU function management. Finally, it will make use of existing
TELNET facilities where possible.

The working group will produce: an Informational RFC documenting current
TN3270 terminal practices, an Experimental RFC describing an interim ap-
proach to printing and LU name selection (this will address the work that is
already under way and implementations of this partial solution that are already
in place), and a standards-track RFC specifying the TELNET protocols that
support a fully functional 3270 display and printing environment. This RFC
will supersede RFC 1041 and the Experimental RFC describing the interim
approach to printing and LU name selection.

Goals and Milestones:

Done

Done

May 1993

Submit an Internet-Draft documenting current TN3270 terminal emulation
practices.

Post an Internet-Draft describing the Interim approach to printing and LU
name selection.

Submit the interim printing and LU name selection document to the IESG for
consideration as an Experimental Protocol.
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May 1993 Post as an Internet-Draft a protocol to support a fully functional 3270 display
and printing environment over TELNET.

May 1993 Sumbit the document describing current TN2370 terminal practices to the
IESG for consideration as an Informational Protocol.

Sep 1993  Submit the TN3270 TELNET specification to the IESG for consideration as a
Proposed Standard.

Internet-Drafts:

“TN3270 Enhancements”, 07/26,/1993, B. Kelly <draft-ietf-tn3270e-enhancements-
01.txt>

“TN3270 Extensions for LUname and Printer Selection”, 07/28/1993, C. Graves
<draft-ietf-tn3270e-luname-print-00.txt >

“TN3270 Current Practices”, 08/18/1993, J. Penner <draft-ietf-tn3270e-current-
pract-00.txt>
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2.1.8 X.400 Operations (X4000PS)

Charter

Chair(s):
Alf Hansen, A1f .Hansen@delab.sintef.no
Tony Genovese, genovese@es.net

Mailing Lists:
General Discussion: ietf-osi-x400ops@cs.wisc.edu
To Subscribe: ietf-osi-x400ops-request@cs.wisc.edu
Archive:

Description of Working Group:

X.400 management domains are being deployed today on the Internet. There
is a need for coordination of the various efforts to insure that they can interop-
erate and collectively provide an Internet-wide X.400 message transfer service
connected to the existing Internet mail service. The overall goal of this group
is to insure interoperability between Internet X.400 management domains and
the existing Internet mail service. The specific task of this group is to produce

a document that specifies the requirements and conventions of operational In-
ternet PRMDs.

Goals and Milestones:

Done Initial meeting, produce internal outline.
Done Working draft, circulate to interested people.
Done Internet-Draft available.

Dec 1991 Document ready for publication.

Internet-Drafts:

“QOperational Requirements for X.400 Management Domains in the GO-MHS
Community”, 03/11/1992, Robert Hagens, Alf Hansen <draft-ietf-x4000ps-
mgtdomains-ops-05.txt>

“Postmaster Convention for X.400 Operations”, 11/23/1992, C. A. Cargille
<draft-ietf-x400ops-postmaster-02.txt>

“Assertion of C=US; A=IMX”, 12/11/1992, E. Stefferud <draft-ietf-x4000ps-
admd-02.txt>

“Using the Internet DNS to maintain X.400 MHS Routing Informations”, 02/01/1993,
C. Allocchio, A. Bonito, B. Cole <draft-ietf-x4000ps-dnsx400rout-02.txt>
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“Evaluation of ADMDs and Integration aspects with respect to the R&D mes-
saging community”, 02/25/1993, J. Romaguera, P. Klarenberg <draft-ietf-
x4000ps-evaluation-admd-00.txt>

“Mail based file distribution Part 1: Dialog between two nodes™, 07/06/1993,
M. Kaittola <draft-ietf-x4000ps-tbl-dist-part1-01.txt>

“Mail based file distribution Part 2: Over-all structure”, 07/06/1993, M. Kait-
tola <draft-ietf-x400ops-tbl-dist-part2-01.txt>

Request For Comments:

RFC 1405 “Mapping between X.400(1984/1988) and Mail-11 (DECnet mail)”

RFC 1465 “Routing coordination for X.400 MHS services within a multi protocol / multi
network environment Table Format V3 for static routing”

RFC 1502 “X.400 Use of Extended Character Sets”
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CURRENT MEETING REPORT

Reported by Jim Romaguera/NetConsult AG

Minutes of the X.400 Operations Working Group (X4000PS)

The following is an outline of items that were covered during the X4000PS sessions that
took place at the 27th IETF:

1. Introduction

¢ Agenda Approval
¢ Minutes Approval

2. Action Items

3. Liaison Reports

MHSDS

RARE WG-MSG
EMA/EEMA
COSINE MHS

4. Document Review

5. DNS (Claudio Allocchio)

6. E-mail File Distribution (Marko Ka,(')tia.)

7. X400 OPS Charter

8. Aconet and ADA ADMD (Christian Panigil)

9. A=IMX
10. ADMD Interconnection BOF

11. TF88 (Erik Huizer)

12. Support of GO-MHS/Mail Based Server (Erik Huizer)

13. Gateway to LANs
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Editor’s Note: More detailed itemizations for each of these topics are available via FTP or

mail server from the remote directories as /ietf/z4000ps/z4000ps-minutes-93jul.txt. Refer
to Section 1.2 of the proceedings for retrieval instructions.
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2.2 Internet Area

Director(s):

o Stev Knowles: stev@ftp.com
¢ Dave Piscitello: dave@mail.bellcore.com

Area Summary reported by Stev Knowles/FTP Software and Dave Piscitello/Bellcore

Working groups in the Internet Area are actively involved in the development of Internet
standards for:

¢ IP and multi-protocol operation over emerging wide area technologies (ATM, SMDS,
Frame Relay) and point-to-point technologies (including narrowband ISDN).

o Development of a “next generation” IP; i.e., a replacement protocol and address-
ing/routing architecture for IPv4.

¢ Miscellaneous (Network Address Translation, Stream Technology 2).

The following BOFs and working groups in the Internet Area met during the Amsterdam
IETF:

Extensions to OSI for use in the Internet BOF (OSIEXTND)
Internet Stream Protocol V2 BOF (ST2)

IPng Decision Process BOF (IPDECIDE)

Network Address Translators BOF (NAT)

IP Over Asynchronous Transfer Mode Working Group (ATM)
IP Over Large Public Data Networks Working Group (IPLPDN)
P. Internet Protocol Working Group (PIP)

Point-to-Point Protocol Extensions Working Group (PPPEXT)
Simple Internet Protocol Working Group (SIP)

TCP/UDP Over CLNP-Addressed Networks Working Group (TUBA)
TP/IX Working Group (TPIX)

The IPLPDN and PPPEXT Working Groups met individually as well as jointly.

Internet Stream Protocol V2 BOF (ST2)

The ST2 BOF resulted in two decisions. The first was that a working group should be
formed to update the existing ST-II specification (RFC 1190). The main motivation was
to correct errors in the specification and to make it easier to implement ST-II in a manner
which is likely to be interoperable with other ST-II implementations. The second decision
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was that there was no clear direction on future standards track status for ST-II. A mailing
list will be started in the next week to discuss a proposed charter.

IPng Decision Process BOF (IPDECIDE)

About 200 people attended, plus about 100 MBONE auditors. Discussion focussed on
the decision process for IPng rather than on technical criteria or the proposals. A clear
consensus did not emerge, but constant themes in the discussion included these:

Vendors and operators look to the IETF to reach a clear decision.

It would be bad to offer the market an ambiguous decision.

The market will resist any IPng that does not just look like a new release of IP.

It is unclear how to prove that any proposal truly scales to a billion nodes.
Timescales for IPv4 address depletion and for IPng deployment are not well under-
stood.

6. The IESG needs to figure out how to pursue the decision process and avoid wasted
effort on competing proposals.

Ot N

Network Address Translators BOF (NAT)

Kjeld Borch Egevang’s NAT implementation is described in the NAT Internet-Draft. The
scheme in that draft is not dynamic in that the addresses used for translation are statically
assigned to single hosts for long periods of time. It is possible, however, to re-assign them to
other hosts. Another aspect of the scheme described is that the addresses on the backbone
side of the translator must be globally unique. It was pointed out that other NAT schemes
do not have these characteristics (for instance, one proposed by Van Jacobson).

. It was generally felt that it would be useful to the IP community to have more knowledge
of the pitfalls of NAT. This is particularly true because anybody can install a NAT box
independent of anybody else, and in the absence of any NAT standard.

IP Over Asynchronous Transfer Mode Working Group (ATM)

The first session began with an announcement by Bob Hinden that Mark Laubach will be the
new ATM chair. An agenda was presented and agreed upon for the three days. Steve Willis
presented and led a review of recent ATM Forum activities. Their User Network Interface
(UNI) Specification Version 3.0 document should be ratified in August. Juha Heinanen
presented an overview of the European ATM pilot project. Joel Halpern presented the
topic of “routing IP over the switched virtual cloud.” He volunteered to write a proposal.
Consensus is that ATM will host the proposal but actual work will be moved to another
working group that will deal with routing over large public networks. A general discussion
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was held to collect comments on Ran Atkinson’s MTU draft document. Ran was not
present at this meeting. In the last half hour was spent on Mark Laubach’s Classical IP
and ARP Over ATM draft and discussion and consensus building continued over the next
two meetings.

The second session opened with a discussion of the time-table of working group activities
over the next half year. In order to fast-track this document, technical review and final
consensus on the draft will be collected via email.

Unfortunately, discussion of the classical draft and related issues took up most of the time
of the working group. On the last day, Juha was given twenty minutes to lead the discussion
of his NBMA draft. Clearly this was not enough time as much discussion was generated.
Juha is getting together with Joel Halpern to work on the issues raised in the discussion.

IP Over Large Public Data Networks Working Group (IPLPDN)

IPLPDN met individually and with the PPPEXT Working Group and reached the following
decisions:

¢ A request will be made to advance RFC 1356, “Multiprotocol over X.25” from Pro-
posed to Draft Standard.

o The default encapsulation for circuit switched services will be PPP.

o Concensus was reached for the PPP over X.25, ISDN, and Frame Relay documents.
They will be updated in the coming weeks. :

e Progress was made on the definition of multilink transfer.

The IPLPDN group met for the last time, but the mailing list will remain for unfinished
business. Remaining topics will go to ATM, PPPEXT, and newly created working groups.

P. Internet Protocol Working Group (PIP)

A specification overview was presented at the meeting. The specification of forwarding has
remained unchanged for the past three months. The DNS architecture to support PIP has
been revised. The PIP identifier structure has been revised. IDRP routing support for
PIP has revisions in progress. The host operations specifications has been revised. The
PIP Control Message Protocol is new, and is currently incomplete. The PIP transition
specification is new. Missing from the specification is a MIB definition. Routing still
requires further definition.
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Point-to-Point Protocol Extensions Working Group (PPPEXT)

RFC 1171 should be Historical. When updated, the current PPP LCP draft should
go to Draft Standard.

The HDLC Framing draft is a direct extraction from the older PPP LCP document,
and is ready for elevation to Draft Standard.

The PPP LCP Extensions draft is recommended for consideration as a Proposed
Standard.

The PPP requirements document will be reorganized and posted as an Informational
RFC.

A separate breakout meeting was held for PPP Compression, and the slides from the
two presentations by Dave Rand and Dave Langley are included with the minutes.
They contain a lot of information.

Point-to-Point Protocol Extensions Working Group (PPPEXT) and
IP Over Large Public Data Networks Working Group (IPLPDN)

The question was seriously discussed whether a default way to send IP over circuit
switched services such as ISDN B channel is needed. It was observed that the question
is malformed; a default way to send IP over a V.35 or V.11 interface, for example, is
not needed. A way to speak to a peer system at the data link layer, which might be
a Frame Relay or X.25 switch, or a peer host or router is needed.

Various discussion were held about configuring multi-link PPP groups. Discussions
were also held about adding, removing, and controlling seperate lines in a multilink
group.

An applicability statement for PPP over Frame Relay is needed.
An applicability statement for PPP over X.25 in view of RFCs 877 and 1356 is needed.

Bill Simpson presented his paper on PPP over ISDN. PPP must have the same default
MRU (and any other defaults) on ISDN as in other environments. Keith Sklower will
publish his IPLPDN document, “Determination of Encapsulation of Multi-Protocol
Datagrams in Circuit Switched Environment,” and Bill indicated that he would like
to copy some of the technical material from them into this document. It was decided
that he would reference Keiths document.
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¢ Keith and Bill will merge their documents. The resulting document should be separate
from the PPP over foo documents, as it is desired to be placed on the standards track,
and the PPP over foo documents may not be placed on that track.

Simple Internet Protocol Working Group (SIP)

The group reviewed recent work on system discovery, auto configuration, SIP RIP and SIP
DNS. Translation issues raised by Ross Callon were also reviewed. Gary Malkin presented
comments received from Garcia Luna Aceves (JJ) on SIP RIP. Bill Simpson led the dis-
cussion on the system discovery draft. Bob Gilligan presented a set of “preliminary ideas”
that he proposed to the mailing list on auto configuration.

TCP/UDP Over CLNP-Addressed Networks Working Group (TUBA)

Marcel Wiget (Switch) reported on the RARE CLNS Pilot. Applications tested included:
X.400, X.500, FTAM, DECnet, VT, TUBA, OSI Ping, traceroute, etc. Current activities
include a task force for CLNS routing coordination. A spirited discussion was held on the
use of IS-IS for routing the global CLNS network.

TP /IX Working Group Working Group (TPIX)

The TP /IX Working Group conducted its first meeting. There were two sessions. Two new
Internet-Drafts were presented in the first session, “Initial AD Assignment Plan” and “Tran-
sit Policy Routing in TP/IX.” In the second session, the TCP large window performance
options and a new experimental TCP record marking option, both documented in the new
TCP options draft, were discussed. All items on the agenda were covered by the working
group. The status of TP/IX and RAP protocols was reported, and a lot of questions were
answered concerning the transition from IPv4 to TP /IX.
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CURRENT MEETING REPORT

Reported by Mark Knopper/Merit Network

Minutes of the Extensions to OSI for use in the Internet BOF (OSIEXTND)

The group’s discussion was based on information presentation by Dave Katz.

Editor’s Note: The text of Dave Katz’s presentation slides is available via FTP or mail
server from the remote directories as /ietf/93jul/osiextnd-minutes-93jul.txt. Refer to Sec-
tion 1.2 of the proceedings for retrieval instructions.

The group agreed that a letter should be written to ISO, based on the presentation and
discussion, stating that the IETF has sufficient expertise to contribute to these areas. Dave
Katz and Dave Piscitello will draft a document.

This work spans about six IETF working groups.

BGP and IPIDRP Working Groups are meeting jointly (IDRP is BGP5). IDRP for SIP is
being considered.

Phill Gross expressed concern over the apparent danger of having different IETF and ISO
standards for protocols. ISO has more precedence for accepting standards from other groups
without change. IETF tends to change or rewrite protocols before acceptance. Peter Furniss
said that the Internet-Draft process will be appreciated by ISO.

Mark Knopper has created a discussion list, osiextnd@merit.edu. Those interested in
being added to the list should send a request to osiextnd-request@merit.edu.

Phill Gross suggested to identify work that could be done by existing IETF working groups,
as well as that which could be done by this group if it is to become a working group.

CLNP over Large Public Data Networks (LPDN) is an area which needs consideration.
Much of the work is done. ES-IS and IS-IS protocols over LPDNs needs further work.
Note that as of this IETF, the IPLPDN Working Group has ended their work. Perhaps
CLNPLPDN could be handled as a BOF with identified base documents.

The consensus of the BOF attendees was that a working group should be formed from these
ideas, and relationships should be pursued with ISO. Dave Piscitello and Dave Katz have
drafted a letter and will send it to the IESG, IAB, and ISO (through Jack Houldsworth).

Editor’s Note: A copy of the letter to the IESG and IAB is available via FTP or mail server
from the remote directories as /ietf/93jul/osiextnd-minutes-93jul.txt. Refer to Section 1.2
of the proceedings for retrieval instructions.
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CURRENT MEETING REPORT

Reported by Steve DeJarnett/IBM

Minutes of the Internet Stream Protocol V2 BOF (ST2)

The ST2 BOF met during the 1930-2200 session, opposite the Networking Multimedia
Applications BOF (MULTIAPP) and the Open IAB Meeting (among others). The overlap
with MULTIAPP in particular, and the multiple reschedulings of the BOF, may have limited
the attendance, but in spite of those problems there were still 27 attendees.

Presentations and Discussion

The BOF started with presentations on existing ST-II implementations. Frank Hoffmann
presented a description of the IBM ST-II implementation in the Heidelberg Transport Sys-
tem (HeiTS). Lou Berger presented information on BBN’s work with ST-II in their T/20
router which is used in the backbone of the ARPA Defense Simulation Internet (DSI). Lou
also spoke briefly about other work BBN was doing with ST-II. Luca Delgrossi discussed
work going on in the BERKOM project in Germany, which has chosen ST-II as their network
layer protocol for use in a multimedia teleservices pilot.

After the presentations, discussion about interest in a working group to revise and clarify
the ST specification was started. There was a great deal of discussion during the BOF
about the problems that are known with ST-II as currently specified, (e.g., the lack of a
formal definition of ST-II states and the problems associated with efficiently supporting
very large numbers of destinations in a single connection). Additional discussion focused
around whether standardization of ST was warranted at this time, given work in other areas
(e.g., resource reservation); no clear consensus was reached.

During the presentations on the various implementations, questions were raised which
mostly dealt with implementation details. Those details have been left out of this sum-
mary except as they relate to the proposed mission of the working group.

Results

In the end, consensus was achieved on having a working group whose purpose was to clarify
the current ST protocol in order to correct errors in the specification, and to make it easier
to implement ST-II in a manner which is likely to be interoperable with other ST-II imple-
mentations. The future of that protocol, whether continuing as an Experimental Protocol
or moving forward as a Proposed Standard is still open for discussion. That discussion
should be held at a later date when the results of the working group are demonstrable.
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CURRENT MEETING REPORT

Reported by Brian Carpenter/CERN and Tim Dixon/RARE with additional
text from Phill Gross/ANS

Minutes of the IPng Decision Process BOF (IPDECIDE)

The IPng Decision Process BOF was intended to help re-focus attention on the very impor-
tant topic of making a decision between the candidates for IPng. The BOF focused on the
issues of who should take the lead in making the recommendation to the community and
what criteria should be used to reach the recommendation. The discussion ranged widely,
but some key points emerged:

¢ Vendors and operators look to the IETF to reach a clear decision.
e It would be bad to offer the market an ambiguous decision.

e The market will resist any IPng that does not just look like a new release of IP.
Co-existence, and ease and cost of transition, should be key decision criteria.

e It is unclear how to prove that any proposal truly scales to a billion nodes.

e Timescales for IPv4 address depletion and for IPng deployment are not well under-
stood.

o The IESG needs to figure out how to pursue the decision process and avoid wasted
effort on competing proposals. Making a reasonable well-founded decision earlier was

preferred over taking longer to decide and allowing major deployment of competing
proposals.

In the end, the BOF led very productively to a follow-up discussion in the Thursday after-
noon open plenary. During the open plenary, a proposal that the IESG should take the lead
responsibility for recommending an IPng choice to the IETF community met with strong
consensus. This proposal included a series of steps that the IESG should take, with strong
community involvment, toward a recommendation.

We now give a more detailed review of the BOF discussion, in the interest of recording the
wide range of opinions expressed.

Meeting Goals

The purpose of the BOF was to focus on the decision process for IPng rather than on
technical criteria, the proposals themselves, or on the working group process.
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Attendance

About 200 people attended, plus about 100 MBONE auditors. Members of the audience
represented the IETE’s typical wide community of service providers, equipment vendors
and engineers.

The Need for a Decision

The view was frequently expressed that a decision was needed. Vendors and operators
looked to the IETF to reach a clear decision. The IPng issue had been widely publicized
for some time and the expectation clearly was that it was the responsibility of the IETF to
decide. Operators simply reacted to the demands of their customers: the IETF must set
the technical standards. The IETF was doing a disservice to the community by appearing
to be indecisive.

The alternative of “letting the market decide” (whatever that may mean) was criticised on
several grounds:

o There are infrastructural issues, like DNS, which go hand-in-hand with the choice of
a protocol and which cannot reasonably be expected to deal with 4 protocols.

o There are already enough other choices (both proprietary and otherwise) in the mar-
ketplace.

o The decision was too complicated for a rational market-led solution.

The fact that the Internet is doubling in size about every 11 months means that the cost
of transition to IPng (in terms of equipment and manpower) is also increasing. The longer
it takes to reach a decision, the more costly the process of transition and the more difficult
it is to undertake.

There were some minority views expressed, including:

o The decision will inevitably be controlled by the pricing policy of vendors.

¢ Router vendors are already supporting multiple network-layer protocols; in principle
it would not be significantly more difficult to support several IPng solutions at the
same time.

Should there be a decision to recommend one proposal, or simply to eliminate some of the
candidates? Concern was expressed about the feasibility of conducting reasonably-sized
trials of more than one selected protocol and of the confusing signals this would send the
market: IETF decisions now have an enormous potential economic impact on suppliers of
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equipment and services. It was also likely that uncertainty would lead to customers holding
back on their purchases of networking equipment until the situation was clearer.

A straw poll showed a clear majority view that there should be a decision for one solution.

The Time Scale for a Decision

The best guesstimates for the remaining lifetime of the IPv4 address space put the figure
at around five to seven years, assuming CIDR is widely deployed. A margin of potential
error in these figures is to be expected—one suggestion was that they could be out by a
factor of four in either direction. However, the address space is only five doublings away
from exhaustion.

It was strongly recommended that more work be done on investigating the feasible remaining
lifetime of IPv4.

It is also difficult to estimate the time taken to implement, test and then deploy any chosen
solution: it was not clear who was best placed to do this. The ordering of the decisions might
also have a different priority for customers and vendors than for the IETF. For example,
it might be necessary to have a decision about DNS changes early in order to deploy the
infrastructure necessary to support IPng in advance of the availability of the IPng protocol
itself. The IETF work was not proceeding in this order.

The Evaluation Process

Concern was expressed that the evaluation criteria which had so far been discussed were too
general to support a defensible choice on the grounds of technical adequacy. The criteria
had emerged in parallel with the protocol designs, and had so far not gelled enough to
eliminate any candidate. There were also potential legal difficulties if the IETF appeared
to be eliminating proposals on arbitrary grounds.

It was stated frequently and forcibly that the transition costs should be a significant factor
in the selection criteria. Concerns were expressed by several service providers that the
developers had little appreciation of the real-world networking complexities that transition
would force people to cope with. If the cost of transition outweighed the pain of other
solutions (application gateways or address translators) customers would not deploy IPng.

It was suggested a couple of times that the working groups should be invited to evaluate
each others’ proposals in order to investigate their weaknesses, or that the proposals should
be vetted by disinterested parties. It was suggested that the proposals were too similar for
any reasonable choice to be made on the grounds of technical strength. However there was
no consensus on these points.
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Although one of the goals of IPng had been to use the inevitable transition required by
address exhaustion and routing problems to incorporate new features, there were a number
of concerns about bundling too much additional complexity into an already difficult problem.
It wasn’t even clear that the technology yet existed to handle some of the new features
that had been touted for IPng. IPng should appear simply like a new release of IPv4;
although this would not necessarily bring new features, people would still transition through
enlightened self-interest—to avoid disconnection from the global Internet in the future.
There was no consensus about how to resolve this dilemma, since both smooth transition
and multimedia support are musts.

Various parties were identified as needing to assist in the evaluation process:

¢ Operators, who need to understand deployment costs and scenarios.
¢ Vendors, who understand the implementation consequences.

The Decision Process

There is an IETF process for making a decision on protocol standards: working groups can
be given deadlines to submit papers to the IESG which then decides which to progress as
standards. It was suggested that this process has only broken down in that the deadlines
had not been applied.

Other suggestions included:
o Urging coalitions between the different working groups.

e Forming an “IPng” working group either to make recommendations or to draw to-
gether the different proposals.

¢ Asking the IESG or even the IAB to drive the decision process.

On the basis of a straw poll, there was strong consensus that the decision should be made
on technical grounds alone (subject to reasonable costs of implementation, deployment and
transition).

It was repeatedly stated that an obvious requirement was that the proposed solution should
work. There were at least two components to this: interoperability and scaling. This would
be difficult to establish without large-scale piloting. There was no consensus on who might
reasonably be expected to participate in such an exercise.
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The following day, at the Thursday open plenary session, a proposal that the IESG should
take the responsibility of recommending an IPng choice to the IETF met with strong con-
sensus. This proposal included a series of steps that the IESG should take to develop a
progressive decision with community involvement.
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IPng Decision Process

Goal of BOF:
Consensus on decision processes
for next generation IP

‘We will NOT discuss

o technical criteria
o details and merits of proposals
¢ CIDR

o What timescale is realistic for the decision pro-
cess?
If Internet runs out of addresses in year N,
~when (year N-x) should the decision be

. made?

—when (year N-y) should the software be ready
for field test?

—what is the latest time (N-z) to start the tran-
sition?
e Does NSF solicitation affect timescale?
l o Can we avoid an irrational choice?

¢ Does decision process need financial or man-
power support?
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We WILL discuss

e Who decides?
Is there a decision point?
Will the market decide?

¢ Evaluation procedures (analysis, bake-off, ...)
¢ Do we attempt to combine strong points?

o How to get multiple implementations for bake-
. offs if the market is to decide?

e How to get a core of pilot operators?

e Open up the discussion to Internet users?
(WAN and LAN network operators as well as
end users)

¢ How do we measure market approval?
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CURRENT MEETING REPORT

Reported by Paul Francis/Bellcore

Minutes of the Network Address Translators BOF (NAT)

Purpose

The purpose of the meeting was to:

Describe Kjeld Egevang’s implementation of a simple NAT box.

Determine what benefits might come from NAT.

Determine what problems exist with NAT.

Determine how we might use Kjeld’s implementation to learn more about NAT.

Kjeld’s Implementation

Kjeld’s NAT implementation is described in the NAT Internet-Draft. The scheme in that
document is not dynamic in that the addresses used for translation are statically assigned
to single hosts for long periods of time. It is possible, however, to re-assign them to other
hosts. Another aspect of the scheme described is that the addresses on the backbone side
of the translator must be globally unique. It was pointed out that other NAT schemes do
not have these characteristics (for instance, one proposed by Van Jacobson).

NAT Benefits

Some of the potential benefits of NAT discussed during the meeting were:

1. Make number administration of IP addresses generally easier by limiting that admin-
istration to border routers and DNS, particularly the renumbering of IP domains.

2. Using NAT to aid in address re-use by allowing a small number of hosts inside a
domain, which have re-used addresses, to be able to talk outside through NAT.

3. Learn more about address translation in general so that we can better do translation
for IPng (or, so that we can decide not to try translation for IPng).

There was some opinion that benefit 2 could much better be accomplished by simply giving
the hosts that can talk outside multiple addresses: a re-used one for intra-domain use and
a globally unique one for inter-domain use. There was some opinion that application level
gateways might be a better approach in general.
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NAT Problems

A number of NAT problems were discussed. Some were already known and described in
Kjeld’s talk. For instance, it is necessary for the router to have to dig into application
headers to modify carriage of IP addresses. In the case of FTP, this requires that packet
lengths be changed, and that sequence numbers in all subsequent TCP packets be changed.
This is a heavy processing burden on routers, and requires router state, with the resulting
scaling and reliability problems.

Any encryption of higher layer protocols that rely on IP information, such as TCP and
FTP, will break with NAT. This also breaks Kerberos authentication. Any application that
depends on carriage of an IP address that NAT does not account for will break with NAT.
There does not exist a complete list of what applications those are, but it is clear that a
number of things do work with NAT, such as telnet and mail.

It was mentioned that RFC 1006 applications break with NAT, but it is not clear why and
the reasons were not discussed.

Conclusion

It was generally felt that it would be useful to the IP community to have more knowledge
of the pitfalls of NAT. This is particularly true because anybody can install a NAT box
independent of anybody else, and in the absence of any NAT standard.

Paul Francis was given an action item to find the list of applications that work over NAT that
was generated when he experimented with NAT a couple of years ago. It was decided that
there should be experimentation with NAT, with a goal of producing a document describing
completely the characteristics of NAT. Kjeld was given the action item of coordinating these
experiments. Nobody felt a need to follow up this BOF near-term with another meeting. It
might be useful to meet once again after results are obtained, but this was left open until
that time.
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2.2.1 Dynamic Host Configuration (DHC)
Charter

Chair(s):
Ralph Droms, droms@bucknell.edu

Mailing Lists:
General Discussion: host-conf@sol.bucknell.edu
To Subscribe: host-conf-request@sol.bucknell.edu
Archive: sol.bucknell.edu:"/dhcwg

Description of Working Group:

The purpose of this working group is to investigate network configuration and
reconfiguration management, and determine those configuration functions that
can be automated, such as Internet address assignment, gateway discovery and
resource location, and those which cannot be automated (i.e., those that must
be managed by network administrators).

Goals and Milestones:

Done Write a BOOTP extensions document.

Done Identify (in the spirit of the Gateway Requirements and Host Requirements
RFCs) the information required for hosts and gateways to: exchange packets
with other hosts, obtain packet routing information, access the Domain Name
System, and access other local and remote services.

Done Summarize those mechanisms already in place for managing the information
identified by objective 1.

Done Suggest new mechanisms to manage the information identified by objective 1.

Done Having established what information and mechanisms are required for host op-
eration, examine specific scenarios of dynamic host configuration and reconfigu-
ration, and show how those scenarios can be resolved using existing or proposed
management mechanisms.

Internet-Drafts:

“Clarifications and Extensions for the Bootstrap Protocol”, 05/03/1991, Walt
Wimer <draft-ietf-dhc-bootp-02.txt>

“Dynamic Host Configuration Protocol”, 07/09/1991, R. Droms <draft-ietf-
dhc-protocol-07.txt>
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“DHCP Options and BOOTP Vendor Extensions”, 06/30/1992, S. Alexander,
R. Droms <draft-ietf-dhc-options-04.txt>

“Interoperation Between DHCP and BOOTP”, 06/30/1992, R. Droms <draft-
ietf-dhc-between-bootp-03.txt>
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2.2.2 IP Over AppleTalk (APPLEIP)

Charter

Chair(s):
John Veizades, veizades@wco.ftp.com

Mailing Lists:
General Discussion: apple-ipQapple.com
To Subscribe: apple-ip-requestQapple.com
Archive:

Description of Working Group:

The IP Over AppleTalk Working Group is chartered to facilitate the connection
of Apple Macintoshes to IP internets and to address the issues of distributing
AppleTalk services in an IP internet.

Goals and Milestones:

Done Post an Internet-Draft the current set of protocols used to connect Macintoshes
to IP internets.

Done Submit the AppleTalk MIB to the IESG for consideration as a Proposed Stan-
dard.

Internet-Drafts:

“AppleTalk Management Information Base II”, 12/21/1992, 5. Waldbusser, K.
Frisa <draft-ietf-appleip-mib2-01.txt>

“KIP AppleTalk/IP Gateway Functionality”, 07/06/1993, P. Budne <draft-
ietf-appleip-kip-gateway-00.txt, .ps>

Request For Comments:

RFC 1243 “AppleTalk Management Information Base”
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2.2.3 IP Over Asynchronous Transfer Mode (ATM)

Charter

Chair(s):
Mark Laubach, laubach@hpl.hp.com

Mailing Lists:
General Discussion: atm@sun.com
To Subscribe: atm-request@sun.com
Archive: Send message to atm-request@sun.com

Description of Working Group:

The IP Over Asynchronous Transfer Mode Working Group will focus on the
issues involved in running internetworking protocols over Asynchronous Trans-
fer Mode (ATM) networks. The final goal for the working group is to produce
standards for the TCP/IP protocol suite and recommendations which could be
used by other internetworking protocol standards (e.g., ISO, CLNP and IEEE
802.2 Bridging).

The working group will initially develop experimental protocols for encapsu-
lation, multicasting, addressing, address resolution, call set up, and network
management to allow the operation of internetwork protocols over an ATM
network. The working group may later submit these protocols for standardiza-
tion.

The working group will not develop physical layer standards for ATM. These
are well covered in other standards groups and do not need to be addressed in
this group.

‘The working group will develop models of ATM internetworking architectures.
This will be used to guide the development of specific IP over ATM protocols.

The working group will also develop and maintain a list of technical unknowns
that relate to internetworking over ATM. These will be used to direct future
work of the working group or be submitted to other standards or research
groups as appropriate.

The working group will coordinate its work with other relevant standards bod-
ies (e.g., ANSI T1S1.5) to insure that it does not duplicate their work and that
its work meshes well with other activities in this area. The working group will
select among ATM protocol options (e.g., selection of an adaptation layer) and
make recommendations to the ATM standards bodies regarding the require-
ments for internetworking over ATM where the current ATM standards do not
meet the needs of internetworking.
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Goals and Milestones:

Done

Done

Done

Mar 1993
Jul 1993

First Meeting. Establish detailed goals and milestones for Working Group.

Post an Internet-Draft for a mechanism for IP over ATM. (Multi-Protocol In-
terconnect over ATM AAL5)

Submit the Multi-Protocol Interconnect over ATM AAL5 to the IESG as a
Proposed Standard.

Post Internet-Draft for “Internet Requirements for ATM Signaling.”

Submit “Internet Requirements for ATM Signaling” to the IESG for consider-
ation as an Informational Document.

Internet-Drafts:

“Partial Address Resolution in ATM Networks”, 03/03/1993, S. Subramaniam
<draft-ietf-atm-address-resolve-00.txt >

“IP over ATM : architecture, address translation, and call control”, 03/22/1993,
F. Liaw <draft-ietf-atm-address-translation-00.txt>

“Default IP MTU for use over ATM AALS5 Services”, 06/11/1993, R. Atkinson
<draft-ietf-atm-mtu-01.txt>

“Classical IP and ARP over ATM”, 06/14/1993, M. Laubach <draft-ietf-atm-
classic-ip-02.txt>

Request For Comments:

RFC 1483

“Multiprotocol Encapsulation over ATM Adaptation Layer 5”
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CURRENT MEETING REPORT

Reported by Mark Laubach/Hewlett-Packard

Minutes of the IP Over Asynchronous Transfer Mode Working Group (ATM)

Monday

The first session opened with a formal announcement by Robert Hinden that he has stepped
down as the ATM Working Group chair and that Mark Laubach has assumed the respon-
sibility.

The agenda was presented and approved.

A review of recent ATM Forum activities was presented by Steve Willis. He reported that
the User Network Interface (UNI) Specification Version 3.0 document is expected to be
ratified in August.

An overview of the European ATM pilot project was presented by Juha Heinanen.

The topic of “routing IP over the switched virtual cloud” was presented by Joel Halpern,
and he volunteered to write a proposal. Consensus is that the ATM Working Group will
host the proposal, but actual work will be moved to another group that deals with routing
over large public networks.

A general discussion was held to collect comments on Randall Atkinson’s Internet-Draft,
“Default IP MTU for use over ATM AAL5 Services.” The author was not in attendance.

The last order of business was discussion of Mark Laubach’s “Classical IP and ARP over
ATM?” Internet-Draft (henceforth called “Classical”). Discussion and consensus building
continued over the next two meetings.

Tuesday

The second session opened with discussion of a timetable of ATM activities for the rest of
1993.

Both the Bellcore and Naval Research Laboratory (NRL) reference signaling codes will
become available in late August or early September. Both implementations will be ATM
Forum UNI 3.0 compliant, with the exception of point-to-multipoint.

An IP over UNI 3.0 document is expected to be completed and have implementation expe-
rience by the November IETF meeting.
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The rest of the session was spent on discussion of Classical. During the discussion, the In-
ternet Area Director, Stev Knowles, made it perfectly clear that Classical was not complete
until ARP and IP multicast were fully addressed. (The position that area directors may
delay an Internet-Draft from being submitted into the standards process was supported by
the JAB in an open meeting later that evening.) Document review continued with a re-
newed sense of focus. LLC/SNAP was adopted by consensus as the default (the minimum
required that implementors must support) IP encapsulation method. The IP MTU default
size of 9180 octets was also adopted by consensus.

Wednesday

The last session opened with congratulations to Juha Heinanen for the publication of RFC
1483, “Multiprotocol Encapsulation over ATM Adaptation Layer 5.”

Work then continued on Classical with the discussion of PVC support. A section on PVC

support was generated for the document by an ad hoc team, and the text was approved by
the group. An edited version of the text will be included in the document.

Further discussion on Classical took place following a presentation by Mark Laubach on
a solution for ARP using an APR server. The group eventually reached consensus on the
solution. Mark also presented solutions for the treatment of IP broadcast and IP multicast
in ATM. These were also approved.

Having reached consensus on all issues, discussion on Classical was closed. Mark will pro-
duce a rewrite within the next two weeks.

Juha Heinanen led a discussion on his “NBMA Address Resolution Protocol (NBMA ARP)”
Internet-Draft. Much discussion was generated on this topic, but unfortunately not enough
time was available to conclude all issues. Juha will meet with others in the working group
to resolve outstanding issues.

Editor’s Note: Detailed summaries of discussions and consensus decisions by the working
group are available via FTP or mail server from the remote directories as /ietf/atm/atm-
minutes-93jul.tzt. Refer to Section 1.2 of the proceedings for retrieval instructions.
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2.2.4 IP Over Large Public Data Networks (IPLPDN)

Charter

Chair(s):
George Clapp, clapp@ameris.center.il.ameritech.com

Mailing Lists:
General Discussion: iplpdn@cnri.reston.va.us
To Subscribe: iplpdn-request@cnri.reston.va.us
Archive: ietf.cnri.reston.va.us:”/ietf-mail-archive/iplpdn/*

Description of Working Group:

The IP over Large Public Data Networks Working Group will specify the oper-
ation of the TCP /IP protocol suite over Public Data Networks (PDNs) such as
SMDS, ISDN, X.25 PDNs, and Frame Relay. The working group will develop
and define algorithms for the resolution of IP addresses and for the routing of
IP datagrams over large, potentially global, public data networks.

The IP over SMDS Working Group has defined the operation of the Internet
protocols when SMDS is used to support relatively small virtual private net-
works, or Logical IP Subnets (LISs). Issues arising from public and global
connectivity were delegated to the IPLPDN Working Group.

The IPLPDN Working Group will also continue the work of the Private Data
Network Routing Working Group (PDNROUT) on X.25 PDNs. This work will
be extended to include call management and the use of the ISDN B channels
for the transport of IP datagrams.

Address resolution and routing over Frame Relay will also be discussed.

Goals and Milestones:

TBD Address resolution of Internet addresses to SMDS E.164 addresses, to ISDN
E.164 addresses, to X.121 addresses, and to Frame Relay Data Link Connection
Identifiers (DLCIs). The algorithm(s) may be defined in either a single or in
multiple documents.

TBD Routing of IP datagrams across very large public data networks such as SMDS
and Frame Relay.

Done Establish priorities and dates of completion for documents.
Internet-Drafts:

“Determination of Encapsulation of Multi-protocol Datagrams in Circuit-switched
Environments”, 02/17/1993, K. Sklower <draft-ietf-iplpdn-multi-isdn-02.txt>
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“Parameter Negotiation for the Multiprotocol Interconnect”, 02/17/1993, K.
Sklower, C. Frost <draft-ietf-iplpdn-para-negotiation-02.txt>

“Management Information Base for Frame Relay DTEs”, 03/24/1993, C. Brown,
F. Baker, C. Carvalho <draft-ietf-iplpdn-frmib-dte-00.txt>>

“A Multilink Protocol for Synchronizing the Transmission of Multi-protocol
Datagrams.”, 07/08/1993, K. Sklower <draft-ietf-iplpdn-simple-multi-01.txt>

Request For Comments:

RFC 1293
RFC 1294
RFC 1315
RFC 1356
RFC 1433
RFC 1490

“Inverse Address Resolution Protocol”

“Multiprotocol Interconnect over Frame Relay”

“Management Information Base for Frame Relay DTEs”
“Multiprotocol Interconnect on X.25 and ISDN in the Packet Mode”
“Directed ARP”

“Multiprotocol Interconnect over Frame Relay”
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CURRENT MEETING REPORT

Minutes of the IP Over Large Public Data Networks Working Group (IPLPDN)

Report not submitted. Please refer to the Internet Area Report for a summary. The minutes
of the joint PPPEXT/IPLPDN session follow the PPPEXT minutes. The attendee list
below is from the joint session.
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2.2.5 P. Internet Protocol (PIP)

Charter

Chair(s):

Paul Francis, Francis@thumper.bellcore.com

Mailing Lists:

General Discussion: pip@thumper.bellcore.com
To Subscribe: pip-request@thumper.bellcore.com
Archive: thumper.bellcore.com:”/pub/tsuchiya/pip-archive

Description of Working Group:

The PIP Working Group is chartered to develop an.IPng proposal using the
basic ideas of PIP as described in the PIP overview.

PIP is designed on one hand to be very general, being able to handle many
routing/addressing/flow paradigms, but on the other hand to allow for rela-
tively fast forwarding. PIP has the potential to allow for better evolution of
the Internet. In particular, it is hoped that we will be able to advance rout-
ing, addressing, and flow techniques without necessarily having to change hosts
(once hosts are running PIP).

While the PIP overview demonstrates a number of powerful mechanisms, much
work remains to be done to bring PIP to a full specification. This work in-
cludes, but is not limited to, specifying the header format; specifying a basic
set of error messages (PCMP messages); specifying the PIP forwarding rules;
specifying host interface messages (particularly the directory service query re-
sponse); specifying rules for host PIP header construction; specifying modifica-
tions to existing protocols for use with PIP (BGP-4, OSPF, ARP, DNS, etc.);
specifying PIP MTU discovery techniques; and specifying a transition strategy
for PIP.

Over the near-term, the goal of the PIP Working Group will be to produce
these specifications and supporting documentation. Over the long-term, up
to the point where PIP is definitively rejected as IPng, it is expected that

the PIP Working Group will oversee implementations and testing of the PIP
specifications.

Except to the extent that the PIP Working Group modifies existing protocols
for operation with PIP, and to the extent that the PIP Working Group must
be aware of routing/addressing/flow architectures to really make PIP general,
the PIP Working Group will not work on routing/addresing/flow architectures.

Goals and Milestones:

Done

Review and approval of the Charter for the PIP Working Group.
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Done

Oct 1992

Done

Done
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Post as an Internet-Draft a description of the PIP Packet Format and Forward-
ing Engine, the PIP Control Message Protocol (PCMP), the PIP Host Interface
Message Protocol, and the PIP MTU Discovery Protocol.

Post as an Internet-Draft a description of the modifications to BGP-4 for PIP,
the Modifications to OSPF for PIP, and the modifications to ARP for PIP.

Presentation and review of the PIP specification by the IESG. If acceptable,
the first Working Group meeting will be held.

Post as an Internet-Draft the modifications to DNS for PIP, the Address as-
signment in PIP, and the PIP transition strategy.

Internet-Drafts:

“Pip Header Processing”, 10/30/1992, P. Francis <draft-ietf-pip-processing-
02.txt>

“Pip Identifiers”, 11/03/1992, P. Francis <draft-ietf-pip-identifiers-02.txt>

“Use of DNS with Pip”, 01/29/1993, P. Francis, S. Thomson <draft-ietf-pip-
dns-01.txt>

“Pip Near-term Architecture”, 02/22/1993, P. Francis <draft-ietf-pip-architecture-
01.txt>

“The Multi-Level Path Vector Routing Scheme”, 04/08/1993, B. Rajagopalan,
P. Francis <draft-ietf-pip-vector-00.txt>

“Pip Address Conventions”, 06/11/1993, P. Francis <draft-ietf-pip-address-
conv-00.txt>

“Pip Host Operation”, 06/11/1993, P. Francis <draft-ietf-pip-host-operation-
00.txt>

“PCMP: Pip Control Message Protocol”, 06/11/1993, P. Francis <draft-ietf-
pip-control-msg-00.txt>

“IP Independent Transition (IPIT) for Pip”, 07/06/1993, P. Francis <draft-
ietf-pip-ipit-transition-00.txt>
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CURRENT MEETING REPORT

Reported by Geoff Huston/Australian Academic and Research Network

Minutes of the P. Internet Protocol Working Group (PIP)

Overview

A specification overview was presented to the attendees. The specification of forwarding has
remained unchanged for the past 3 months. The DNS architecture to support PIP has been
revised. The PIP identifier structure has been revised. IDRP routing support for PIP has
revisions in progress. The host operations specifications has been revised. The PIP Control
Message Protocol is new, and is currently incomplete. The PIP transition specification
is new. Missing from the specification is a MIB definition. Routing still requires further
definition.

PIP Progress
e PIP DNS

The use of the DNS as a support tool for PIP transition is still under review. The
major new area of support functionality required is that of timestamped queries, as
described in the PIP DNS specification. In addition, the use of the DNS in PIP
transition is described in the PIP transition specification.

e PIP IDS

The hierarchical structure of PIP identifiers has been weakened, and a flat ID struc-
ture is considered sufficient while allowing simple integration of auto-configuration
mechanisms. The ID structure is that of a 2-byte identifier prefix and a 6-byte static
host identifier. It was noted that there were questionable returns for a richer identifier
structuring. It was noted that within the current specification of PIP there was no
visible requirement for reverse lookups based on PIP IDs to discover PIP addresses,
on the basis that PIP IDs and PIP addresses are intended to be passed together.
Further structuring of the PIP host identifiers was left as an open issue.

¢ PIP Routing

Routing is based on a multilevel path vector, coupled with IDRP as the routing
framework. The basic algorithms for PIP routing are essentially complete, but any-
cast, tunnelling and Quality of Service attributes have yet to be implemented. IDRP
is used as a mechanism to support neighbour reachability and sequencing.
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¢ PIP Transition

Evaluation of transition arrangements using IPAE and an IP Independent Transition
structure have been undertaken. The meeting focussed on this topic in further detail.

¢ PIP Host Operations

The host will be required to perform a choice of multiple PIP addresses, within the
context of two hosts performing an address choice which allows optimal end-to-end
reachability. The host operations include heuristics for host address selection and the
use of PCMP messages in order to instruct the host to select an alternative address.

¢ PCMP

Currently PCMP has support for “packet not delivered” with 12 reasons. Other
PCMP types, including router discovery mechanisms, are to be specified.

IP to PIP Transition

Concerns were expressed with the IPAE approach as an answer to the transition problem.
The meeting reviewed an alternative approach to transition using a translating boundary
architecture, the IP Independent Transition (IPIT) approach.

In evaluating the usefulness of IPAE it was noted that the use of IP addresses within an
IPng packet allowed packet header translation in the direction of IPng to IP to be relatively
straightforward. The packet header translation in the direction of IP to IPng does require
an inverse lookup in order to generate the IPng address from the destination IP address.
The static nature of this lookup does have negative implications where support for auto-
configuration and mobility is desired within the transitioning environment.

The IPIT approach uses a translational approach where the binding of an IP address to an
IPng host is dynamic, and the binding is undertaken by the boundary translating router.
The nature of the binding (static/dynamic reuse) is reliant of the relative size of the pool of
bindable IP addresses and the number of IPng hosts. The participants noted that this ap-
proach did have application layer implications where applications included explicit descrip-
tion of network layer addresses. The participants also noted that there was a requirement
for the host to regularly inform the translating router that the IP address is in use, and also
explicitly inform the router when the address can be returned to the pool for subsequent
rebinding to another IPng host. The meeting explored various scenarios of pool allocation,
as they related to packet header translation. The meeting noted that various operational
practices, such as support of end-to-end traceroute will imply extensive use of the pool with
a requirement for careful management of binding structures of IP addresses within the IPng
domain. SNMP management from the IP domain of IPng resources was also discussed, with
the outcome that management within an IPng domain would be from within the domain.
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The objective of IPIT is to use dynamic binding of IP addresses to IPng hosts in order to
ensure that transition can use a smaller set of IP addresses than a static binding would
imply. Pool size can be further reduced by using the IPng/translation IP address pair as
the translation table index, allowing different IPng hosts be assigned the same translational
IP address (under a set of specific conditions).

Experimentation with IPIT was proposed, on the basis that if major operational flaws were
exposed through this approach, the IPAE structure could be used as a fallback.

The participants discussed the topic of whether early or late partitioning was considered
desirable, and the dinosaur argument was proposed, where the view was expressed that
extensive transitional structures designed to provide an unnatural extension of life for ret-
rograde hosts were considered to be a unnatural practice. ‘

The event sequence for the binding of an IP address to an IPng host was examined. It
was noted that the use of the DNS in the process of choice of a translating router implied
that initial IP address binding from the pool was performed without explicit knowledge
of the IP domain end host, and that the state requirements within the translating router,
coupled with the requirement for DNS sequences, did imply fate-sharing on the basis of a
requirement for synchronisation of the operation of the DNS and the translating routers.
The translating routers also form a critical single point of failure within the IPIT structure.

The participants also discussed the bootstrap phase for the setup of the DNS forwarding
across the IP /IPng domain boundary, and it was noted that IPng DNS servers would require
a permanent IP address binding which was known to all boundary routers. The role and
configuration of IPng DNS servers within this context was discussed.

PIP support for provider selection as a component of the transitional environment was
discussed, and the use of reversal of an IP source route was considered, with the overall

conclusion that provider selection would not map across the IP/IPng boundary within the
transition environment.

DNS Operations

DNS operations within the PIP environment were presented at the meeting. The DNS
operation requires the introduction of a new PIP class. The PIP ID is to be stored as an
A RR, and the PIP address as ADDR RRs. The function of IP inverse lookup domain is
supported within the PIP DNS environment as reverse domains for ID and address to map
to domain names, and a third domain to map from ID to address.

The role of the DNS within IPIT was discussed, and it was noted that there was a require-
ment during transition for the PIP domain to be supported within an incomplete domain
space within the PIP class. This implies that recursive resolvers must determine whether
NSs are defined within the PIP class, which also implies that stub resolvers within the
transitional environment will be inefficient.
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The inclusion of support for timestamped queries was discussed, with a motivation that
PIP addresses are more likely to change in response to provider changes, and a mechanism
for effectively specifying a request for more recent information from the DNS was required.

It was noted that timestamp queries are more widely applicable, and that this function is
on the DNS Working Group agenda for consideration. This is documented in the pip-dns
Internet-Draft.

Deployment

The parts of PIP deployment which have been completed are the host code, the forwarding
engine, PIP to IP translation and IP to PIP translation, encapsulation, P-ARP and PCMP.
In addition pconf has been written as a configuration generator, which takes a network
specification and generates specific configuration descriptions.

An experimental deployment on the PIP Backbone on 20 hosts across the Internet has been

completed.

Future plans focus on deployment across further hosts and routers.
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2.2.6 Point-to-Point Protocol Extensions (PPPEXT)

Charter

Chair(s):
Fred Baker, fbaker@acc.com

Mailing Lists:
General Discussion: ietf-ppp@ucdavis.edu
To Subscribe: ietf-ppp-request@ucdavis.edu
Archive:

Description of Working Group:

The Point-to-Point Protocol (PPP) was designed to encapsulate multiple proto-
cols. IP was the only network layer protocol defined in the original documents.
The working group is defining the use of other network layer protocols and
options for PPP. The group will define the use of protocols including: bridg-
ing, ISO, DECNET (Phase IV and V), XNS, and others. In addition it will
define new PPP options for the existing protocol definitions, such as stronger
authentication and encryption methods.

Goals and Milestones:
None specified

Internet-Drafts:

“The PPP Internetwork Packet Exchange Control Protocol (IPXCP)”, 06/10/1992,
W. Simpson <draft-ietf-pppext-ipxcp-04.txt>

“Compressing IPX Headers Over WAN Media (CIPX)”, 12/08/1992, S. Mathur,
M. Lewis <draft-ietf-pppext-cipx-04.txt>

“PPP LCP Extensions”, 01/08/1993, W. Simpson <draft-ietf-pppext-lcpext-
04.txt>

“PPP over ISDN”, 03/10/1993, W. Simpson <draft-ietf-pppext-isdn-02.txt>

“PPP in Frame Relay”, 03/10/1993, W. Simpson <draft-ietf-pppext-frame-
relay-01.txt>

“PPP over SONET/SDH”, 03/10/1993, W. Simpson <draft-ietf-pppext-sonet-
01.txt>

“PPP in X.25”,03/10/1993, W. Simpson <draft-ietf-pppext-x25-01.txt>

“PPP in HDLC Framing”, 07/02/1993, W. Simpson <draft-ietf-pppext-hdlc-
framing-02.txt>
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“The Point-to-Point Protocol (PPP)”, 07/06/1993, W. Simpson <draft-ietf-
pppext-lep-main-02.txt>

“Point-to-Point Protocol Extensions for Bridging”, 07/08/1993, F. Baker, R.
Bowen <draft-ietf-pppext-for-bridging-00.txt>

“A Multilink Protocol for Synchronizing the Transmission of Multi-protocol
Datagrams.”, 09/02/1993, K. Sklower <draft-ietf-pppext-multilink-00.txt>

“Requirements for an Internet Standard Point-to-Point Protocol”, 09/16/1993,
D. Perkins <draft-ietf-pppext-requirements-00.txt>

Request For Comments:

RFC 1220
RFC 1331

RFC 1332
RFC 1333
RFC 1334
RFC 1376
RFC 1377
RFC 1378
RFC 1471

RFC 1472

RFC 1473

RFC 1474

“Point-to-Point Protocol Extensions for Bridging”

“The Point-to-Point Protocol (PPP) for the Transmission of Multi-protocol
Datagrams over Point-to-Point Links”

“The PPP Internet Protocol Control Protocol (IPCP)”

“PPP Link Quality Monitoring”

“PPP Authentication Protocols”

“The PPP DECnet Phase IV Control Protocol (DNCP)”
“The PPP OSI Network Layer Control Protocol (OSINLCP)”
“The PPP AppleTalk Control Protocol (ATCP)”

“The Definitions of Managed Objects for the Link Control Protocol of the
Point-to-Point Protocol”

“The Definitions of Managed Objects for the Security Protocols of the Point-
to-Point Protocol”

“The Definitions of Managed Objects for the IP Network Control Protocol of
the Point-to-Point Protocol”

“The Definitions of Managed Objects for the Bridge Network Control Protocol
of the Point-to-Point Protocol”
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CURRENT MEETING REPORT

Reported by Fred Baker/ACC

Minutes of the Point-to-Point Protocol Extensions Working Group (PPPEXT)

PPP Extensions for Bridging

Editor’s Note: A list of new features and editorial changes to the document is available via
FTP or mail server from the remote directories as /ietf/pppext/pppect-minutes-93jul.tzt.
Refer to Section 1.2 of the proceedings for retrieval instructions.

Other Documents

The group discussed several other documents in addition to PPP Extensions for Bridging.

Editor’s Note: A list of documents and recommendations is available via FTP or mail server

from the remote directories as /ietf/pppext/pppext-minutes-93jul.tzt. Refer to Section 1.2
of the proceedings for retrieval instructions.

PPP Compression

A separate breakout meeting was held for the bulk of the work, and the slides from the two
presentations that were given follow these minutes. They contain a lot of information.

Algorithms Under Consideration

Five candidate protocols are under active consideration:

Predictor — Free, but poor compression ratio - implement with CRC
Gandalf FZA - $20K without patent protection

V.42bis — $20K one time

HP PPC - About $20 one time with patent protection

STAC - $5 per, royalty on software with patent protection, $40 on chip

oU 0 0

Although we wanted to, the PPPEXT Working Group does not recommend one of them
for universal implementation. The reason is that the group cannot, under IETF rules and
marketplace sense, require everyone to license code or silicon from a single vendor, and
the one unencumbered algorithm we have found has significant (64K per link) memory
requirements. We therefore only provide the means to negotiate them.
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Packet format for Predictor is:

Address

Control

PPP Compression Data Protocol ID
Original Frame Length (not compressed)
Compressed Frame

Frame CRC-16 (not compressed)

The reason for the CRC-16 is to help detect frame loss (and resultant dicticnary desynchro-
nization) in the case where a reliable link is not in use.

Reliable Link Negotiation

How to implement without a reliable link: decompress. If a frame fails to correctly decom-
press, send a Compression Control Protocol Configure request on the link.

¢ Reasons not to use a reliable link:

— Would like to use the same algorithm on all WAN code
— Links are generally reliable anyway
— Unreliable links are perceived to be simpler

o Reasons to use a reliable link:

— Loss of buffers introduced problems
— More graceful degradation in the presence of errors

LAPB Negotiation Option

LAPB will be negotiated, but the minimum configuration will not support LAPB. The
LAPB LCP Negotiation Option will have the following format:

LCP Option
Length
Window

Compression Control Protocol Negotiation Option

There will be one option number per compression algorithm, with a special one for propri-
etary algorithms. They will be listed in the order of preference, and the sender’s preferences
will be respected in each direction, as the most effort is in the compression of the frame.
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The general format of these is:

COMPRESSION CONTROL PROTOCOL Option
Length
Parameters as required by the algorithm

The proprietary protocol option will have the vendors IEEE 802 Organizational Unit Iden-
tifier as the first three octets of the parameter field. It is recommended that vendors use
the fourth octet as a version number. This allows a vendor to use a proprietary algorithm
among its own equipment without revealing its intellectual property to the IANA. Note
that this option may occur more than once—a vendor may support multiple versions of its
own algorithm, or may support several vendors algorithms. The procedures defined in the
PPP LCP for handling multiple instances of the same option apply in this case.
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PPP Data Compression

, Why use data compression?
Dave Rand - Novell, inc.

o dave_rand@Novell.com o Better utilization of link
« dir@bungi.com . o Faster response time
o Higher reliability
ppp-comp mailing list archives are available at sgi.oom:otlm"/ppp- o Cost savings
comp.

o Customers want it

Requests for addition/deletion to the mailing fist should go to ppp-
comp-requestQbungi.com.

Which compression method is best?
When NOT to use data compression
o Depends on link speed

o Depends on processor/compression speed

o Depends on type of traffic

« Highly variable-latency-sensitive protocols ° Deﬁends on amount of memory available

o When compression time exceeds transport time o Depends on amount of money available (license costs)

o Who knows?!l

« Encrypted data
o Already-compressed data

Algorithm Selection So - which algorithm is best?

Traffic i

raffic s not constant o There is no “BEST" algorithm.
Traffic is not one file ‘
Traffic is not one protocol

« lndividuat files don't make 2 good test case

o Every case is different - real traffic is too hard to compare different
algorithms against. « RGF

o Reliable data links

« Time
o Space

« Compression ratio

My solution: simulated traffic.
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Candidates

« Gandalf's FZA algorithm is a good choice for low-to-medium speed
links. dcarr@gandalf.ca has pricing information.

o V.42bis has stable characteristics, licensing is reasonable (about
$20,000 USD). Other LZW variaats, such as UNIX Compress may
be a good choice.

« Prediction coding is free, and simple to implement. Compression ratio
is poor.

o HP's PPC follows the PPP spirit much better, in that no reliable
fink #s required. davel@hprnd.rose.hp.com has pricing information.

« Others?

Data Link Issues

« Almost all compression algorithms must have sequential, ordered
delivery of data; in order to keep the compressor and deoonpressor
in sync.

« HP's PPC DOES NOT require a refiable fink.

« LAPB is a good choice, and is not too complex to implement.

Negotiation of a refiable fink may occur before or after negotiation of
compression. I the algorithm selected requires 2 reliable link, and
one is not negotiated, LCP must re-negotiate compression off prior
to opening the link.

Negotiation of Compression

o Negotiation of compression will occur via a standardized mechanism.

| LCPtype | Size | Preferred type | Supported type | ... |

Comptea’outypswiﬂbeodaedastodwwda’spd’m
Each compression algorithm will be assigned a different number.

Each side offers all compression types it considers appropriate for the

current fink. If none match, no compression is performed.

Each compression type will use a single, generic LCP option for
negotiation of algorithm-specific parameters. Algorithm specific
parameters may be negotiated only after an algorithm is selected.

| LCPtype | Size | Free f

[dafs
"

d by P algociﬂlm.l

Reliable link negotiation

[LCPtype | Size | Wandow =iz= |

This indicates the number of mru-sized blocks of data we can have
outstanding on the fink. If the window size is less than or equal to 7,
LAPB modulo 8 should be chasen. (f the window size is 8 or lacger,
LAPB modulo 128 should be chosen.

Data format

[ LAPB header | packet size high | packet size low | data |

This format allows the fink layer to alter the physical size of the frame
to fit the underlying LAPB transport. We will only utilize the number of
bytes specified by the two bytes preceeding the data block.

Recovery

o No one is perfect.
« No algorithm is perfect.
o A method of detecting errors on 3 compressed data fink is essential.

LAPB header

Packet size

Frame size

Frame data (compressed)
Frame CRC

Frame size...

With the original CRC of the frame available, we have a second level
of detecting errors in the cotmnpressed link.
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Packet by Packet
Compression (PPC) for
Networking

For IETF, July 1993
Dave Langley, Hewlett Packard

Divislon HEWLETT
Rosevile Networks | (D) Pty

Agenda

« Introcluction to HP compression architecture
«HP PPC.

= PPC compression performance

« Combining PPC with header compression

s H/W implementations

= Patents

= Licensing

= Sumrmary

HP's Involvement in Compression

« HP has been working on compression technology since
1984
» HP developed its first compression ASIC IC In 1987

« HP is a leader in compression technology for DAT
drives with both algorithms and H/W ASIC's

= HP s developing advanced video compression
algorithms for multimedia

= HP maintains compression expertise in many fields
across several divisions (Palo Alto Labs, Bristol Labs,
ASIC divisions, product divisions)

« HP employs Abraham Lempel {(of Lempel-Ziv)

Compression & Networks
Why is LAN'WAN Compression difficult?

[ 500Kbyte filet to transmit across WAN |

[ FPRe oot T 1 11

|___s00Kbyte fle2 to transmit across WAN__|

[ | | Bojaoltqoitepeiats | | | | 1] |

] T  Running e to transmit across WAN ]

= Networking splits data Into small packets
« Intermixed node traffic ylelds non-homogeneous data
« Standard compression performancs is low on packets

Compressing small WAN Packets

Compresslbn
A Algorithm - .. !

dicichery /
e e i 8 dicToTay Tor Sach
communication node palr
and/or virtual connection
« Traditional approach is to maintain a running dictionary
= Expensive as running packets, node pairs, and connections grow
« Must have a reliable fink

Compress packets as one large packet

HP Packet by Packet (PPC) Alg.

Un-Rellable
Link
DeCompress 1

A!gorlthm

PP gy

i LANMN T e S ooy

o No need to add dictionaries
1 for each communication palr

« No nead for a reliable link

« Memory size does not grow regardiess of number of virtual connections
« intermixed communications node pairs have no effect on compression
= Any protocol (X.25, Frame Relay, ATM, efc.) can utilize this architecture
= Transparent to rest of network system

2




Dictionary cost comparison

Memory Size vs. Number of Virtual Connections
Memory Size, Kbytes

5,000 -
Running Dictionary

4,000 b, g0 Memory Skze

-
' Packet by Packst

3,000 Memory Size
R o

2,000 -

1,000

d’o 10 20 30 40 50 60 70 80
Number of connections

HP Packet by Packet, PPC,
compression concept

= A low cost method to implement compression

= A compression system requiring low memory regardiess
of Intermixed traffic type or number virtual connéctions

= A compression method that can work in a wide variety
of network systems (ATM, X.25, ISDN, LAN's etc)

= A compression scheme that does not require a reliable
link

= A packet by packet system that works well with header
compression

« In 1991 began working on effective compression of
small packets

Small LAN Packet compression

Compare running dictionary with HP pekt by pekt
25
2 2 (7. ST S—
15 | e
1 —
0.5 [ . N —
. ,

Data Set2
HP PPC

Data Set 1

R E S v

Pckt by Pekt

Header Requirements

« Need appropriate headers on the protocols to handle
_the compression (max 1 byte)

= Header information Is minimal
- compressed yes/no (for expansion protection)
- type of compression used on this packet
- future needs

H/W ASIC implementation

= HP is investigating ASIC to implement this compression
technology

= Contacting multiple vendors for ASIC sourcing
= Several possible implementations

- Very low latency "on the fly" compression

- Look aside uP bus type

- Pass through compression

Patents

= HP has patents pending on this PPC technology

= PPC is bullt upon LZ2 and therefore has patent issues

= HP has worked through 1.Z compression patents before
on previous standards and is doing so again for PPC

= HP is negotiating with holders of patents in the
appropriate areas

= HP expects to obtain a reasonably priced agreement to
utilize PPC in WAN products
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Licensing

« HP is negotiating with patent holders to obtain
*“one-stop" licensing service

= Purchase of PPC license will cover outstanding patent
licensing as well as licensing for HP PPC patent
licensing (HP PPC charges minimal)

s Licensing is intended to be negotiated for-either a one
time up front OR a per unit royalty

= A license will provide right to use in WAN applications
and C source code

= Use of compression ASIC would be independent of
S/W agreement (all licensing would be included in ASIC
price)

= HP has licensed compression patents before
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Summary

« PPC offers implementation simplicity with good
performance

a« PPC Is a low cost method to implement compression

« PPC requires small memory regardless of intermixed
traffic type or number of virtual connections

s PPC combined with header compression provides even
better compression cn small packets

» PPC has applications in many WAN protocols where a
running dictionary would be difficult/impossible

= HP intends to go through all the patent/icensing issues
to offer an easy license service

= HP Intends to facilitate the offering of a PPC ASIC from
multiple sources
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CURRENT MEETING REPORT

Reported by Fred Baker/ACC and George Clapp/Ameritech

Minutes of the joint session of IPLPDN and PPPEXT Working Groups

RFC 1356 X.25

RFC 1356 will be recommended as a Draft Standard. There have been six to seven imple-

mentations with no interoperability problems.

RFC 1294 has already been recommended for advancement to Draft Standard.

Protocol Discrimination

A PPP NLPID has been requested by the PPPEXT Working Group for use in NLPID-
encapsulated protocols. The request has unfortunately gotten lost in the mail. Bill Simpson
will resend the request to Lyman Chapin, who has agreed to make it happen. There is a
separate issue with the ISDN Lower Layer Compatibility Information Element; George

Clapp will pursue obtaining a value indicating PPP.

e IP/Circuit Switched Service

The question was seriously discussed whether we in fact need a default way to send
IP over circuit switched services such as ISDN B channel. It was observed that the
question is malformed; we do not need a default way to send IP over a V.35 or V.11
interface, for example. We need a way to speak to a peer system at the data link
layer, which might be a Frame Relay or X.25 switch, or a peer host or router.

We already have standards for PPP, Frame Relay, and X.25. In different contexts,
we are willing to run any of the three standards.

This approach is recommended for circuit switched services:

~ Systems must implement PPP, on the assumption that circuit switched commu-
nications are generally [host or router] to [host or router].

— Systems may implement other protocols such as Frame Relay or X.25
The implication here is not that all calls will be initiated with PPP signaling and

encapsulation, but that PPP signaling and encapsulation will be a universally imple-
mented option.
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Multi-link Protocol

The header will be changed to one of the following:

e o o T Sep e
IMIP10]0| Sequence Number |
N W P WU G WA

M - More - 1 if a non-terminal fragment, 0 if the last fragment
P - Phase - has the same value on each fragment of a message, inverts from message
to message

0 - Reserved, must be zero
Sequence Number - 0 to 4095 fragment sequence number

e o

S n s I e e e It 4
IFILI0JO| Sequence Number |

s it S e o Ll ot T AR S WS

F - First - 1 if first fragment in a message

L - Last - 1 if last fragment in a message

0 - Reserved, must be zero

Sequence Number - 0 to 4095 fragment sequence number

Including a link in the multi-link group is done by authenticating inclusion in the multi-link
group and negotiation of the Fragmentation Protocol Control Protocol (FPCP).

Removing a link from the multi-link group is done by terminating the FPCP on that link.

In the worst case, receiver recovery from a sequence error (fragment loss) is done by sending
an FPCP Configure Request in the OPEN state on all links; in most cases, one of the
following two conditions is sufficient to detect and step past the loss of a sequenced fragment:

1. Receipt of a frame on each link with a successor to the omitted sequence number.

2. Expiration of an implementation-specific receipt timer; this should be long enough to
handle the relevant timing issues. '

There is a separate LCP negotiation, authentication step, and set of Control Protocol
negotiations for each link in a multi-link group.

Several other options were considered, including the use of the RFC 1294 fragmentation
header, which was agreed to in the March meeting; RFC 1294 provides the same essential
features as this but requires four octets, and additionally provides only compatibility with
RFC 1294.
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PPP on Frame Relay

We need to have an Applicability Statement for PPP over Frame Relay, in view of the
existence of RFC 1294. The default encapsulation is as described in the minutes of the
March IETF. Various edits were recommended, which will be included in an updated draft,
including collapsing of Keith Sklower’s parameter negotiation document (with attribution
as author) into this document.

LQM should not be used on a Frame Relay DLCL.

PPP on X.25

We need to have an Applicability Statement for PPP over X.25 in view of RFCs 877 and
1356. Various edits were recommended, which will be included in an updated draft. Primary
attention should be given to reducing the size of the X.25 frame.

LQM should not be used in this environment.

The PPP NLPID SHOULD be placed in the call user data rather than being carried in
each frame.

PPP/ISDN

Bill Simpson presented his paper on PPP over ISDN.

PPP must have the same default MRU (and any other defaults) on ISDN as in other environ-
ments. Keith Sklower will publish his IPLPDN document, “Determination of Encapsulation
of Multi-Protocol Datagrams in Circuit Switched Environment,” and Bill indicates that he
would like to copy some of the technical material from it into this document. It was decided
that he would reference Keith’s document.

Parameter Negotiation

Keith and Bill will merge their documents. This document should be separate from the
PPP over foo documents, as it is desired to be placed on the standards track, and the PPP
over foo documents may not be placed on that track.
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2.2.7 Router Requirements (RREQ)

Charter

Chair(s):

Philip Almquist, almquist@jessica.stanford.edu

Mailing Lists:

General Discussion: ietf-rreq@Jessica.Stanford.edu
To Subscribe: ietf-rreq-request@Jessica.Stanford.edu
Archive:

Description of Working Group:

The Router Requirements Working Group has the goal of rewriting the existing
Router Requirements RFC, RFC 1009, and a) bringing it up to the organiza-
tional and requirement explicitness levels of the Host Requirements RFCs, as
well as b) including references to more recent work, such as OSPF and BGP.

The working group will also instigate, review, or (if appropriate) produce ad-
ditional RFCs on related topics. To date, group members have produced draft
documents discussing the operation of routers which are in multiple routing
domains (3 papers), TOS, and a routing table MIB.

The purposes of this project include:

- Defining what an IP router does in sufficient detail that routers from different
vendors are truly interoperable.

- Providing guidance to vendors, implementors, and purchasers of IP routers.

The working group has decided that, unlike RFC 1009, the Router Require-
ments document should not discuss link layer protocols or address resolution.
Instead, those topics should be covered in a separate Link Layer Requirements
document, applicable to hosts as well as routers. Whether this group will create
the Link Layer Requirements document is still to be determined.

Goals and Milestones:

Done
Done
Done
Done
Oct 1991
Nov 1991

First Internet-Draft version.
Second Internet-Draft version.
Third Internet-Draft version.
Fourth Internet-Draft version.

Final Internet-Draft version.

Submission for Proposed Standard.
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Internet-Drafts:

“Requirements for IP Routers Volume 1: Introduction”, 09/17/1990, Philip
Almquist <draft-ietf-rreg-iprouters-04.txt>

Request For Comments:

RFC 1349 “Type of Service in the Internet Protocol Suite”

RFC 1354 “IP Forwarding Table MIB”
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2.2.8 Simple Internet Protocol (SIP)

Charter

Chair(s):

Steve Deering, deering@parc.xerox.com
Robert Hinden, hinden@eng.sun.com

Mailing Lists:

General Discussion: sip@caldera.usc.edu
To Subscribe: sip-request@caldera.usc.edu
Archive:

Description of Working Group:

SIP is a candidate for IPng. The purpose of the working group is to finalize the
SIP family of protocols, and to foster the early development and experimenta-
tion of this protocol.

There are two major characteristics of the SIP proposal: it is very much a
continuation of IP, and it aims at maximum simplicity. A short hand definition
of SIP could be “64-bit IP with useless overhead removed.”

Following the IP model, SIP uses globally-unique addresses, hierarchically struc-
tured for efficient routing. SIP addresses are 64 bits long, which is believed to
be adequate to scale the Internet up to, say, thousands of internet-addressable
devices in every office, every residence, and every vehicle in the world.

The quest of simplicity in SIP has been described as parallel to the RISC phi-
losophy. The minimal SIP header contains only those fields which are necessary
to achieve our goal: routing packets efficiently in a very large internet. As a
result of this design philosophy, the SIP header is much simpler than the IP
header. Simplicity facilitates high-performance implementation and increases
the likelihood of correct implementation.

Contrary to several other IPng candidates, the SIP effort is focused mostly on
the description of the final state, not on the description of the transition. This
is due to a coordination with the IPAE Working Group, which has already
engaged an intensive study of transition problems, with SIP in mind as a final
state.

Goals and Milestones:

Done

151

Post the complete SIP specification as an Internet-Draft. This specification
shall include the header format, the address format, ICMP and IGMP, the
fragmentation protocol, the source route protocol, and the the requirements
SIP imposes on higher layer protocols and lower later protocols, e.g., ARP.
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Done

Jan 1993

Jan 1993

Jan 1993

Mar 1993

Jun 1993

Done
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Post an Internet-Draft specifing the SIP addressing and routing architecture.
Include discussion of multicast and mobile host support as well as a discussion
of how policy routing can be supported. Detail the changes required to OSPF,
BGP, and RIP.

Post as an Internet-Draft a specification for the SIP MIB. Detail the operation
of SNMP over SIP.

Make available a public domain implementation of SIP for the UNIX-BSD
socket environment.

Make available a public domain version of modified TCP and UDP for the
UNIX-BSD socket environment.

Post as an Internet-Draft a report on the initial implementation and experience
with SIP.

Incorporate security into SIP.

Post an Internet-Draft specifying changes to RIP needed for SIP.

Internet-Drafts:

“SIP-RIP”, 03/11/1993, G. Malkin, C. Huitema <draft-ietf-sip-rip-01.txt>
“SIP Program Interfaces for BSD Systems”, 04/05/1993, R. Gilligan <draft-
ietf-sip-bsd-api-00.txt > :
“Administrative Allocation of the 64-bit Number Space”, 04/19/1993, W. Simp-
son <draft-ietf-sip-64bit-plan-00.txt>

“SIP System Discovery”, 04/21/1993, W. Simpson <draft-ietf-sip-discovery-
02.txt>

“SIP addresses in the domain name service Specifications”, 06/11/1993, C.
Huitema <draft-ietf-sip-dnss-00.txt>
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CURRENT MEETING REPORT

Reported by Robert Hinden/Sun Microsystems

Minutes of the Simple Internet Protocol Working Group (SIP)

These minutes are based on notes taken by Christian Huitema.

The SIP Working Group held two sessions and a demonstration at the Amsterdam IETF.
The first session was 12 July at 4:00 p.m. The second session was 15 July at 1:30 p.m.
Both sessions were audio/video multicast on the Internet. The demonstration was held on
14, 15, and 16 July.

Agenda

Administrivia

Review of Action Items
Implementation Status Reports
Demonstration Plans

SIP Source Routing

Review of Recent Work

Assign Action Items

Administrivia

Bob Hinden introduced the agenda. Ross Callon mentioned his desire to add transition

plans as a discussion item. The item was added, but due to a lack of time in the second
session, was not discussed.

Review of Action Items

Editor’s Note: A list of action items and their status is available via FTP or mail server
from the remote directories as /ietf/atm/atm-minutes-93jul.tzt. Refer to Section 1.2 of the
proceedings for retrieval instructions.
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Implementation Status Reports
¢ Public Domain BSD

A presentation was given by Werner Vogel. Three BSD implementations have been done:
Initial INRIA, full 64 bits, x-kernel. The target of INESC is BSD, specifically Mach and
x-kernel.

Werner presented the architecture of the INRIA implementation:

SIP processor in the kernel

Interface configuration and route set up
64-bit ping

32-bit TCP and UDP without fragmentation

Other features are implemented but not yet tested.

Performance of the loop-back interface is faster than straight IP. Performance over Ethernet
is equivalent to IP (same figure). NFS (block of 1K) and AFS work over SIP.

Next steps: more debugging, real 64-bit TCP, transport level support, integration of routing,
use real interfaces, checksums, etc.

¢ Sun Solaris Implementation

Erik Nordmark gave the presentation. Sun included the “border router” code. SIP Multicast
is implemented. VAT and NV work over SIP using multicast address translation. They are

working on getting “traceroute” to work over the encapsulation, and avoiding the “lost
ICMP” problem.

For solving the lost ICMP problem, the SIP process has to keep track of the tunnel’s MTU,
and also of the “unreachable” status of tunnels. The TTL exceeded problem is harder to
solve. This can be delegated to the routing process for “inter-router” tunnels, but cannot
easily be used for “tail” tunnels. Tony Li mentioned that SDR is using “tunne] IDs” (64-bit
encapsulation header) in order to solve this problem. He suggested we look at the SDR IDs.

¢ SIP IDRP Status

Sue Hares described the status of IDRP for SIP. She said that IDRP is part of “gated”
which is already multiprotocol. She needs a SunOS 4.1 implementation (INRIA /INESC) to
test the relaying of the packets over SIP, and for installing SIP routes. She believes the code
is modular enough to install routes without problems. Yakov Rekhter mentioned the pos-
sibility of having extra attributes, for automatically installing tunnels. Sue also mentioned
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extensions for multicast, for example, using the next hop information for memorizing the
“broadcast tree” from a given source. A base level support could be ready for test within
a month given a kernel. The link between IDRP and IGPs other than IS-IS is neither done
nor funded. She suggested finding volunteers within the working group. Code is public
domain and can now be provided to “co-developers.”

She also mentioned that the ISO IDRP specification will soon be published as an Informa-
tional RFC.

Demonstration Plans

Bob Gilligan presented the IETF demonstration set up. There were 6 sites participating:

IETF at Amsterdam

Xerox PARC

TGV

Sun

Intercon Macintosh

Beame & Whiteside (PC with DOS)

The first 4 sites run a SIP border router; at PARC and TGV, an IP host points to the SIP
border router. In the last two sites, PCs and Macintoshes are isolated SIP hosts, connected
to the routers in their domain space. Metro addressing is used. Werner volunteered the
addition of a BSD SIP host in Portugal to the demonstration.

The demonstration featured Telnet, FTP, Ping, Traceroute, and VAT. FTP “third party”
connections are limited to using the same prefix as the control connection.

SIP Source Routing

Charlie Perkins presented the use of source routing for solving the “mobile routing” problem.
The classical problem is router efficiency: the forwarding of IPv4 packets with source routes
was slow, which lead to the use of IP encapsulation. Source Routing (SR) also has a
bad reputation for security, though encapsulation has the same inherent problem. SR has
slightly less overhead than encapsulation (16 vs 24 octets). ICMP messages are delivered
to the source with SR, and to the encapsulator with IP encapsulation. There are also
slight differences with fragmentation (reassembly at end of tunnel for encapsulation is less
efficient), and MTU discovery in which tunnels are transparent.

The decision is in fact linked to “who does what.” The source itself should do SR, but
intermediate hops should use encapsulation.
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On the lesson of the mobile IP experience: The SIP specification should be clearer about
“reversal of source routed packets.” It is not very clear, but it appears that “layer 4” solu-
tions are generally inadequate. This design should really be studied inside the MOBILEIP
Working Group. Tony Li mentioned that it is also being addressed by the SDR Working
Group.

Review of Recent Works

e SIP RIP

Gary Malkin presented comments received from Garcia Luna Aceves on SIP RIP. The loop
detection algorithm is not described precisely, and needs to be corrected. However, this is a

major improvement over previous version of RIP, with the cost of more CPU. A consequence
is that the maximum number of hops has been raised to 32.

Paul Francis asserted that loops are better than black holes, as you do not miss packets.
He suggested that we look at using a path vector algorithm. Tony Li rejected the idea of
accepting routing loops, as they are traffic multipliers that generate congestion; he also said
that path tracing is a significant modification of the protocol. He said that cisco found
that path tracing breaks when “route filtering” is in operation. He suggests that DUAL,
which includes incremental updates, and guarantees loop freedom, is looked at. Toni also
mentioned that some networks are larger than 32 hops, and that we should use path metrics,
but that would make the whole thing much more complex.

Tony Li then offered to provide SIP-IGRP, giving change control to the IETF for SIP-
specific extensions! After considerable discussion, the working group agreed that this should
be pursued, given the usual caveats about licensing agreements and change control.

A proposal was made that SIP RIP should be limited to be used in “small networks.” This
raises the question of how should the current SIP RIP draft be progressed. The working
group decided to continue with a basic version of SIP RIP (without the loop control) and
to ask the RIPv2 Working Group to take on the issue of loop control. The current version
of SIP RIP (without loop control) will be called SRIP.

¢ System Discovery

Bill Simpson led the discussion on the system discovery draft.

Not a lot of implementation was done of the current version of the Router Discovery ICMP
message type. It was nice, but it lacked extensibility. The current draft proposes a “single
block with extensions” format:
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SIP + ICMP headers
IFACE

MAC

Services

Security label
Changed prefix

QOS

Authentication

This format is similar to Novell’s SAP. There are two messages: solicitation and response.
The message operates similarly to the router’s advertisement ICMP. “Changed prefix” is
intended to enable dynamic address reconfiguration, which should have similar effects on
TCP as on the current IP mobility solutions, i.e. require some form of source routing to
retain the existing address.

The security label is really informational. QOS is “claiming to be the router for a particular

QOS.” This, as the security label, is equivalent to similar fields in the OSPF and IS-IS
“hello” packets.

The service field is used to advertise the location of particular servers, e.g. “DNS” or
“bootp.”

Tony Li suggested having both a length and an AFI for the “iface” parameter. He also
suggested making both “MAC” and “service” optional. Greg Minshall suggest MAC should,
on the contrary, be present all the time in order to facilitate parsing. Greg also suggested
that the experience acquired by Novell suggests that “service” is not a very good idea—he
would prefer to use multicast queries. Steve Deering observes that there are more clients
than servers, and that having servers advertise themselves is preferable (less traffic). Geert
Jan de Groot questioned this assertion, as the “keep polling with backup” is more stable
and easier to diagnose (the repeated packet pops in link analyzers, etc.). Bill Simpson
mentioned that the algorithm which he described is exactly that of “IP router discovery,”
i.e., tested and true.

Paul Francis questioned the utility of the QOS field: there is no such thing as a QOS per
router, but rather per router/destination tuple. The group agreed that redirection is a
better solution. Paul also suggested that a strictly router-to-host protocol is much simpler
than router-to-router hellos, and that the two groups do not have the same frequency and
complexity requirements.

In order to do this for mobile systems, one also needs to carry a “list of routers heard by
mobile” in the solicitation messages send by the mobiles. This needs to be discussed on the
SIP mailing list.
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¢ Host Auto Configuration

Bob Gilligan presented a set of “preliminary ideas” that he proposed to the mailing list on
auto configuration. He proposes to represent the address as a combination of:

Prefix + Suffix

- G - — - > -

The suffix part is allocated by the system administrator. The prefix is heard from the router
advertisement. At boot time, the system obtains (by various means) the “local suffix” (e.g.

32-bit IP address); then it obtains the “prefix” from the router advertisement and combines
it to form a complete address.

Christian Huitema suggested that this is a very dangerous scheme as one can inadvertently
boot the system in a new environment where the suffix is not unique. Bill Simpson suggested
using a combination of IEEE 802 and directory names.

Paul Francis suggested the use of a two hop source route: the IEEE 802 unique SIP address
of the host, and the router address obtained from the advertisement.

Conclusion and Assignment of Action Items

Steve Deering mentioned the need for more implementations, and also the need to start
deployment. Members were encouraged to go see the demonstration in the terminal room,
with border routers, VAT over SIP, Internet Talk Radio acquired over SIP, etc.
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SIP WORKING GROUP MEETING
July 12, 1993

Internet Engineering Task Force Meeting

Amsterdam

/_————-— AGENDA (CONT.) __\
* Review Recent Work

- System Discovery

- Host Auto Configuration
- SIPRIP
- SIPDNS

¢ Conclude and Assign Action Items

k SIP Werking Grosp Juty 12,1993 ——/
/-_——— ACTION ITEMS (CONT.) _—_\
l ACTION: Hinden to scad Erik F. 2 message stating that the w.g. will

develop a formal response.

ACTION: Gilligan 10 post his auto configuration proposal to list.
ACTION: Sim Bound to coordinate a w..g reply.

ACTION: Deering to contact other 1Pug chairs about coordinating IESG
submissions.

ACTION: Gilligan to revisc and reissue BSD AP1 for SIP document.

ACTION: Deering to work on scparate Flow ID document.

ACTION: Deering to talk to Ran Atkinson about status of SIP security
proposal.

- —

16l

AGENDA

.

« Review Actions ftems

Administrivia

» Implementation Status Reports
- BSD 4.3 Implementation
- Sun Implementation
- Other Implementations

* Demonstration Plans

» SIP Source Routing / Charlie Perkins

—
\

S SIP Werking Grovp
/—-—-—. ACTION ITEMS

ACTION: Everyone read Auto-Configuration proposal and reply to list
and put on agenda for next meeting.

ACTION  Simpson and Deering resolve differences and come up with onc

5 15

ACTION: Crocker definc and plan Amsterdam demo.
ACTION: Hinden/Deesing agenda for Amsterdam meeting.

ACTION: Deering to send message to list outlining IPv4 1D generation
hoices and a soluti

ACTION: Gilligan/Mulligan to definc and writc up.

\_ SIP Workdng Croop Juty 12,1913 -—/
/_- ACTION ITEMS (CONT.) ——\
'ACTION: Christian Huitema: To post as an Intemet Draft of DNS changes

for SIP (if not already posted).

ACTION: Simpson 1o get status of IDRP work and report to list.

ACTION: Deering/Hinden to ask John Moy to do revision of OSPF for SIP
document.

ACTION: Deering to write ICMP for SIP document.

ACTION: Decring will also i to ICMP d

tude IGMP chang

ACTION: Christian Huitema: Will produce a new version of SIP for RIP
document or get Gary Malkin to do it.

ACTION: Decring to look at SIP RIP to make sure it includes multicast
nme SIF Werking Group Sy 12, 1993 —/




/——— ACTION ITEMS (CONT.)
ACTION: Simpson to get status of IDRP work and report to list.

ACTION: Decring/tinden to ask John Moy to do revision of OSPF for SIP
document.

ACTION: Deering to write ICMP for SIP document.

ACTION: Deering will also include IGMP changes to ICMP document.

ACTION: Chyistian Hui Will g 2 new version of SIP for RIP
document or get Gary Malkin to do it.

ACTION: Deering to look at SIP RIP 10 make sure it includes multicast,
support.

ACTION: Deering to get first version of SIP addressing document out
\ before Amsterdam [ETF.

Juby 12, 190 @

SIP Working Grovp

ACTION ITEMS (CONT.)
ACTION: Hinden to updatc and submit criteria s Informational RFC.

ACTION: Crocker to ask Marshall Rose to develop SIP MIBs.

'\

—
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ACTION: Deering to sen SIP list contents to Hinden.

ACTION: Hinden to revisc charter and submit to Interact AD's

ACTION: Gilligan post a message 1o SIP list asking foc volunteers to
deploy and test Sun border router implementation.

ACTION: Mulligan send KA9Q code to Simpson.

ACTION: Deesing to update SIP specification. Small amount of chaages.

ACTION: Gilligan/Nordmark to provide up o IPAE Specification by
Junc 18,

ACTION: Crocker to do revision of IPAE specification by June 25.

\\sww.m..m mn.m.—/
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SIP DEMONSTRATION

July 14-16, 1993

Internet Engineering Task Force Meeting
Amsterdam

WHAT IS BEING DEMONSTRATED ——-\
( « SIP Communication

SIP <-> IPv4 Translation

.

.

SIP Encapsulation (IPAE)

SIP Border Router **
e SIP Multicast **
e SIP Traceroute

» SIP Packet Monitoring

- J

** New from Columbus [ETF Demonstration /

BW Wortdag Croup Suty 14,1993
o~ DEMONSTRATION CONFIGURATION -ﬂ
Palo Atto, CA .
9404:2:13.1.68.3 1404:1:192.9.5.2

3741:1:192.87.100.6 )
& SIP Werking Group Suly 14, 1993
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» SIP: Simple Internet Protocol
- Evolution of [Pv4
- 64-bit Addresses
- Header Simplification
- Options moved to Separate Headers

* IPAE: IP Address Encapsulation
- Transition Scheme for SIP
- Uses Encapsulation and Translation
- Flexible Deployment Scheme
- Self Configuring IPv4 Compatibility

kw‘v—m‘c‘w

oty 14, 1993 s’

1408:1

&
WHITESIDE
3381:1
1

AMSTERDAM
IETF
3741:1

—_

— s nd
/— SIP to SIP COMMUNICATION

*  On Amsterdam SIP Host, enter:
% telnet 1404:1:192.9.5.2

* Traffic flows
Amsterdam SIP Border Router
router
Host.

Snoop IPAE windows

Routers across an IP Backbone
k snrwmc'-.

- Pure SIP from across Amsterdam subnet to

- IPAE across the Intemet to Mt. View border

- Pure SIP across Mt. View subnet to Mt. View SIP
* Monitor SIP and IPAE Traffic in Snoop SIP and

< Demonstrates SIP Forwarding between SIP Border

K_ SIP DEMONSTRATION DOMAINS _-—\

—
—~

oty 14, 1993 e’



/"——— SIP to 1P COMMUNICATION
« On Amsterdam SIP Host, enter:
% telnet 9404:2:13.1.68.3

« Traffic flows
- Pure SIP from across Amsterdam subnet to
Amsterdam SIP Border Router
- IPAE across the Internet to Palo Alto Border
Router
- IP across Palo Alto subnet to Palo Alto IP Host
- Retum IP Traffic is Mapped to SIP in Palo Alto
Border Router
o Monitor SIP and IPAE Traffic in Sroop SIP and
Snoop IPAE windows
o Demonstrates SIP Forwarding between SIP Border
Routers across an IP Backbone and Translation

‘\

o o
'\

/—————- SIP MULTICAST

* VAT is ruaning on SIP Host and SIP Border Router
- Tum on Microphone and talk

« Traffic flows
- Pure SIP Multicast across Amsterdam subnet

* Monitor SIP Multicast Traffic in Snoop SIP windows

 Demonstrates SIP Multicast using Unmodified VAT

s [P to TP COMMUNICATION
* On Amsterdam SIP Host, enter: \
% telnet 13.1.68.3
* Traffic flows

- Pure [P from across Amsterdam subnet to
Amsterdam SIP Border Router

- Amsterdam Border Router Maps IP Traffic to SIP

- IPAE across the Internet to Palo Alto Border
Router

- JP across Palo Alto subnet to Palo Alto IP Host

- Return IP Traffic is Mapped to SIP in Palo Alto
Border Router

* Monitor SIP and IPAE Traffic in Snoop SIP and
Snoop IPAE windows

* Demonstrates IP Forwarding between SIP Border

between two SIP Hosts on one subnet
Judy 84, 1993 J

¢ On Amsterdam SiP Host, enter:
- % fust/sbin/traceroute 1404:1:192.9.5.2

* Observe
- SIP Hops Along Path
- Note: Currently don't show IPAE Hops

e Demonstrates Tracing of SIP/IPAE Routes

ls{outcrs across an IP Backbone and two Mapping to

\\s ‘P
s W Suiy 14, 1993 ————

« FTP, TFTP, PING, TELNET
- All Work in all Modes (SIP, IPAE, IP)
- eg. ping 9404:2:13.1.68.3
ping 13.1.68.3

« Internet Talk Radio Play over SIP TCP Connection
% itr_play -v 1404:1:192.9.5.2
Note: Release Audio Device by Clicking Lower

\- SIP Werking Group oty 14,1993 -—J

le64

Name Steipe in VAT
k S Wertiing Goovy. Juty 14,1993 —)
gz ACTIVE PARTICIPANTS s
* Beame & Whitesid tmpk jon (PC)

- DEC {mplementation (Alpha’/OSF)

< INRIA Implementation (BSD, BIND), DNS &
OSPF Specifications

- [INESC Implementation (BSD/Mach/x-kemel)

e Intencon Implementation (MAC)

e MC Phone Conferences

°  Merit IDRP for SIP Specification

° Nework General Implementation (Sniffer)

o SGI Implementation (IRIX, NetVisulizer)

* Sun Implementation (Solaris 2.x, Shoop)

« TGV tmplementation (VMS)

* Xerox PARC Steve Deering

* Biill Simpson Implementation (KA9Q)

&ww«cm July 14, 1993 —/




IMPLEMENTATIONS
o8 Organization Status
BSD/Mach INESC Completed (telnet, NFS, AFS, UDP)
DOS &Windows Beame & Whiteside Completed (telnct, fip, tftp, ping)
RIX Siticon Graphics {n progress (ping}
KA%Q Simpson In progress (ping)
Mac OS {atercon Completed (selnet, fip, Ginger, ping)
OSF DEC fn Progress
Solaris Sun Completed (telnet, fip, thtp, ping)
vMS GV Completed (telnet, fip)
TOOLS Organization Status
NetVisualizer Sificon Graphi Completed (SIP & IPAE)
Shiffer Network General Completed (SIP & IPAE)
Snoop Sun Completed (SIP & IPAE)
MISC Oreanization Status
\ Bind INRIA Code done )
SIP Warking Group July 14,1993

/—— WORKING GROUP INFORMATION 'ﬂ

» SIP Working Group Mailing List
sip-request@caldera.usc.edu

« SIP Archive
parcftp.xerox.com fpub/sip/

kuﬂv«&gc«-’ Joty 14,1993 -—)
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Admini Allocation of the 64-bit Number Space, W. Simpson, Internet Draft,
: dﬂﬁletf—slp-ﬂb;t-plm-wm
1P Address E: (IPAE): A Mechanism for {atroducing a New IP, D.

DOCUMENTS «\

SIP: A Simple Internet Protocol, S. Deering, May 93 IEEE Network.

Simple Internet Protocol (SIP) Specification, Internet Draft,
draft-deering-sip-00.txt

SIP-RIP, G. Malkin, C. Huitema, Internet Draft, draft-ietf-sip-rip-01.txt

IDRP for SIP, S. Hares, Internet Draft, draft-ietf-ipidrp-sip-00.txt

OSPF for SIP, C. Huitema, Intemet Draft, draft-ietf-sip-ospf-00.ixt

SIP Addresses in the Domain Name Service Specifications, C. Huitema, Intemnet
Draft, draft-ietf-sip-dnss-00.txt

SIP Program Interfaces for BSD Systems, R, Gilligan, Intemet Draft,
draft-ietf-sip-bsdapi-00.txt

SIP System D:smmy W. Simpson, Internet Draft, draft-ietf-sip-discovery-02.txt

Crocker, Internet Draft, draft-ietf-ipac-new-ip-00.txt
1Pv7 Criteria Analysis for IP Address Encapsulation (IPAE) and the Simple

Internet Protocol (SIP), R. Hinden, Internet Draft,
draft-ictf-ipac-ipv7-criteria-00.txt J
Joty 14,1993
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2.2.9 TCP/UDP Over CLNP-Addressed Networks (TUBA)
Charter

Chair(s):
Mark Knopper, mak@merit.edu
Peter Ford, peter@goshawk.lanl.gov

Mailing Lists:
General Discussion: tuba@lanl.gov
To Subscribe: tuba-request@lanl.gov
Archive:

Description of Working Group:

The TUBA Working Group will work on extending the Internet Protocol suite
and architecture by increasing the number of end-systems which can be effec-
tively addressed and routed. The TUBA effort will expand the ability to route
Internet packets by using addresses which support more hierarchy than the
current Internet Protocol (IP) address space. TUBA specifies the continued
use of Internet transport protocols, in particular TCP and UDP, but specifies
their encapsulation in ISO 8473 (CLNP) packets. This will allow the continued
use of Internet application protocols such as FTP, SMTP, TELNET, etc. An
enhancement to the current system is mandatory due to the limitations of the
current 32-bit IP addresses. TUBA seeks to upgrade the current system by
a transition from the use of the Internet Protocol version 4 to ISO/IEC 8473
(CLNP) and the corresponding large Network Service Access Point address
space.

In addition to protocol layering issues and “proof of concept” work, the TUBA
approach will place significant emphasis on the engineering and operational re-
quirements of alarge, global, multilateral public data network. TUBA will work
to maximize interoperatability with the routing and addressing architecture of
the global CLNP infrastructure. The TUBA Working Group will work closely
with the IETF NOOP and OSI IDRP for IP Over IP Working Groups to co-
ordinate a viable CLNP-based Internet which supports the applications which
Internet users depend on such as TELNET, FTP, SMTP, NFS, X, etc. The
TUBA Working Group will also work collaboratively with communities which
are also using CLNP, and will consider issues such as interoperability, applica-
tions coexisting on top of multiple transports, and the evolution of global public
connectionless datagram networks, network management and instrumentation
using CLNP and TUBA, and impact on routing architecture and protocols
given the TUBA transition.

The TUBA Working Group will consider how the TUBA scheme will sup-
port transition from the current IP address space to the future NSAP address
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space without discontinuity of service, although different manufacturers, service
providers, and sites will make the transition at different times. In particular,
the way in which implementations relying on current 32-bit IP addresses will
migrate must be considered. TUBA will ensure that IP addresses can be as-
signed, for as long as they are used, independently of geographical and routing
considerations. One option is to embed IP addresses in NSAP addresses, pos-
sibly as the NSAP end-system identifier. Whatever scheme is chosen must run
in a majority of *-GOSIPs and other NSAP spaces. The TUBA strategy will
require a new mapping in the DNS from NAMEs to NSAP addresses.

The rationale RFC (RFC 1347) documents issues of transition and coexistence,
among unmodified “IP” hosts and hosts which support “TUBA” hosts. Hosts
wishing full Internet connectivity will need to support TUBA.

Goals and Milestones:

Done
Done
Done
Done

Done

Post Initial TUBA rational and discussion as an RFC. (RFC 1347)
Post the Initial TUBA DNS specification. (RFC 1348)
Review and approve the Charter.

Post the TUBA CLNP profile as an Internet-Draft.

Post a Routing and Addressing specification as an Internet-Draft, coordinated
with the Network OSI Operations Working Group and the IDRP for IP Working

Group.

Nov 1992 Post a summary report on TUBA deployment in the Internet.

Done Present the results of Working Group deliberations at the November IETF
meeting.

Nov 1992 Post an Internet-Draft on the changes required to Internet applications affected
by the deployment of TUBA.

Nov 1992 Post an Internet-Draft covering the methodologies, instrumentation, address
administration, routing coordination and related topics.

Done Post as an Internet-Draft a revision to RFC1347 reflecting lessons learned in
the Working Group deliberation.

Internet-Drafts:

“Use of ISO CLNP in TUBA Environments”, 09/04/1992, David Piscitello
<draft-ietf-tuba-clnp-04.txt >

“Assignment of System Identifiers for TUBA/CLNP Hosts”, 04/30/1993, D.
Piscitello <draft-ietf-tuba-sysids-03.txt>
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CURRENT MEETING REPORT

Reported by John Scudder/Merit

Minutes of the TCP/UDP over CLNP-Addressed Networks Working Group
(TUBA)

Summary

Tasks

Documents to be moved to Proposed Standard or Informational
To-do list

Presentations

Tasks

Editor’s Note: A list of tasks is available via FTP or mail server from the remote directories
as /ietf/tuba/tuba-minutes-93jul.tzt. Refer to Section 1.2 of the proceedings for retrieval
instructions.

Documents to be Moved to Proposed Standard or Informational

e CLNP for TUBA [draft-ietf-tuba-clnp-03.txt]

Will be presented to the area director to be moved to Proposed Standard.

o Sysids [draft-ietf-tuba-sysids-01.txt]

Will be presented to the area director to be moved to Proposed Standard. This is
already how OSI hosts at Merit are addressed.

It was suggested to present this to the ATM Forum—David Piscitello and Brian
Carpenter will 